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STATEMENT OF WORK 


1.0
SCOPE

This Statement of Work (SOW) defines the efforts necessary to continue a vigorous IV&V program through all phases of design and development in order to completely verify the traceability between requirements, design and implementation.  Work to be performed will be of an Independent Verification and Validation (IV&V)/Program Acceptance Testing (PAT) nature in support of Tactical Command, Control, and Communications (C3) Systems. Included in these C3 systems are C2P, CDLMS, RC2P and other related Communication Systems, future multi-Tactical Digital Information Links (TADILs)/JREAP/Link-22, associated simulation systems and associated test tools.  IV&V work will support concurrent development efforts of tactical C3 systems assigned to the Space and Naval Warfare System Center San Diego (SPAWARSYSCEN San Diego), or to a NAVSEA Combat Direction System field activity (e.g., Naval Surface Warfare Centers (NSWC) at Dahlgren, Port Hueneme and Dam Neck) and the Integrated Combat Systems Test Facility in San Diego
2.0 
BACKGROUND

The objective of the Government's Independent Verification and Validation (IV&V) Program is to provide for early error detection and correction of problems found during life cycle support of the Command and Control Processor (C2P) computer program, both the UYK-43 C2P and Rehosted (RC2P). IV&V will support Common Data Link Management System (CDLMS), development of Multi-TADIL Processor (MTP), Joint Range Extension Application Protocol (JREAP)/Link-22 Adjunct Processor (AP), Common Link Integration Processor (CLIP) and Tactical Digital Information Links (TADIL)/related programs to ensure that these systems meet all requirements.  Conducting vigorous and continuous IV&V testing will attain these objectives.  Independent assessments, analysis, engineering, design, design implementation and testing functions will result in the delivery of exceptional, reliable C2P/CDLMS and related operational computer programs to the Fleet.  These assessments by an independent verification and validation agent will provide both the Government and the design agent a continuing critique separate from the design agent's own quality control measures.  Project risks will be reduced by the early and unbiased detection of design weaknesses and requirements omissions.  These actions will result in prompt and economical corrections to the programs.

3.0
APPLICABLE DOCUMENTS  - REFERENCES

The following documents form a part of this SOW to the extent specified herein and by individual task orders.  In the event of a conflict between the text of this SOW and the references cited herein, the text of this document should take precedence.

3.1 Military Standards

a. MIL-HDBK-61A (SE)
Configuration Management Guidance

b. MIL-STD-1397C

Input/Output Interface Standard Digital Data  (“Use as Guidance only”)

c. TADSTAND A

Standard Definitions for Embedded Computer Resources in     

           

Tactical Digital Systems

d. TADSTAND B

Standard Embedded Computers.  Peripherals, and Input/Output 



Interfaces

e. TADSTAND C

Computer Programming Language Standardization Policy for 



Tactical Digital Systems

f. TADSTAND D 

Reserve Capacity Requirements for Tactical Digital Systems

g. TADSTAND E

Software Development, Documentation, Testing Policy for Navy 



Mission Critical Systems

h. IEEE/EIA 12207

Software Life Cycle Processes

i. ANSI/EIA 632 

Processes for Engineering a System 

j. CMU/SEI CMM

Software Engineering Institute Capability Maturity Model for 



Software 

3.2
Other Publications / Documents

3.2.1
Joint Standards

a. CJCSM 6120.01
Chairman Joint Chiefs of Staff Manual (CJCSM)
b. MIL-STD 6011C
Tactical Data Link (TDL) 11/11B Message Standard
c. MIL-STD 6016B
Tactical Data Link (TDL) 16 Message Standard
d. MIL-STD 6040
United States Message Text Formatting (USMTF) 
e. MIL-STD 3011
Interoperability Standard for Joint Range Extension Application Protocol (JREAP)

3.2.2
Interoperability Instructions and Standards

a.
OPNAVINST C3120.44
Tactical Digital Information Link (TADIL) Standard Operating Procedures (TSOP)

b.
OS-411
Link 11 Operational Specification (OS) 

c.
OS-404
Link 4A Operational Specification (OS)

d.
OS 516
Link 16 Operational Specification (OS)

e.
OS-MTF
Message Text Formats Operational Specification

3.2.3
C2P, CDLMS, and RC2P documentation

a. Type A System Specification for Command and Control Processor

b. Advanced Combat Direction System Block 1 Command and Control Processor to Combat Direction Systems Model 5 Interface Design Specification (IDS)

c. Program Performance Specification (PPS) for Command and Control Processor (C2P)

d. System Operator’s Manual (SOM) for C2P

e. Operator’s Manual (OM) for C2P

f. Operational Concept Description (OCD) for CDLMS

g. System/Subsystem Specification (SSS) for CDLMS

h. Software Requirement Specification (SRS) for CDLMS

i. Software User Manual (SUM) for CDLMS

j. Rehost HMI Application Module (MI) to C2P Rehost HMI X-Windows IDS and Appendix A

k. C2P Rehost to CDLMS IDS

l. CDLMS to Shipboard Gridlock System w/Auto-Correction (SGS/AC) Interface Design Document (IDD)
m. Capability Maturity Model (CMM) and Key Practices for Software (SEI)

n. Version Description Documents (VDDs), and Software Version Descriptions (SVDs)

o. Software Configuration Management Plan (SCMP) for the C2P Life Cycle Maintenance (LCM) Program

p. Data Extraction (DX) Batch Format for C2P

q. Multi-Link Interface Unit (MLIU) to Dual Net Processor (DNP) Interface (MDI)

r. Multi-Tadil Processor (MTP) System/Subsystem Specification (SSS) 

s. C2P to CDLMS Model 5 Interface Design Specification

t. C2P Software Development and Documentation Guide

u. S Tadil J Concept of Operations.

v. Interface Design Description (IDD) for S-Tadil J
3.2.4
C2P Related Software Tools Documentation

a.
Machine Transferable Support Software (MTASS) Handbook

b.
User’s Manual for Aegis Tactical Executive System (ATES/43)

c. User’s Manual for System Builder/43 (SYSBLD/43) 

d. Systems Operator’s Manual (SOM) for the Rehosted Simulation Control Program (RSCP) Modules 

e. Interface Test Driver (ITD) Operator’s Manual (OM) Rehosted Simulation Control Program (RSCP)

3.2.5 NATO Documentation

a.
Standardization Agreements (STANAG) 5511

b.
Standardization Agreements (STANAG) 5516

c.
Standardization Agreements (STANAG) 5522

d.
Standardization Agreements (STANAG) 5616

e.
Allied Data Processing Publication (AdatP) 11

f.
Allied Data Processing Publication (AdatP) 16

f. Allied Data Processing Publication (AdatP) 33

3.2.6 Interface Documents

a. WS-19716 Aegis Display System (ADS) / CDLMS Interface Design Spec (IDS)

b. WS-33480/1 Operation readiness Test System (ORTS) / CDLMS Interface Design Spec (IDS)

c. ACD 9122 Aegis IP Address, Host name, and Network configuration

The following documents of the issue in effect on the date of the contract award, form a part of the Statement of Work to the extent specified herein:
a. Technical documents identified in the SOW will be made available to the contractor by SSC SD.  All documents furnished during the life of the contract remain the property of the United States Government, and if removed from SSC SD shall be returned upon completion of the tasking unless otherwise specified in the individual delivery order.

     b.    Access to the JTIDS/MIDS Library
4.0
TECHNICAL REQUIREMENTS

The contractor shall perform Independent Verification and Validation (IV&V) on the development activities of the following candidate systems:

a. Command and Control Processor (C2P)

b. Rehosted Command and Control Processor (RC2P) 

c. Common Data Link Management System (CDLMS)

d. Multi-TADIL Processor (MTP)

e. Common Link Integration Processor (CLIP)

f. Tactical Digital Information Links (TADILs)

g. Rehost Simulation Control Program (RSCP)

h. Joint Range Extension Application Protocol (JREAP)/Link-22 Adjunct Processor (AP)

i. Combat System Simulation (CSS)

j. Other C2P system components, related systems, and test tools

The specific IV&V work to be performed shall include the following engineering activities: 

4.1
System Engineering

The contractor shall conduct IV&V of the system engineering products in support of identified systems development.  This requires the performance of traceability checks, baseline verification, testability assessment, criticality assessment, tradeoff studies, compatibility studies, interoperability analysis, Engineer Change Proposal (ECP) evaluations and documentation verification.  The contractor shall conduct analysis of identified system functional requirements, external system interfaces, integration/interoperability requirements, man-machine interfaces, reliability/maintainability/ availability characteristics, and overall identified system performance. The contractor shall establish engineering approaches for use in evaluating identified system's engineering processes. The contractor shall conduct analysis of computer program and hardware configurations to determine constraints and features, which affect performance. This shall include:

a. Establishing an IV&V process with the government and the design agent that will assist in the early detection and resolution of problems during the development process.

b. Developing procedures for the IV&V analysis.

c. Verifying and validating baselines.

The contractor shall provide systems engineering efforts to analyze related IV&V topics. These analyses shall address various aspects of C3 system development and evaluation to provide additional information needed to support IV&V.  The contractor shall provide exploratory prototyping to analyze and assess new approaches and concepts.

4.2
System Testing/Evaluation


The contractor shall provide the engineering effort to support the definition, review, and updating of test documentation such as software test plans, test specifications, test procedures, and test reports for Computer Program Development Tests (CPDT), Program and System Acceptance Tests (PAT/SAT), Combat System Integration Test (CSIT), Functional Integration Test (FIT), System Integration Test (SIT), Developmental Test (DT), Battle Group System Integration Test (BGSIT) and Link Certification Test (CERT).  The contractor shall provide technical support of the testing effort by maintaining selected portions of designated test sites, modifying simulations to allow conduct of tests, developing data extraction/reduction software to obtain test data, participating in selected aspects of the testing (e.g., CPDT, PAT, FIT, SAT, CSIT, CERT, DT, BGSIT, and SIT), and evaluating test results. 

The contractor shall provide the engineering effort to evaluate candidate systems and component subsystem designs. Included in this effort shall be the C2P development, CDLMS development, and related efforts. This shall include analysis of the functions, algorithms, models, and test data to ensure combat system consistency and completeness of the designs with respect to the combat direction system requirements. The contractor shall monitor task and function testing to assess whether the computer program Configuration Items (CIs) conforms to the structural and functional requirements of the product configuration identification. The contractor shall participate in all formal technical reviews and audits.  The contractor shall employ specific methods and tools to provide objective evaluation of C2P and CDLMS.  These include automated information bases and traceability analysis tools, test tools, requirement and problem statement languages and analyzers, mathematical and engineering development models, and analysis of both real and simulated data to evaluate TADIL and other information system concepts.
4.3
Computer Program Development

The contractor shall conduct IV&V of design, development, and test activities performed to develop computer programs for candidate systems. This shall require the performance of requirements translation checks, feasibility assessment, program logic verification, test methodology evaluation, and documentation verification. The contractor shall analyze the compatibility/incompatibility between the computer program design and projected capabilities with system/function requirements. The contractor shall assess the conformance of the computer programs developed to define standards and conventions. The contractor shall verify and validate the software configuration identification at each phase to assess its correctness, feasibility and testability.

4.4
System and Software Development Tools


The contractor shall provide the engineering effort to support the definition, modification, development and/or maintenance of automated tools to facilitate IV&V and Testing.  All such tools shall supplement existing tools.  The contractor shall assess the adequacy and maintainability of support software and tools developed by the development contractor for C2P/CDLMS and associated systems. 

4.5
System Modeling and Simulation


The contractor shall provide the engineering effort to support the definition, modification, development and/or maintenance of system models and simulations needed to perform IV&V of the identified system and its component subsystems. Representative models shall be for system performance, reliability/ maintainability/ availability, man-machine interfaces, and computer system resource utilization. 

4.6
Program Management 


The contractor shall function as overall Contract Manager and Single Point of Contact with SPAWARSYSCEN San Diego for these efforts.  The contractor shall establish and maintain technical and management liaison with SPAWARSYSCEN San Diego Task Engineers and other Government and commercial organizations to accomplish technical work requirements.  Liaison shall include attendance at scheduled conferences, working groups, and meetings.

4.7
Data Deliverables

The contractor shall provide technical data products documenting the results of technical efforts.  Such documentation shall include compatibility/interoperability analysis reports, system design reports, system interface reports, functional design reports, and technology reports.  The contractor shall develop management products including IV&V plans, Plan of Action & Milestones (POA&M), meeting agendas/minutes, schedules, and briefing/presentation materials. 

The contractor shall provide computer programs and associated documentation for all analysis and test tool software developed, which includes simulation, modeling, and other analysis/test tool and support programs, including program source/object listings, performance/design documents, and user manuals and test documents.  All such deliverables will be provided as specified under individual delivery/task orders and the Contract Data Requirements List, DD Form 1423. 

4.8
Briefings
The contractor shall be required to conduct periodic briefings and presentations, which discuss contract status, milestones, and technical issues. 
4.9
Configuration Management Support
The contractor shall provide Configuration Management (CM) supports for Trouble Report Control Board  (TRCB), Local Change Control Board (LCCB) and Document Control Review Board (DCRB).  This effort shall consist of maintaining an ECP database, generating reports, writing software and document trouble reports, maintaining appropriate schedules and Action Items, providing technical support at meetings, and generating detailed minutes from configuration control board meetings.
5.0 GOVERNMENT-FURNISHED PROPERTY/MATERIAL

The Government will furnish test support equipment, equipment associated with the C2P/CDLMS/RC2P systems, and laboratories to test the programs.  The Government will provide the contractor access to the SPAWAR Systems Center JTIDS/MIDS Library to support the tasks described in Section 4.
6.0
TRAVEL

The following estimated travel will be required (All originating in San Diego):

Destination

# of travelers

# of Days

# of Trips
Australia


1


14


2

Japan



1


14


10

Italy



1


14


10

Canada


1


14


2

Netherlands


1


14


2

England


1


14


10

Spain



1


14


2

Germany


1


14


2

6.1
Security
All personnel assigned to work on this contract shall be cleared to the SECRET level.  Personnel working on TADIL message standards shall be required to have a NATO SECRET clearance.

6.2
Place of Performance
Work shall be performed 70% on-site at the SPAWAR Systems Center, building C60 Labs (Cliffside), Combat Direction Evaluation Sites (CDES), building 600 (Seaside) and 30% off-site at the contractor’s facility in San Diego, CA.
6.3
Inspections and Acceptance 
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