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1.0 INTRODUCTION 

The Department of the Navy, Program Executive Office (PEO) C4I and Space is acquiring continued development, integration, maintenance, and support of Global Command and Control System-Maritime (GCCS-M) and Command Operating Environment (COE).  

2.0 BACKGROUND

Global Command and Control System-Maritime (GCCS-M) is the maritime component of the Global Command and Control System Family of Systems (GCCS FoS) and is designated as a Mission Critical, Acquisition Category (ACAT) IAC, National Security System (NSS).  GCCS-M is built upon a foundation of core services provided by the Common Operating Environment (COE).  GCCS-M is currently installed on over 300 ships, at 72 shore sites, and at 32 tactical/mobile sites.  Requirements are described in a Navy approved Operational Requirements Document (ORD) dated February 1999.  That ORD states "GCCS-M meets the Joint and Service requirements for a single, integrated, scaleable Command Control, Computer, and Intelligence (C3I) system that receives, displays, correlates, fuses and maintains geo-locational track information on friendly, hostile, and neutral land, sea and air forces and integrates it with available intelligence and environmental information.  The product of GCCS-M is a near-real time, fused situational awareness picture that supports C2 requirements for decision makers through every level of conflict from peace-time through war."  

The overarching GCCS-M acquisition strategy is evolutionary acquisition (EA) using spiral development.  The COE-M also follows an evolutionary model.  The evolutionary approach means that the system is continuously and simultaneously operating in three phases: new capability development phase, integration and testing phase, and fielding/life cycle support phase.  A coordinated and integrated acquisition is required to ensure that there is continuity between the phases and interoperability between product increments.  Justification for this approach can be obtained from the requirements in GCCS-M ORD dated 12 Feb 99. 

3.0 SCOPE

Activities performed shall include program management, software engineering, configuration management, training, quality assurance, software integration, logistics and life cycle management.  This includes efforts in the following areas:  (1) development, test and evaluation, and life cycle maintenance; and (2) engineering and technical support services for GCCS-M and COE-M, otherwise commonly referred to as the Maritime subscriber community.  Work shall support fielded releases and current development.  As appropriate, work shall be conducted at the contractor’s, Government or other contractor’s facilities, or at operational sites.  Activities shall encompass the full range of C4I functionality as determined by requirements. The COE-M will jointly support the funding of this effort through yearly subscribers fees provided to the MCO and in-turn will receive the benefit of the provided COE-M services.

4.0   APPLICABLE DIRECTIVES

The Contractor shall adhere to the following documents as directed on the Technical Direction Letter (TDL) with paragraph 5.0, Performance Requirements:

	Document Type
	No./Version
	Title

	DODI
	5000.2
	Operation of the Defense Acquisition System

	
	IEEE 12207
	

	MIL Standard
	MIL-STD-498
	

	SPAWARINST
	1500.2
	Consolidated SPAWAR/ PEO Training Process

	SPAWARINST
	4105.2
	Integration Logistics Support Certification Process for SPAWAR Systems Fielded Afloat

	SPAWARINST
	4130.2
	SPAWAR Configuration Management (CM) for C4ISR Systems

	SPAWARINST 
	4160.3
	SPAWAR and PEO C4I&Space Policy, Procedures and Responsibilities for Technical Manual Management Operations and Life Cycle Support

	SPAWARINST
	4130.5
	Handbook for Field Changes and Engineering Changes 

	OPNAVINST
	1500.76
	Navy Training System Requirements, Acquisition, and Management 

	DoDD
	4630.5
	Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS)

	DoDI
	4630.8
	Procedures for Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS)

	DoDI
	5200.40
	DoD Information Technology Security Certification and Accreditation Process (DITSCAP)

	SECNAVINST
	5000.2
	Implementation of Mandatory Procedures for Major and Non-Major Defense Acquisition Programs and Major and Non-Major Information Technology Acquisition Programs


5.0   PERFORMANCE REQUIREMENTS

The contractor shall provide personnel, materials, and services as described in tasking below, for the maintenance and engineering support of GCCS-M and COE. The contractor shall provide Development, Software Integration, Technical/Engineering Support; Program Management and Contract Administration; ILS Support; Configuration Management; and Maintenance as directed on the TDL. 

5.1 Program Management and Administration
Paragraphs 5.1.1 through 5.1.6 shall pertain to all TDLs.

5.1.1 Project Management

The Contractor shall establish a formal organization and identify key personnel with the responsibility to (1) provide program planning support (2) develop integrated planning and control for Contractor and Subcontractor execution of work required herein; and (3) ensure effective participation on the Government/Contractor IPT’s.  The contractor shall also develop required financial data to support assessment and status monitoring.

The Contractor shall designate one individual as the Program Manager, who has the responsibility for the technical and administrative conduct for the efforts to be performed under this contract. The Program Manager shall have the authority to execute specific courses of action and to accept direction provided to the Contractor by the Government, which are within the scope of the contract.  

5.1.2 Cost and Schedule Management

The Contractor shall provide reports detailing the cost and schedule of work progress on the contract and shall provide to the program office monthly.  Project Schedules shall be prepared, iterated with PMW-150, and implemented for each TDL directly applicable to PMW-150 projects. The project schedules shall be “living documents” based on PMW-150 requirements, to include as applicable to the task, development, enhancement, integration, test, and support effort milestones. These milestones shall include as applicable to the task, contractor and subcontractor project deliverables, products, tasks and activities required for accomplishing the contract effort. Technical, cost, and schedule issues and accomplishments shall be addressed in analysis of cost and schedule performance provided in required reports and as part of Procuring Activity/Contractor meetings. The report format and contents shall conform to the requirements outlined in the CDRL.  

5.1.3 Planning

Contractor shall provide a proactive management approach to meet program objectives and inform the government of risks to cost and schedule.  Contractor shall provide solutions and alternatives to keep risk at an acceptable level.   Areas to be controlled/monitored are, but not limited to: design, test, technology, financial resources, equipment resources, personnel resources, and critical path dependencies.
5.1.4 Documentation and Data Management

The Contractor shall update and maintain technical data to current engineering, software development, test and implementation requirements for the life of the contract on tasks that involved the contractor’s delivery of documents and CDRLS as part of specific tasks. The Contractor shall process and submit the data items required by CDRLs and TDLs.  

5.1.4.1 Software Documentation

As specified in TDLs, and using IEEE 12207 or other industry standards as a guide, for tasks requiring the development of software, the contractor shall prepare and deliver requisite software documentation applicable to the task, in accordance with the project schedule. All documents shall be updated to correctly record: requirements, design, and configuration of the as-built software IAW IEEE 12207 or other industry standards.  As approved by the Government, all other software documents shall be tailored as outlined in individual TDLs and delivered in accordance with the project schedule for the task. 

5.1.4.2 Software Library

The contractor shall maintain a library of applicable computer program documentation, versions of each program and subprogram in retrievable media forms, including operator and maintenance instructions, interface design documents, etc. The contractor shall provide copies of documents in the library to the Government in a Government-specified format. The documents shall meet specified formats and be delivered in accordance with the project schedule. 

The contractor shall deliver source code for modules, functions, and applications with documentation covering design, use and interfaces to the software expressly developed under the task of the associated TDL.  Source code and other documentation herein specified does not apply to COTS software incorporated in the final product.

5.1.4.3 Training Documentation and User's Manuals

Training material/documentation and user's manuals shall be provided to the Government in printed form and/or on electronic media delivered in accordance with the project schedule for the task. 

5.1.5 Reviews and Meetings

The contractor shall hold periodic and event-driven reviews, which may include a System Requirements Review (SRR), a Detailed Design Review (DDR), a Build Readiness Review (BRR), an In-Process Technical Review (IPR), Peer Reviews and Training Reviews, or other reviews as applicable to the specific task or product. The contractor shall support CCBs, planning meetings, test meetings, integration meetings and other system coordination events.  Meeting minutes, agendas, briefing materials and action item lists will be provided when directed by the government.  

5.1.6 Security Requirements

All technical personnel performing under this contract shall hold at a minimum a GENSER SECRET clearance. In addition, a certain number of personnel shall have a TOP SECRET/SCI clearance, as required during performance of this contract. A contractor request for visit authorization shall be submitted in accordance with the National Industrial Security Program Operating Manual (NISPOM). Visit request to other than COMSPAWARSYSCOM shall have the “Need-to-know” certified by the COR.

The contractor shall ensure that software delivered under this contract meets the security requirements identified in the TDL. 

5.1.7 Contract Work Breakdown Structure (CWBS)

The Contractor shall provide a CWBS to present how the Contractor plans to accomplish the entire contract work scope, consistent with internal organizations and processes.  This CWBS shall serve as the framework for contract planning, budgeting, and reporting cost and schedule status to the Procuring Activity. Major elements of subcontracted work shall be identified in the CWBS. The Contractor shall also prepare and deliver a CWBS Dictionary describing each element in its extended CWBS.

5.2 Engineering, Design, Software Integration, Maintenance and Technical Support

5.2.1 Software Engineering and Design 

The contractor shall utilize the documented system/software development processes defined in the SDP to perform system engineering and software development tasks. Software development shall consist of new segments, enhanced functional capability of existing segments, migrations of existing segments to new versions of the COE, new operating systems, or new hardware, and patches or other updates to fix deficiencies in the software. When directed by TDLs, the contractor shall write functional requirements specifications to describe changes being incorporated in the system delivered in accordance with the project schedule for the task.

5.2.2 Engineering Process

The contractor shall establish and implement a project-wide system and software development process. The contractor shall develop processes that are consistent with commercial best practices such as IEEE 12207, the Software Engineering Institute Software Capability Maturity Model, and Software Project Manager’s Network Best Practices. The results shall be delivered in accordance with the TDL. 

5.2.3 Engineering Support

The contractor shall provide engineering support and technical services on an emergent basis as needed to support technical inquiries made by training facilities, field operational sites, intermediate maintenance and software support activities, field engineering activities, and the Government program office. 

The contractor shall perform or assist in system installs/de-installs/upgrades and associated software system integration. The contractor shall participate in fleet exercises, demonstrations, and tests, to include capability assessments, system operation and maintenance, software development, and deficiency corrections. The contractor shall file a trip report 5 working days after completion of the trip (not required if accompanied on the trip by a Government Technical Point of Contact (TPOC).

The contractor shall provide engineering and technical representation at conferences, seminars, and meetings aimed at accomplishing modifications, alterations, and improvements to existing capabilities when requested

5.2.4 Emergent Software Maintenance and Support

The contractor shall perform fault isolation and correction of operational software components and deficiencies. The contractor shall track input/output processes that resulted in the reported error, prepare test data to duplicate the error, and describe the cause, results, and required correction(s). As directed by specific TDLs, the contractor shall perform emergency software maintenance for situations where (1) the system is inoperable, (2) mission performance is degraded, and/or (3) "work around" problems exist. 

The contractor shall respond within 24 hours to requests for maintenance or repair information and support SPAWAR Consolidated Call Center with maintenance/repair efforts. 

5.2.5 Interoperability

All software shall be developed to be compliant at Level 7, as defined by the Integration  & Runtime Specification, unless a written waiver has been granted by the appropriate Government authority. 

Advance Government approval shall be required before any published API is changed.

Non-public API’s may not be utilized without prior approval of Government. Program functional capability and backward compatibility shall be maintained at all times, to the previously delivered system of record. Any new software developed shall be modular with developer access conducted by defined API.

5.2.6 Software Integration

The contractor shall perform integration of the COE with maritime-specific systems and applications and final product integration. The contractor shall assist the IV&V agent to validate that software development is compatible with negotiated interfaces and interoperable with other systems components. 

5.2.7 Change Request (CR) and Trouble Report (TR) Analysis

The contractor shall review and analyze all reported software CRs and TRs to determine the scope and complexity of problems In accordance with Government tasking and Configuration Control Board (CCB) direction, the contractor shall prepare Software Change Proposals (SCPs) for possible incorporation into software versions, patches, and/or waivers. The contractor shall be able to directly trace any changes in code to a published CR or TR in the respective configuration management system. 
5.3 Testing
The contractor shall conduct and document test planning in accordance with the engineering process and the Software Development Plan (SDP). The contractor shall establish written, expert-oriented test descriptions. 

The contractor shall perform tests in a test environment that is representative of the operational environment in which the software will be used. The test environment will be based upon the GFE and GFI provided as part of the development task, and where necessary, shall be augmented during software development with GFE or GFI needed to support the desired testing.  Software support tools developed under this contract shall be made available to the Government upon request.

The contractor shall monitor, analyze, and document test results from formal tests for use in audits and reviews. Test results shall be made available/delivered to the Government as part of the delivered product.  

5.3.1 Functional Testing

The contractor shall conduct functional testing to ensure that the software implements the software requirements such that all TDL specified technical, performance, and operational requirements are met. Testing shall be performed prior to final software delivery, and the results presented at the DRR.

5.3.2 Compliance Testing

The developer shall conduct compliance testing in accordance with I&RTS, and certify the compliance level of the software. As directed by TDLs, the developer shall also conduct additional compliance and accreditation testing for security and interoperability. Results of these tests shall be presented at the DRR. Waiver requests will be made for any test failures. 

5.3.3 System Integration Test (SIT)

As directed by specific TDL the contractor shall perform SITs. Each SIT shall be conducted at the contractor's facility or a Government Based Test Site (GBTS) and results provided to the Government as part of delivered product.  

5.4 Configuration Management (CM) 

The contractor shall implement a Configuration Management Program (CMP) based on industry standard CM practices. The CM Program shall include CM support to the established software baseline, Configuration Identification, Configuration Control, Configuration Status Accounting (CSA), Configuration Audits, Configuration Maintenance and Technical Working Groups.

5.4.1 Configuration Control

Designated baseline documents and software shall be changed only as the result of an approved ECP and/or SCP. As directed, the contractor shall maintain configuration control of all software releases and monitor software configuration status. This configuration control shall be IAW the applicable SDP.

5.4.2 Software Backup

The contractor shall maintain copies of all software delivered to the Government under its internal CM process, and be able to reconstruct the delivered executable environment from source. Any site-specific alterations accomplished under maintenance visits must be logged with CM upon return to enable the exact site software left at the site to be reconstructed. These copies shall be updated when system software patches and new releases are deployed and installed and be available to the Government. 

5.4.3 Engineering Change Proposal (ECP)

The contractor shall prepare preliminary ECPs/SCPs and formal ECPs to include other technical documentation, such as Specification Change Notice (SCN) or Notice of Revision (NOR).

5.5 Training 
The contractor shall develop, update and conduct training courses.  The contractor shall ensure that training addresses utilization of the system functionality in the tactical and non-tactical environment.  The contractor shall review training curriculum, to be provided as GFI as specified in the TDL.  The following are types of training course that may be required:

a) Oral briefings

b) System demonstrations at the installation site. 

c) Operator on-the-job instruction at the installation site for all watch sections in the operation of the system.

d) Maintenance training on-the-job training at the installation site in the areas of troubleshooting, maintenance, and repair of the system. 

e) System administration training including installation, configuration, operator set-up, and optimization skills.

f) Job Task Analysis (JTA) activities to define and document usage of the application.

g) Refresher training where contractor installs updated software. Conduct a system groom/evaluation with the assistance of site maintenance personnel, and provide operator refresher training. This refresher training shall include classroom and on-the-job training for senior staff users, operators, system administration, and maintenance personnel. 

h) Train the Trainer training with the overall aim of the course is to assist and prepare the participants to perform the role of trainer or instructor in relation to their normal work based responsibilities.

6.0    DELIVERABLES

The deliverables outlined in this PWS are representative, Specific information concerning the deliverables will be identified in each TDL applied to this contract.

CDRL#







Due Date

A001 
Program Report (Cost, Schedule, Performance)

Monthly

A002
Software Requirements Specifications


As Required

A003
System/Subsystem Design Description (SSDD) 

As Required

A004
Requirement Traceability Matrix (RTM)


As Required

A005
Software Programmer’s Manual



As Required


A006
Software Development Plan




As Required

A007
Software Users Manual




As Required

A008
Interface Design Description




As Required

A009
Technical Report-Study/Services



As Required

A010
Data Accession List





As Required

A011
Performance and Cost Report




As Required

A012
Computer Software Product End Items


As Required

A013
Software Code






As Required

A014
Statement of Functionality 




As Required

Acronym List

ACAT 
Acquisition Category

API
Application Program (ming) Interface

BRR
Build Readiness Review

CMP
Configuration Management Program

CSA



Configuration Status Accounting

C4I
Command, Control, Communications, Computers, & Intelligence
COE



Common Operating Environment

COE-M


Common Operating Environment – Maritime

CM
Change Management

CR



Change Requests



CCB
Configuration Control Board

DATA
Recorded information, regardless of form or the media on which it may be recorded. The term includes technical data and computer software. The term does not include information incidental to contract administration, such as financial, administrative, cost or pricing or management information. 
DDR
Detailed Design Review

DRR
Delivery Readiness Review

EA
Evolutionary Acquisition

ECP



Engineering Change Proposal

FoS
Family of Systems

GCCS-M
Global Command and Control System – Maritime

GENSER
General Service
IEEE
Institute of Electrical and Electronics Engineers

I&RTS



Integration and Run Time Specification

IAW



In Accordance With

IPT



Integrated Product Team 

JTA



Job Task Analysis

MCO



Major Combat Operations 

MIL-STD


Military Standard

NSS
National Security System

NOR
Notice of Revision

NTCSS


Naval Tactical Command Support System
NISPOM


National Industrial Security Program Operating Manual

ORD



Operational Requirements Document

POC
Point of Contact

PEO
Program Executive Office

PBSW



Performance Based Statement of Work

SDP
Software Development Plan

SIT
Software Integration Test

SCP



Software Change Proposals

SCI



Sensitive Compartmented Information

SPAWAR


Space and Naval Warfare Systems Command

SRR
Software Requirements Review

SSDD



System/Sub-system design description 

TDL



Technical Direction Letter

TR



Trouble Reports

TPOC



Technical Point of Contact
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