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INFORMATION ABOUT USTRANSCOM

The United States Transportation Command (USTRANCOM) is headquartered at Scott AFB, Illinois. The command’s mission is to provide air, land and sea transportation for the Department of Defense (DoD) both in time of peace and time of war.

USTRANSCOM is the single manager of America's global Defense Transportation System (DTS). USTRANSCOM is tasked with the coordination of people and transportation assets to allow the United States to project and sustain forces, whenever, wherever, and for as long as they are needed.  USTRANSCOM coordinates missions worldwide using both military and commercial transportation resources.

USTRANSCOM executes its mission thought its Transportation Component Commands:  Air Mobility Command (AMC), Military Sealift Command (MSC), and Military Traffic Management command (MTMC); the Reserve components and its commercial partners in the Civil Reserve Air Fleet (CRAF), Voluntary Intermodal Sealift Agreement (VISA), and Contingency Response Program (CORE).

Additional information about USTRANSCOM is available at the following web site: http://www.transcom.mil.

AREAS OF INTEREST

Following presents technology areas of interest for which USTRANSCOM is seeking proposals:  

Area 1 – High-Speed Lift 

Area 2 – Agile Port 

Area 3 – Decision Support Tools/Information Systems

Area 4 – Force Protection

Area 1

High-Speed Lift

1.  Airlift:  Concepts to address anti-access concerns.  Crew stations that are more ergonomic in design and that reduce aircrew workload.  Aircraft modular concepts allowing for multiple configurations/missions with the same/like airframe.  Our aging airlift and aerial refueling fleet present a need for technologies increasing the reliability of aircraft systems and structures.  Electronic control systems and more reliable/maintainable avionics will increase aircraft availability and airlift capacity.    

2.  Combat Collision Avoidance System:  All-weather, multiple aircraft formation flying and airdrop capability using spin-off technology from Automatic Air Refueling systems being developed for UCAVs, the technology would provide the capability for AMC aircraft to fly all-weather formation flight and airdrop missions.  Provide aircrew and aircraft safety during all critical phases of flight.  

3.  High Altitude Precision Airdrop:  Humanitarian airdrop in threat areas and resupply of special operations forces in austere conditions are just two of ballooning mission areas driving the need for more accurate airdrop from higher altitudes.  This area applies to technologies to ensure survivability of aircraft while delivering cargo to precise location within a high threat environment.  

Area 2

Agile Port

1.  Standardized Intermodal Containers and Pallets:  Systems that can be used by automated aircraft loading/unloading systems to include systems designed to automatically scan standardized containers and pallets as they are loaded/unloaded.  Designed to increase cargo throughput by eliminating the requirement to handle cargo multiple times during shipping; reduce the requirement of Material Handling Equipment (MHE) and additional ground personnel throughout the en route system.  Minimize requirement for airlift assets to move MHE.  Potential technologies for containers and loading systems include self-propelled autonomous capability to proceed to an aircraft from a cargo marshalling yard for loading on/to an aircraft cargo compartment, then on to a cargo freight facility without direct human interaction.  Automated aircraft loading/unloading systems may include modifications to aircraft cargo restraint and handling systems, loading ramps, and cargo compartments.  Sensors in the cargo handling system should enable automatic center of gravity and cargo weight computation for the aircraft mission computer.  Other sensors could be programmed, when queried, to provide cargo identification, place of origin, destination, weight, and location data for cargo being loaded/unloaded interfacing with appropriate command and control/logistic systems/databases. 
2.  Virtual Intermediate Staging Bases (ISB).  For use in allowing the tracking of cargo and passengers from continental United States (CONUS) to ISBs, from ISBs to forward deployed units, and vice versa (the later including patient movement/evacuation).  Since forward deployed units will be lighter, and highly mobile in the future, the Virtual ISB will need to be extremely flexible as well. Virtual ISB will develop concepts and identify critical technology, explore use of manned/unmanned distribution platforms coupled with advanced packaging and container designs, and evaluate alternative ISB/Tactical Area Assembly (TAA) concepts utilizing “System Dynamics” modeling techniques.

3.  Synchronization of Mobility Ground Operations:  Increase focus on “just-in-time” logistical support and “time-definite delivery” underscores need to more closely synchronize port interactions.  This requires synchronization of planning, scheduling, and operations at all DTS nodes.  Air Mobility Command’s “Velocity Initiative” is focused on synchronizing all activities at an airbase, to cut ground time for airlift assets from 3-4 hours, to as little as 1 hour.  For these changes to have maximum impact across the DTS, they must be synchronized with other logistics and operational planning and execution activities, regardless of service/component.  Synchronizing the objectives of Mobility 21, the Velocity Initiate, and technology programs like Agile Transportation 21 ACTD, provides fertile technology exploitation areas that could capitalize on supply chain management precepts, distributed and collaborative scheduling, and military/civil information exchange to synchronize port operations.  These enhancements should address “work-flow” and “human effectiveness” analysis to optimize operational effectiveness. 

Area 3

Decision Support/Information Systems

1.  Information Science and Technology.  USTRANSCOM is interested in evolving, maturing technologies that support state-of-the-art capabilities for the warfighter in the analysis, assimilation, and dissemination of real and simulated digitized battlespace information.  Areas of interest include, but not limited to:  intelligent software agents, course of action analysis, transportation planning/feasibility, embedded training, optimization/resource allocation solutions, collaborative technologies for distributed work environments, and data visualization.

2.  Seamless, Distributed Global Mobility C2:  C2 is the heart of successful military endeavors, and for global mobility, this C2 must be seamless regardless of theater of operation and/or customer being supported.  This includes technologies that allow seamless, distributed, global C2 with mobile platforms whether on land, sea, or in the air.  Effective C2 can only be accomplished when USTRANSCOM assets have full visibility and are responsive to the needs of the warfighter.  In order to effectively prosecute these missions, our global C2 must be properly distributed to provide survivability, yet be balanced with global availability.  To accomplish this, we must investigate technologies that provide the capability to replicate large databases, in a synchronized fashion, across a globally distributed network.  To the functional community, this will appear to operate as a single, network centric infrastructure, but in reality, it will be accomplished by distributed computing with highly reliable, high bandwidth communications between “enclaves” of servers placed to smartly distribute workload and optimize survivability.  In addition, these enclaves must be capable working “off-line,” then seamlessly rejoining the global network following combat or contingency degradation. 

3.  Information Assurance and Survivable Communications.  The command is interested in receiving proposals that address the underlying science and technology survivable and secure communications and networks, information infrastructure protection, and survivable systems engineering.  The objectives of the research are to provide secure, survivable, and assured communications over both the wired and wireless networks, including highly mobile networks.  Interests include, but should not be limited to, advancing the state of the art in the following areas:  research on automated vulnerability assessment and intrusion detection tools and techniques, attack response tools that do not deny either service or connectivity, key distribution and security in a mobile wireless ad hoc network, tools and techniques for automating the creation and distribution of interoperable vulnerability knowledge bases, and network management/visualization tools in hybrid networks.

4.  Database Technology.  Explore ideas and prototype tools for advanced data management concepts, including schema integration and data warehousing in a standardized data environment; enable transparent access to multiple heterogeneous databases; data mining and knowledge discovery in large distributed databases; automated query formulation strategies using data element thesaurus capabilities; integration of data encyclopedia tools with data and process modeling tools; and automated support for electronic records management and digital signature.  Implement and experiment with simultaneously and transparently accessing and manipulating data from any different databases, to include support for imaging, multimedia, object-oriented, and traditional applications.  Investigate new ideas, and design, implement, and evaluate prototype data management tools that support USTRANSCOM’s information architecture and modernization efforts.  Evaluate transaction-based database replication technology, especially as used between geographic theaters for real-time command and control operations over the Department of Defense wide-area network.

5.  Cross-Domain Information Exchange/Collaboration:  A key characteristic of our global mobility mission is the need to seamlessly interact/interoperate with actors from various military, and increasingly civil domains.  The need for military/civil interaction has grown in importance and immediacy, with the shift in focus toward home basing and Homeland Defense posturing.  In both cases, closer interoperability between non-traditional actors is key to preparing and responding to threats in a truly global manner.  It is essential to capitalize on information exchange efforts to build coherent solutions that maximize synergy.  Numerous military, civil, and commercial research threads are producing revolutionary capabilities to share information across domains.  Some of the more viable variants are: “Semantic Web” technology, where the meaning of web content is conveyed in both human an machine readable format;  “publish/subscribe” services, where machines can communicate context sensitive content without all the constraints of traditional interfaces; various flavors of web services, which mediate data to make it more available/sharable; and numerous collaborative toolsets; which allow problems to be solved in real-time, across domains, without delay the process with serial communications needs. 

6.  Knowledge Management and Business Intelligence Systems.  Integrated enterprise systems that include web-based portals of entry, enterprise data repositories, integrated data environments, advanced data and text search engines, integrated Enterprise Resource Planning (ERP) applications, and advanced data discovery software for the analysis and display of context-rich information is critical for knowledge management and business intelligence.  Interest includes knowledge fusion of heterogeneous data and multimedia types, data mining, text mining, knowledge agents, knowledge brokers, knowledge visualization systems, federated knowledge warehouses, and knowledge standards.

7.  Automatic Identification Technology (AIT).  AIT is the basic building block in the Defense Department's efforts to provide timely asset visibility, including patient movement, in the pipeline, whether in-process, in-storage, or in-transit.  Mature AIT media is currently available and includes barcodes, radio frequency ID, satellite-tracking systems, smart cards, optical memory cards, and contact memory buttons.  USTRANSCOM is interested in source data automation supported by AIT that will enable operators on the ground to provide information that will update the plan versus what is actually happening e.g. on a deployment.  Currently, this planned versus actual data is not effectively updated at key nodes where the revised information may or may not be manually input and even if correctly input, may not be transmitted to and processed by all of the systems that require visibility and use of the data in question.  This shortfall creates an information vacuum and results directly in degradation of movement requirements fidelity as well as a loss of in-transit visibility (ITV) at the entry point into the DTS. 

8.  Survivable Logistic Local Area Network (LAN) Systems:  LAN systems that support logistics domain software which are designed to be survivable during extreme information warfare and kinetic wartime situations.

9.  Autonomic Computing.  Explore the capability for voice and data networks to automatically respond to change, act intuitively to solve problems, and identify potential problems before they occur.  The intent is to deliver improved, uninterrupted services and higher network reliability.  This autonomic computing capability will provide critical network components the "ability" to learn how the network is connected and to initiate appropriate actions without preliminary human intervention.  When something in the network fails, this technology will provide the "network" to ability to determine how to reroute traffic or restore service in an autonomous, unattended manner.
10.  Human Computer Interface:  Many of the US Transportation Command in-transit visibility data integrity problems are a result of poor Human Computer Interfaces (HCIs).  Intuitive HCIs that demonstrably reduce cognitive workload and lower data entry errors for planners and port operators are needed.  Specific research is needed to validate the improved HCI designs’ ability to improve data integrity.  

11.  Information Discovery and Integration.  Support DOD CIO "post before process" methodology providing a "publish/subscribe" environment for sharing logistics and transportation operational information.  Provides an automated tool for identifying common data elements currently shared between systems, which can be mapped to the master model.  Master model naming convention for specific data elements can then be provided to program management offices for use in universal tag naming convention.  This results in single vernacular for logistics and transportation information, centrally managed distributed information, and builds on current reference table, metadata repository, and master model work.

12.  Information Visualization.  Provide a graphical view of logistics and transportation land, sea, and air operational information with drill down capability into specific details.  Enables users a visual representation of information concerning inventory, movement, logistics, and transportation information.  Enables easier and quicker understanding of rapidly changing information.  Builds on previous work of Intelligent Road and Rail Information Server (IRRIS).

13.  Knowledge Management Layer for the USTRANSCOM Corporate Data Environment.  The operational and technical requirements of an effective near real-time global transportation network cannot be achieved through the application of legacy data-centric software design and development principles. Such a network calls for a degree of interoperability and a level of collaborative decision-support that are not available in any existing industry or government software environment of comparable scale.  It is therefore proposed to undertake a “Technical Demonstration” project that will create an information-centric Knowledge Management Layer on top of a data-centric Corporate Data Environment (CDE) Meta Database Layer. The Knowledge Management Layer will provide intelligent decision-support facilities through collaborative software agents with automatic reasoning and analysis capabilities.

14.  Information Systems Security Automated Event Correlation System.  An automated system which allows Information Protection (IP) analysts to accept data from multiple sensors (intrusion detection platforms, firewalls), to analyze the data for anomalous patterns, known profiles, and to correlate with other events from around the Global Information Grid.

15.  Change Management “Return on Investment” Modeling.  As the global mobility environment becomes more dynamic, we are constantly faced with opportunities and mandates to modify our business processes, equipage, and infrastructure.  Yet we have little capability to weigh alternative courses of action and/or measure the effectiveness of the changes we implement.  As funding becomes more constrained, it magnifies the importance of selecting the proper choices for changes in processes, systems, and other organizational structures.  Several commercial firms and government technology agencies are skilled at the work process analysis and business process modeling which could support a “virtual DTS,” where a simulation of the processes and systems could be used to evaluate the effectiveness of current methodology and measure the effectiveness/impact of changes.  This simulation could be used as an integral part of our change management processes and a mandatory step in making critical change management decisions.

Area 4

Force Protection
1.  Force Protection.  Terrorism and asymmetric warfare pose an ever-present threat to our nation’s strategic mobility assets (personnel, equipment and air/sea lift vehicles) and the cargo, equipment and personnel that they move.  This broad technology area of interest supports proposals to counter these types of threats.  We seek advanced and affordable technologies for on and off board aircraft systems to enhance aircrew situational awareness and defeat guided missiles and emerging directed energy threats. Also of particular interest is the application of technology to create virtual borders at the point of loading; screen/inspect cargo for smuggled goods, and explosive, chemical, and biological threats; and enhance seaborne and air cargo/container standards.  Perimeter defense of airfields, seaports and bases, especially at forward operating locations, is also an area of high interest. 

2.  Virtual Risk Assessment Database.  One of the most critical components is our ability to provide our forces with threat information in a timely matter during mission planning and prior to mission execution.  Current processes to gather threat information from various open and classified sources are tedious and time consuming.  A virtual risk assessment database needs to be developed for joint use to provide theater commanders as well as units deploying to various locations, a real time site picture of the threats that may be encountered either en route to final destinations or at intermediate staging locations.  The database ensures that all forces are receiving consistent accurate information.

3. 
“See First, Act First” Security Technologies.  We must prepare for a wide range of future contingencies from transnational terrorists armed with unconventional weapons to nation-states armed with advanced weapons systems and weapons of mass destruction.  In order to counter this threat, we must actively seek out our adversaries and neutralize their actions before they can damage or destroy our assets.  To allow us to see first, understand first, and act first, we must employ an integrated protection concept across the entire force.  The exploration and application of transformational technologies along with emerging unconventional force protection concepts is paramount to countering uncertain threats to preserve employment of Global Mobility.  In order to transform the existing compliance based reactive security infrastructure to a deliberate effects based security model, we must employ detection, delay, and denial technologies to identify and mitigate the target before they are able to destroy assets vital to national strategic objectives.  Active denial systems, remote weapons, detection and surveillance (air and ground) systems, positive entry control, passive and active Explosive Detection Devices (vehicle, personnel, hand carried) are but a few of the many technologies that must be employed to counter our adversaries’ objectives.

4. 
Cargo Screening.  Rapid and accurate screening of cargo for explosives and/or contraband is an essential for both force protection and rapid global mobility.  Technology that detects explosives or contraband of palletized cargo (i.e. automated equipment capable of detecting 1 lb of explosives on a pallet-sized container within 5 minutes).

5. 
Explosive Detection.  Technology interests are in those systems with stand-off detection; hand-held detection; vehicle inspection detection; robotic inspection detection; unmanned vehicles detection-both on land and in the water; and fixed detectors which allow for detection before endangering personnel and/or resources.

6. 
Container Security. Technology applies to systems that detect access attempts and can be monitored for intrusion.

7.
 Blast Mitigation.  Technology in this area is composed of blast walls; blast screens & curtains; fragmentation retention film for windows; explosive containers; and other types of fixed and mobile barriers.

8.  Biometrics.  This includes entry control metrics for retinal, fingerprint, facial, voice, scent, and gait that can be easily transported, operated, and maintained in a field environment.

9.  Defensive Systems for Commercial Aircraft.  Technologies that can be mated on civilian passenger and/or cargo aircraft that maximize their use and support to military operations.
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