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Statement of Work

Integrated Undersea Surveillance System (IUSS)

Common Processor (ICP)

Automation (ICPA)

1.0 INTRODUCTION

NAVSEA PMS 485 requires various feasibility studies to determine the best means to prioritize and develop IUSS Common Processor (ICP) Automation improvements. This Statement of Work (SOW) defines the effort necessary to design, develop, integrate, test, and field enhancements to ICP Automation in support of the maritime surveillance mission. It includes the associated program management, system engineering, and design documentation.

To ensure continuous measurable improvement, all improvements shall be posted following a build-test-build methodology.  All development shall be compliant with system requirements, based on data analysis using real and simulated data. Appropriate middleware technology shall be employed to ensure rapid transition of leading-edge hardware technology into the fleet. 

Enhancements shall be posted to a software build if, and only if, processing performance gains have been validated. All processing performance gains shall be validated via extensive, real-world data evaluations.

2.0 APPLICABLE DOCUMENTS

The following specifications, standards, handbooks, and publications form a part of this SOW to the extent specified herein.  If there is a conflict between this SOW and any document referenced herein, this SOW shall take precedence.

2.1 Government Documents

The following government documents are referenced in this SOW. 

2.1.1 Specifications, Standards, and Handbooks 

	Document Number
	Title, Date

	MIL-STD-882D, Chapter 4
	DOD Standard Practice for System Safety, 10 Feb 2000

	MIL-STD-129P, Paragraphs 4 and 5.
	Marking for Shipment and Storage, 15 Dec 2002

	MIL-STD-2073-1D 
	DoD Standard Practice for Military Packaging, 15 Dec 1999

	MIL-PRF 89045
	Performance Specification Geospatial Symbols for Digital Displays (GeoSym)  DRAFT 3 Dec 2003

	MIL-STD-1379D
	Military Training Programs


2.1.2 Other Government Documents, Drawings, and Publications 

	Document Number
	Title, Date

	OPNAVINST 5100.19D Vol. 2
	Navy Occupational Safety and Health (NAVOSH Program Manual for Forces Afloat), 5 Oct 2000 

	OPNAVINST 5100.23F
	Navy Occupational Safety and Health (NAVOSH Program Manual NOTAL), 15 July 2002 

	IUSS OMI specification Version 1.1, 
	Integrated Undersea Surveillance System (IUSS) Operator-Machine Interface (OMI), 24 Jan 2001

	CJCSI 6510.01C 
	Information Assurance & Computer Network Defense, 
1 May 2001

	DODI 5200.40
	DOD Information Technology Security Certification Process (DITSCAP)

	DOD Directive 8320.1
	DoD Directive 8320.1-M-1, Defense Data Dictionary System 

	GIG CRD, JROCM 134-01
	Global Information Grid (GIG) Capstone Requirements Document (CRD) JROCM 134-01, 30 Aug 2001

	DODD 8100.1
	Global Information Grid (GIG) Over Arching Policy, dated 19 Sept 2002, Certified 21 Nov 2003

	GIG Waiver Handbook
	Global Information Grid (GIG) Waiver Handbook, (Not Dated)

	OPNAVINST 1500.76
	Training Planning Process Methodology (TRPPM)


2.1.3 Availability of Department of Defense Documents

	Document Title
	Revision, Date, Reference Number

	Requirements Document for the IUSS Common Processing Segment
	Draft, 26 July 2004, Reference Number To Be Specified (TBS)

	DOD Work Breakdown Structure Handbook 
	MIL-HDBK-881, 2 January 1998

	ICP/LCS Interface Requirements Document
	TBS


3.0 REQUIREMENTS

The following paragraphs detail the requirements of this SOW.  Throughout this document, Lockheed Martin ORINCON (LMOD) is referred to as “the contractor” and NAVSEA PMS 485 is referred to as “the government”.  The contractor shall be authorized to employ subcontractors as required.
3.1 Trade Studies/Special Engineering Studies

The contractor shall identify tradeoffs among user requirements, design, program schedule, and functional and performance requirements in the form of trade studies and/or special engineering studies.  The contractor shall use Cost as an Independent Variable (CAIV) analysis to provide the government with recommendations on the resolution of outstanding technical issues.

Trade studies shall be defined, conducted, and documented at various levels of functional detail.  The level of detail shall be commensurate with cost, schedule, performance, and risk impacts. 

The contractor shall conduct special engineering studies as directed by tasking letters in accordance with the Level of Effort (LOE) clause of the contract.  The tasking letters will specify the work to be performed, the period of performance, the required deliverables and the authorized hours, travel, and material.

The contractor shall document any effort expended and problems encountered while performing special engineering studies.  The contractor shall not expend more than authorized for each task letter issued without authorization from the government. The contractor will propose engineering estimates and studies assuming that a certain level of activity will be required. 

The government will propose a process that allows the contractor’s program manager to deliver estimates and studies quickly and efficiently.

3.2 Software Development

As required during product development, the contractor shall perform functional analysis and allocate architecture elements to satisfy functional requirements. The contractor shall perform detailed requirements development activity and allocate and expand system requirements to lower levels, and manage these requirements, per the Software Performance Specification (SPS). 

These requirements will be allocated to configuration items (CIs) and expanded to a set of derived requirements. Software components will be decomposed into Computer Software Configuration Items (CSCI), and hardware components will be decomposed into Hardware Configuration Items (HWCI).

The contractor shall allocate and derive requirements in the Software Requirements Specification (SRS), Hardware Requirements Specification (HRS), and Interface Control Document (ICD) and deliver these documents to the government.

The SRS is written for each CSCI and represents the allocation and refinement of the system requirements specific to software.  The HRS is written for each HWCI and represents the allocation and refinement of the system requirements specific to hardware.  The ICD is written for the system and documents the interfaces between CIs internal and external to the system. 

3.2.1 Technical Reviews

Technical reviews shall be performed as part of the Integrated Product Team (IPT) design process.  Technical reviews may be held at the government, contractor or subcontractor facilities.

The contractor and associated vendors shall prepare and present design data and information to the respective IPT or test group using EIA/IS-632 and MIL-STD-1521B as a guide. 

3.2.1.1 Software Specification Review (SSR)

The contractor and the subcontractor shall conduct SRRs that accomplish the following:

· Review and evaluate the maturity of the software requirements.

· Validate software-related item performance specifications.

· Establish software specific requirements to be included in the allocated baseline.

· Examine software requirements and interface requirements specifications.

· Examine the operations concept (CONOPs) Document.

· Determine when ready to proceed into preliminary software design.
3.2.1.2 Preliminary Design Reviews (PDR)

The contractor shall hold a preliminary PDR for ICP Automation as early as possible. The PDR shall include assessment of the following:

· Critical item performance specifications

· Draft item detail, process, and material specifications.

· Analyses, reports, trade studies, logistics support analysis data, and design documentation.

· Technical performance measurement (TPM) data and analyses.

· Engineering laboratory models, test models, mockups, and prototypes used to support the design.

· Supplier data describing specific components.

The contractor shall conduct PDRs for each configuration item as appropriate.

3.2.1.3 Detailed Design Reviews (DDR)

The contractor shall conduct DDRs for each CI.  DDRs shall accomplish the following:

· Evaluate the draft production baseline to determine if the system design documentation is satisfactory to start initial manufacturing.

· Summarize the result of a series of reviews conducted for each hardware CI before release of design to fabrication and each CSCI before final coding and testing.

· Review test plans to assess if test efforts are developing sufficiently to indicate the TRR will be successful.

· Evaluate risk management activities and risk closure actions and results.

3.2.1.4 Functional Configuration Audit (FCA)/System Verification Review (SVR)

The contractor shall conduct FCAs/SVRs to determine if segments produced meet the technical performance requirements established in the specifications, test plans, etc.  The contractor shall perform a series of audits with SVRs and form the basis to support the production “go-ahead”.

3.2.1.5 Test Readiness Reviews (TRR)

The contractor shall plan and conduct TRRs prior to all system level tests.  The contractor/subcontractor team shall perform the following at each TRR:

· Assess test objectives, procedures, and test resources coordination.

· Determine completeness of test procedures and compliance with test plans and descriptions.
· Review relevant prior test results.

· Determine availability and adequacy of test articles.

· Identify risks for successful installation, maintenance, and operation of the system during the test.

3.2.2 Software Deliverables

At the conclusion of each build phase, computer software product end items and software code, test plans, and test reports will be delivered to the government per the appropriate CDRLs.

3.3 Integration and Test (I&T)

The contractor shall develop a test plan.  The contractor shall manage testing using a government-led Joint Test Group (JTG). The plan will integrate government and industry developmental and operational test communities to make the most efficient use of time and assets in testing. 

The contractor shall plan and conduct a test program which performs the following functions:

· Progressively validate the ICP Automation design. 

· Identify risk resolution at the configuration item and segment level.

· Demonstrate mitigation of risks at the earliest practical time.

· Demonstrate the utility of ICP Automation to the Fleet.

The contractor shall invite the government to witness the conduct of all segment and integrated article tests at least two (2) weeks in advance of the conduct of any such test.  

The contractor shall plan for joint government/contractor participation in the System Acceptance Test (SAT), the Technical Evaluation (TECHEVAL), and the Operational Evaluation (OPEVAL).

3.3.1 Joint Test Group (JTG)

The JTG will be the designated forum for discussion and resolution of all formal test issues pertaining to the development and system integration of the contractor furnished subsystems and may include representatives from the government, contractor, and subcontractors.

3.3.1.1 JTG Meetings

Commencing three (3) months prior to the Test Readiness Review (TRR) associated with the first formal test, the JTG will meet at least every six (6) weeks.  As the level of test activity increases, the meeting frequency will increase to support the test schedule. The contractor shall provide representatives to each JTG meeting who are empowered to make management and technical decisions for the contractor relative to performance of the test program and ensure that the contractor JTG representative (or designated alternate) is continuously available during the conduct of all formal testing.

3.3.1.2 Test Reporting

The contractor shall present updated test results, planned test activities, and status of significant problems affecting testing progress at the JTG meetings.  The contractor shall report all significant changes to the test schedule of record to the JTG Chairman as they are being considered.  The contractor shall implement all changes to the test schedule of record reported at the subsequent JTG meeting.  Five (5) working days prior to the JTG, the contractor’s documentation coordinator shall provide a summary of test documentation status in a mutually determined format.

For tracking and reporting, software, and system testing, the contractor will develop a progress measurement methodology and format that is consistent across the entire test program.  The contractor shall maintain and update the status of Program Trouble Reports (PTRs) in a mutually determined format.

To ensure timely review, comment and comment resolution, and approval of all test-related documentation, the contractor shall designate a single point of contact for management of test documentation review, comment and comment resolution, and approval process.

3.3.1.3 PTR Review Board (PRB)

The PRB comprises government, contractor, and subcontractor representatives, and will meet as required to assign appropriate PTR severity, establish correction priorities, approve status changes, and determine regression test requirements. 

The contractor shall provide support to the PRB.  Three months prior to the TRR associated with the first formal test, the PRB, led by the JTG Chairman, will assume responsibility for the prioritization and disposition of PTRs.

3.3.2 System Integration

The contractor shall integrate work required to develop, test, qualify, and field ICP Automation according to the SPS and LCS/ICP ICD within cost and schedule constraints.

The contractor shall informally test subcontractor-provided subsystems early in the development process to uncover and resolve potential problems prior to formal testing.  The contractor shall dry run all formal test procedures during informal testing.  The government may also participate in developing test procedures and may observe informal testing.

3.3.2.1 System Demonstration Software

The contractor and subcontractor shall produce an ICP Automation system to support development testing.  The contractor shall build additional test articles to meet the requirements of the test and evaluation program and identify the number of test articles to be built.

3.3.3 System Integration Test (SIT)

The contractor shall conduct formal development tests on production representative hardware and software.  The contractor shall develop a plan to verify that each requirement in the ICP SPS and ICD are met.  The contractor shall provide the process by which the verification method and means of subsystem and lower-tiered requirements will be determined and managed.  

The government and contractor shall jointly plan and conduct the SIT to demonstrate the following:

· Validate system level requirements.

· Demonstrate ICP Automation installation and integrated performance.

· Collect ICP Automation installation time, reliability, and survivability data.

· Assess ICP operator training techniques.

The government’s test plan shall be in sufficient detail for the contractor to evaluate the adequacy of the test to meet test objectives.  The government and the contractor shall jointly analyze test data and shall report test results in a final report.

Successful completion of SIT shall constitute acceptance of the ICP Automation subsystem. 

3.3.4 Technical Evaluation (TECHEVAL)

The government and the contractor shall jointly plan and conduct the TECHEVAL, analyze test data, and report test results in a final report.  The test plan shall be in sufficient detail for the contractor to evaluate the adequacy of the test to meet its test objectives.

3.3.5 Operational Evaluation (OPEVAL)

The contractor shall support the OPEVAL.

3.4 Systems Engineering

The contractor shall employ systems engineering practices including a configuration management control process to ensure that ICP Automation tests and systems are properly documented and safe for use during testing and normal operations.  The contractor shall comply with US Navy policies for system operational suitability and effectiveness.

To provide maximum design trade space during development, the contractor shall decompose and allocate system performance, interface, and constraint requirements, derive additional requirements to subsystems, and produce the subsystem item performance specifications.  Except for interfaces and constraints, the contractor will break down and design these performance-based requirements at the lowest practical level.

The contractor shall plan, implement, and conduct a systems engineering program using MIL‑STD‑499A as a guide.  The systems engineering program shall perform the following:

· Transform validated customer needs and requirements into a balanced solution set of product and process designs into the system design process.

· Demonstrate that risks associated with the proposed concept have been mitigated.

· Optimize the proposed concept and show it to be cost-effective compared to best alternatives.

· Validate the specified capabilities.

· Implement a risk management approach.

· Develop technical performance measurements (TPM), as appropriate.

3.5 Training

The contractor shall develop and implement ICP Automation training to best commercial practices using MIL-STD-1379D as a guide.  The contractor shall provide training facilities and deliver initial training equipment, services, and materials as required by the government.  

ICP Automation training will include the development and implementation of training on production ready hardware and integration of government furnished equipment and information in support of ICP Automation operator/maintainer training.  

The contractor shall document ICP Automation training requirements in the training plan and shall provide input to government in support of the Navy Training System Plan (NTSP).  A manpower, personnel and training (MPT) analysis will be performed in accordance with OPNAVINST 1500.76, Training Planning Process Methodology (TRPPM).

3.6 Technical Data

The contractor shall develop/acquire and deliver technical data and documentation including government furnished information (GFI), required to operate, maintain, and support ICP automation software.  This may include: User guides and manuals; training instructions; test plans/procedures; software documentation/media; installation, checkout, operating, and inspection procedures; drawings; performance, procurement, and process specifications; and other technical data needed to test, install, deploy, operate and maintain ICP Automation and prime system equipment, support equipment, training equipment, and facilities.

3.6.1 Technical Data Package (TDP)

The contractor shall develop a Technical Data Package (TDP) that incorporates the results of the design process and describes the system.  Any portion of the TDP that relies on proprietary information will be described in sufficient detail for the contractor to identify which performance requirements are met using the proprietary information.

3.6.2 Technical Data Management

The contractor shall maintain a data repository that will include technical publications, engineering data, management data, and logistics support data.

The contractor shall post unclassified non-proprietary data developed by the contractor and subcontractors under this contract and GFI to the PMS 485 Virtual Program Office (VPO).  

The contractor shall store separately all sensitive (proprietary, classified, etc) data under this ICP contract, and as required, deliver sensitive data to the government using secure methods.

The VPO may contain non-sensitive information, including:

· Formal correspondence between the contractor and the government.

· The collection of data that provides an audit trail of requirements and decisions.

· The latest internally controlled version of technical materials developed for the ICP program.

3.7 Program Management

The contractor shall identify a lead Program Manager (PM) that will be responsible for all acquisition, contracting, engineering, finance, logistics, and testing for the program.  

The contractor PM shall proactively manage cost, schedule and performance risks using an integrated management approach of risk planning, assessment, handling and monitoring.  The PM shall use technical performance measurements (TPMs) to track potential performance problems.

3.7.1 Project Management Plan (PMP)

The contractor shall develop a PMP to outline the processes to achieve the activities related to this contract. The contractor shall develop a risk management plan as an addendum to the PMP and shall manage risk accordingly.  The contractor shall quantify risks with respect to impact on performance, cost, and schedule and shall identify and develop mitigation plan(s) for risk reduction/resolution.

3.7.2 Decision Management

The PM shall also have authority to accept direction provided by the government, provided such commitment and actions are within the scope of this SOW and the terms and conditions of the contract.  The contractor shall develop a methodology to provide cost estimates related to projected scope changes to the government within 15 working days.  

3.7.3 Financial Management and Earned Value Management

As directed by the government, the contractor PM shall employ an earned value management system (EVMS) to monitor and control cost of the program.  The contractor will integrate the EVMS with the management plans and schedules, and will update all documents as appropriate.  

The contractor shall develop a contract work breakdown structure (CWBS) using MIL-HDBD-881 as a guide to establish the framework for reporting earned value.

3.7.4 Engineering and Management Meetings

The contractor shall participate in periodic management meetings and reviews.  Engineering and management team meetings will be held at least four times per year.  The contractor shall also participate in biannual Technical Exchange Meetings.  The contractor shall also support periodic program status meetings as requested by the government.

3.7.5 Configuration Management (CM)

The contractor shall employ a system configuration control process that provides the government sufficient insight on the traceability of ICP Automation system configurations and for modifications to existing platforms and support systems with the contractor’s configuration management methodology and accounting systems. 

The DOORS requirements traceability tool shall be used to track requirements. Virtual approval capability, revision control, and other DOORS features shall be integrated into the process as is feasible.  Since unforeseen changes to the baseline are likely to occur, the contractor anticipates the need to propose configuration control activities.

The contractor shall develop and implement a CM process using EIA/IS‑649 as a guide. The contractor’s CM process shall include CM planning and management, configuration identification, configuration change management, configuration status accounting, configuration verification, and configuration management of digital data.  

3.7.6 Technical Management

The contractor shall participate in implementation of Integrated Product and Process Development (IPPD) that integrates all activities from product concept through installation and testing, using a multi-functional team that shall include contractor personnel, government representatives, and subcontractors.

The contractor shall support Integrated Product Teams (IPTs) and Cross Product Teams (CPTs).  The contractor will appoint a representative to each IPT and CPT as required to gain the partnership required to ensure success.  The contractor subject matter experts (SMEs) will participate as required.

IPTs will be developed at the software subsystem level.  There will be CPTs for functional areas such as program management, systems engineering, integrated logistics support, and life cycle cost assessment.  The contractor will nominate and provide IPT and CPT representatives.

3.7.7 Monthly Reports

Monthly progress on activities covered under this SOW and financial status will be provided via the monthly progress report.

3.7.8 Technical Data Package

The Contractor shall develop a Technical Data Package (TDP) that incorporates the results of the design process.  The TDP shall be in sufficient detail for the Contractor to reproduce a copy of each item produced.

The TDP shall contain all Software Requirements Specifications, Interface Control Documents, Computer Software End Items, Test Reports, Users Manuals, Training Materials, Test Plans, Hardware Requirements Specifications required by individual task authorization letters.

4.0 Special Engineering Studies

The Contractor shall conduct special engineering studies as directed by tasking letters in accordance with the Level of Effort (LOE) clause of the Contract.  The tasking letters will specify the work to be performed, the period of performance, the required deliverables and the authorized hours, travel, and material.  The Contractor shall document any effort expended and any problems encountered while performing special engineering studies.  The Contractor shall not expend more than authorized for each task letter issued without authorization from PMS485E or the Contracting Officer’s Representative (COR).

5.0 Government Furnished Equipment (GFE) and Information (GFI)

Hardware used in the design and development of the products covered by this SOW shall be considered to be GFE.  Additional equipment or material required to support test sites shall be approved by the government representative.

The government shall furnish GFI to the contractor in support of the activities covered under this SOW. As necessary, the government shall provide the contractor with software from other components of the system that are required for the contractor to develop interfaces, and integrate and test the contractor’s components within the system.

As necessary, the government will Verification Testing (PVT), tuning, etc. This data shall include both sensor and processed data collected during sea tests and deployments and other data as required for development of the products covered under this SOW.

6.0 Facilities

The contractor shall identify facilities required to store, train, maintain, install, and operate ICP Automation software.  The contractor shall identify facility physical, functional, and security requirements necessary to store, train, and maintain ICP Automation software in a Ready for Issue (RFI) condition. 
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