REQUEST FOR INFORMATION

ADNS PROGRAM, INCREMENT III

Revision 6

19 December 2003

RFI Revision 6 makes the following changes:

· Figure 2 is revised.

· Paragraph 4.2 is revised to correct the telephone number for Brian Shiner to (619) 758-7833

· Paragraph 4.3.3 is revised to make the terminology consistent with paragraph 4.2.

The RFI, as modified through Revision 6, is attached for the reader’s convenience.
REQUEST FOR INFORMATION

ADNS PROGRAM, INCREMENT III

1.0 Description

1.1 The Space and Naval Warfare Systems Command (SPAWAR) in support of the Program Executive Officer – Command, Control, Communications, Computers, Intelligence and Space (PEO-C4I), Advanced Automated Tactical Communications Program Office PMW 179 is seeking information on how multi-vendor teams could be established and managed to provide a successful collaborative effort under the Increment III Phase of the ADNS program. The Navy is seeking information on the best method to transform the Navy’s current Automated Digital Network System (ADNS) and Advanced Digital Multiplexing System (ADMS) from a partially serial data and partially Internet Protocol (IP) data system to an all IP system.  The Navy anticipates a Contract Award in the late 2005 timeframe to procure a Systems Architecture that will have as a primary objective to converge all current voice, video, and data circuits to a “Native” IP Network. It is anticipated that the system maximizes the use of currently available COTS and NDI components into an integrated network design. To encourage the participation of innovative companies that do not traditionally supply technology to the government, the Navy is prepared to purchase prototypes outside of the Federal Acquisition Regulations via Other Transactions Authority, if applicable.

1.2 THIS IS A REQUEST FOR INFORMATION (RFI) ONLY.  This RFI is issued solely for information and planning purposes - it does not constitute a Request for Proposal (RFP) or a promise to issue an RFP in the future.  This request for information does not commit the government to contract for any supply or service whatsoever.  Further, the Navy is not at this time seeking proposals, and will not accept unsolicited proposals.  Respondees are advised that the U.S. Government will not pay for any information or administrative cost incurred in response to this RFI.  All costs associated with responding to this RFI will be solely at the interested party’s expense.  Not responding to this RFI does not preclude participation in any future RFP, if any is issued.  If a solicitation is released, it will be synopsized on the Federal Business Opportunities (FedBizOpps) website and the SPAWAR E-Commerce Central website at https://e-commerce.spawar.navy.mil.  It is the responsibility of the potential offerors to monitor these sites for additional information pertaining to this requirement.  

2.0 Background

2.1 The ADNS and ADMS programs are merging and hereafter in this RFI the term “ADNS” will refer to both the current ADNS and ADMS programs with the intent that industry understands the two architectures are to be merged in the provided solution. 

2.2 The ADNS programs currently provide the Navy with its at-sea Wide Area Network (WAN). ADNS and ADMS are responsible for the network that delivers Voice, Video, and Data between ship and shore and ship to ship. Figures 1 through 4 show the current ADNS and ADMS systems.  These systems support both the shore and ship side of the WAN. Currently, the systems are not considered as mission critical. However, ADNS is soliciting feedback on the ramifications involved in designing the proposed system to meet “Mission Critical” requirements, which also include MIL-STD-901D Grade A environmental shock and vibration.

2.3 On ships, ADNS provides the Internet Protocol (IP) routing between the ship’s LANs and the RF links. Both the WAN router and the baseband equipment are part of ADNS. There are two different ship configurations: Unit level ship (Fig.1) and Force level ship (Fig. 2). The major difference between the configurations is the baseband multiplexer. Force level ships have more Radio Frequency (RF) links and serial connections and use a Timeplex Link2 Time Division Multiple Access (TDMA) multiplexer. The Unit level ships use a FCC-100 TDMA multiplexer. The TDMA multiplexer switches serial connections between the RF links and the different serial data connections. ADNS runs IP traffic over serial connections through the multiplexer. Some of the other serial connections are unique. The ultimate goal is to run only IP traffic and eliminate the multiplexers. This includes converging voice to Voice over IP (VoIP). The Commercial Wideband Satellite Program (CWSP), also referred to as Challenge Athena (CA), and Super High Frequency (SHF) satellite links normally operate at 1 or 2 Mbps. However, the future objective is to have Force level ships operate at 50 Mbps and Unit level ships at 25 Mbps.

2.4 The ADNS router is a Cisco 3662 and operates at the secret level. Ships also contain separate LAN's (Local Area Networks) that operate at multiple security levels which interface to the ADNS Router through an IP encrypter to the Secret LAN. The ADNS routing protocol is Open Shortest Path First (OSPF).
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Figure 1.  ADNS/ADMS on Representative Unit Level Ship
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Figure 2.  ADNS/ADMS on Representative Force Level Ship 







Figure 3.  ADNS/ADMS on Representative Shore Site

Figure 3 shows the shore configuration. The shore uses a Timeplex ST1000 multiplexer to distribute the data it receives from RF links and the different shore connections. As mentioned, the internal IP routing protocol within ADNS is OSPF. The routing architecture has each Navy Area of Responsibility (AOR) as one Autonomous System (AS). There are four Navy AORs: Pacific, Atlantic, Europe and Indian Ocean. The routing interface to other AS’s at each AOR shore site is Border Gateway Protocol versions 4 (BGP4).


Figure 4.  Ship-Shore OSPF Routing

Figure 4 shows the shore from a routing point of view. Note that ADNS also supports pier connections. The shore design uses a separate router for each RF frequency band and a single router as the border gateway router. There are multiple reasons to have the shore configured by frequency band. However, one of the main reasons is to allow for load distribution. The routing protocol in each AOR is OSPF. By directly connecting the shore Unclass router to the CA router, the lowest cost path for Unclass traffic will always be the CA link. When a ship has both CA and SHF up, Unclass traffic will traverse over CA and Secret traffic will traverse over SHF, because the lowest OSPF cost for Unclass is CA and the lowest OSPF cost for Secret is SHF. Also the Joint Service Imagery Processing System - Navy (JSIPS-N) Concentrator Architecture (JCA) data will also traverse over CA. If the CA link fails, the Unclass and JCA data will automatically switch over to the SHF link.

3.0 Requested Information

3.1 The Solution sought is an End-to-End Ship-Shore architecture that will be compatible with current Navy Ship and Shore Infrastructures. It will service current Naval needs and also be Joint compatible with Teleport, the GIG-BE, and Transformation Communication Architecture (TCA).  The provided architecture must be initially capable of “Dual Stack” IPv6 and IPv4 routing with a final objective of a sole IPv6 network.  The architecture must also be capable of initially supporting the current “Red” Backbone and the eventual final objective of a “Black or Grey” Core Backbone.  The Architecture should also support VoIP and the current Private Branch Exchange (PBX) infrastructure. The Architecture will seek to move all current serial data, and voice, and video services to a converged “All IP” network. 

3.2 The Primary Objective of the Proposed Architecture will be the delivery of IP Data Throughput “rates” of no less than 25 Mbps to smaller Naval vessels and no less than 50 Mbps to Larger units. Naval vessels operate 24 hours a day, worldwide. While underway, data throughput is limited by satellite access, while single and multi-mode fiber is available for pierside connectivity. Current satellite trunk data rates range from 32kbps to 4 Mbps, with error rates typically 10^(-6) and delay times of approximately 250 ms. Current pierside connection data rate ranges are 1.536 Mbps or 155 Mbps.  The current baseband architecture supports this connectivity using FCC-100 multiplexers for small platforms and Timeplex Link 2+ Time Domain Multiplexing (TDM) system for large platforms.  It is expected that the satellite and pierside connectivity will grow significantly in the future therefore the proposed architecture must support IP data throughput rates of no less than 25Mbps for current FCC-100 platforms and 50Mbps for Link 2+ platforms.  It must also provide reliable delivery of IP and legacy serial data while maintaining all current and projected military encryption requirements.  Baseband replacement or removal will be considered as long as similar functionality is achieved.  Request industry feedback on integrating a new Baseband Replacement System design into the current ADNS architecture.  Any options to replace the current ADNS in a cost effective manner that provides substantial additional benefits will also be entertained.  

3.3 The Government is soliciting feedback from Industry on the advantages/disadvantages of the selected Industry Partner utilizing the current Government owned Production Facility to integrate and test the final product before it’s eventual installation onboard ship and shore units. 

3.4 The Degree of Organic Government Life Cycle Support versus Industry Provided Life Cycle Support has not been determined. Feedback on this is also welcome. 

4.0 Responses

4.1 Interested parties are requested to respond to this RFI with a white paper.

4.2 White papers in Microsoft Word for Office 2000 compatible format are due no later than 15 January 2004, 14:00 PST.  Responses shall be limited to twenty-five pages and submitted via e-mail only to pamela.kibler@navy.mil and sandra.jones@navy.mil. Proprietary information, if any, should be minimized and MUST BE CLEARLY MARKED.  To aid the Government, please segregate proprietary information.  Please be advised that all submissions become government property and will not be returned.  If any respondee does not currently have a Proprietary Data Protection Agreement (PDPA) that would permit the SPAWAR support contractors listed below to review and evaluate white papers submitted in response to this RFI, the respondee is requested to sign PDPAs with these SPAWAR support contractors for this purpose.  A sample PDPA is posted at https://e-commerce.spawar.navy.mil  Click on Headquarters; then Future Opportunities; then click on the yellow folder to the left of N00039-04-R-0003 and then click on the sample PDPA.  The following is a list of Points of Contacts from each company that will review the responses.

Booz Allen & Hamilton:    Joyce Hymes
619-725-6811                    hymes_joyce@bah.com

Mitre:                                 Brian Shiner         619-758-7833

       bshriner@mitre.org

DCS:                                  William Marsh     619-278-3633                    wmarsh@dcscorp.com

4.3.  Section One of the white paper shall provide administrative information, and shall include as a minimum:

4.3.1.  Name, mailing address, overnight delivery address (if different from mailing address), phone number, fax number, and e-mail of designated point of contact.

4.3.2.  Recommended contracting strategy

4.3.3.  Either (1) copies of executed Proprietary Data Protection Agreement (PDPAs) with the contractors supporting SPAWAR/PEO-C4I in technical evaluations or (2) a statement that the respondee will not allow the Government to release its proprietary data to the Government support contractors.  In the absence of either of the foregoing, it will be conclusively determined that the respondee agrees to the release of its submission to Government support contractors.       

4.3.4.  Business type (large business, small business, small disadvantaged business, 8(a)-certified small disadvantaged business, HUBZone small business, woman-owned small business, very small business, veteran-owned small business, service-disabled veteran-owned small business) based upon North American Industry Classification System (NAICS) code 541512, Computer Systems Design Services.  "Small business concern" means a concern, including its affiliates, that is independently owned and operated, not dominant in the field of operation in which it is bidding on government contracts, and qualified as a small business under the criteria and size standards in 13 CFR part 121. A small business concern for the purposes of this procurement is generally defined as a business, including its affiliates, averaging no more than $21 million dollars in annual receipts.  Annual receipts of a concern which has been in business for 3 or more complete fiscal years means the annual average gross revenue of the concern taken for the last 3 fiscal years.  Annual receipts of a concern that has been in business for less than 3 complete fiscal years means its total receipts for the period it has been in business, divided by the number of weeks including fractions of a week that it has been in business, and multiplied by 52.  Respondees are cautioned, however, that this is a general description only.  Additional standards and conditions apply.  Please refer to Federal Acquisition Regulation (FAR) Part 19 for additional detailed information on Small Business Size Standards.  The FAR is available at http://www.arnet.gov.

4.3.5  The facility security clearance of the offeror.

The number of pages in Section One of the white paper shall not be included in the 25-page limitation, i.e., the 25-page limitation applies only to Section Two of the white paper.

4.4 Section Two of the white paper shall answer the issues addressed in Section 3 of this RFI and shall be limited to twenty-five (25) pages.  

5.0  Industry Day and Tour.  SPAWAR will host an Industry Day on 9 December 2003 and a tour of the Consolidated Production Facility on 10 December 2003.  Maps, directions and visitor information to the applicable locations will be posted to this website at a later date.  Locations of both events are on military facilities with controlled access.  Attendees are therefore cautioned to allow sufficient time to obtain visitor badges and park their vehicles.

5.1  Industry Day.  SPAWAR will host an Industry Day on 9 December 2003 to answer questions and discuss requirements with participants. Industry Day location is Fleet Anti-Submarine Warfare Center (FLTASW) Naval Base Point Loma, San Diego, California in the Sims Hall Auditorium and will start at 0900.  SPAWAR will not restrict  the number of company representatives who may attend Industry Day, but all attendees must be U.S. Citizens.

5.2  Tours of the Consolidated Production Facility located in Space and Naval Warfare Systems Center (SPAWARSYSCEN) San Diego, California will be given on the 10th of December.  Participation in the tour will be restricted to only two people from a company, as a whole.  For example, if Pandora’s Box, Inc. is made up of the Hardware Division, the Software Division, and the Firmware Division, only a total of two people from Pandora’s Box, Inc. may participate in the tour vs. a total of six people (two people each from each division).  Each company is required to provide the names of up to two individuals along with their phone numbers and e-mail addresses who will participate in the tour.  These individuals must be U.S. Citizens.  This information shall be provided by e-mail to sandra.jones@navy.mil and pamela.kibler@navy.mil no later than 2:00 PM PST on 12 November 2003.   Late responses will be accommodated until capacity is reached.  Due to the amount of interest, several tours will be conducted.  Persons who have already registered for the tour will be randomly assigned their tour time by separate e-mail notification no later than 2:00 PM PST on 19 November 2003.  Late responders will be notified if their late request can be accommodated along with their tour time if applicable.  Tour times will be changed only for extraordinay situations and if capacity allows.   

6.0 Questions.  Questions regarding this announcement shall be submitted in writing by e-mail only to sandra.jones@navy.mil and pamela.kibler@navy.mil.  Verbal questions will NOT be accepted.  Questions will be answered via posting answers to the SPAWAR E-Commerce Central website; accordingly, questions shall NOT contain proprietary information or classified information. Questions may be submitted no later than 12 December 2003, 2:00 PM PST.  To access the SPAWAR E-Commerce Central website, go to https://e-commerce.spawar.navy.mil.  Click on Headquarters; then Future Opportunities; then click on the yellow folder to the left of N00039-04-R-0003 to view other important information related to this RFI.  Interested parties are invited to subscribe to the SPAWAR website to ensure they receive any important information updates connected with this RFI. To subscribe, click on N00039-04-R-0003; then click on “Subscribe” near the top of the screen, and follow the directions provided.

7.0 Summary.  THIS IS A REQUEST FOR INFORMATION (RFI) ONLY to identify sources that can provide an End-to-End Ship-Shore architecture that will be compatible with current Navy Ship and Shore Infrastructures and deliver IP Data Throughput “rates” of no less than 25 Mbps to smaller Naval vessels and no less than 50 Mbps to Larger units.  The information provided in the RFI is subject to change and is not binding on the Government.  The Navy has not made a commitment to procure any of the items discussed, and release of this RFI should not be construed as such a commitment, or as authorization to incur cost for which reimbursement would be required or sought.  It is emphasized that this is a Request for Information.  It is not a Request for Proposal (RFP) of any kind, and is not intended to guarantee procurement of these items/services.  All submissions become government property and will not be returned.

SCI





SECRET





GENSER





UNCLASS





SHF





–





358k





CWSP





–





256k





JCA





JCA





JFN





JFN





CWSP





–





768k





CWSP





–





512k





STU/STE





PBX





Serial Voice





SHF





–





480k





VIXS VTC





TELEMED





JWICS VIDEO





CQM





-





248A





Modem





SHF





CQM





-





248A





Modem





CWSP





WSC





-





8(V)





WSC





-





6(V)





USC





-





38(V)





EHF





ADNS





Crypto





Crypto





Crypto





Crypto





Ethernet





Encryption





Ethernet





Encryption





Cisco





3662





JCA





–





JSIPS





-





N Concentrator Architecture





JFN





–





Joint Fires Network





STU





–





Secure Telephone Unit





STE





–





Secure Terminal Equipment





VIXS





–





Video Information Transfer System





JDISS





-





J





oint





Deployable





Intelligence





Support





System





JWICS





–





Joint Worldwide Intelligence





Communication System





Crypto





FCC-100





ADNS TIMPLEX Link 2





RS





-





520





RS





-





520





JDISS





Gateguard





Channelized





T1





Multiplexer





KY





-





68





256k SHF





128k SHF





128k SHF





 





For Details





 





See Fig. 4





 





IP Routing





 





Shore





 





ADNS 





 





to





Cryp





 





Crypto





 





INMARSAT





 





EHF





 





 





 





 





 





T1





 





Channelized





 





Gateguard





 





JDISS





 





520





 





-





 





RS





 





520





 





-





 





RS





 





Crypto





 





Crypto





 





Crypto





 





 





Crypto





 





EHF





 





38(V)





 





-





 





USC





 





 





 





 





8(V)





 





-





 





WSC





 





 





 





 





 





SHF





 





Modem





 





248A





 





-





 





CQM





LE





EP





M





TI





S  





N





D





A





 





 





SHF





 





 





Communication System





 





Joint Worldwide Intelligence 





 





–





 





JWICS 





 





System





 





Support 





 





Intelligence 





 





Deployable





 





oint 





 





J





 





-





 





JDISS 





 





Crypto





 





INMARSAT





68





-





KY





Multiplexer





 





Video Information Transfer System





 





–





 





VIXS 





 





Secure Terminal Equipment





 





–





 





STE 





 





Secure Telephone Unit





 





–





 





STU 





 





es Network 





Joint Fir





 





–





 





JFN 





Crypto





6(V)





-





WSC





 





Modem





248A





-





CQM





 





JWICS VIDEO





 





k 2





Lin





X 





 





N





 





-





 





JSIPS





 





VIXS VTC





 





Serial Voice





 





PBX





 





STU/STE





CWSP





CWSP 





FCC





 





-





 





100





� EMBED MSPhotoEd.3  ���









1
N00039-04-R-0003



Rev 6



19 December 2003

_1127212886.bin

