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STATEMENT OF WORK

TITLE:
ADVANCED C4ISR AND INFORMATION TECHNOLOGY SYSTEM ENGINEERING 

DATE:
16 March 2004

1.0
SCOPE: 
The scope of this effort is to provide engineering support services to develop program management plans; requirements documentation; operational, system, and technical architectures; acquisition process documentation; test plans and procedures; Integrated Logistics Support (ILS) plans; web portals and the web enablement of applications and databases; networks; software applications and utilities; systems integration; technical demonstrations; end-user training and training materials; and technical reports.   These services will be focused on the engineering tasks and research efforts at the Space and Naval Warfare Systems Center San Diego (SSC-SD) Code 241 for the development of the Navy Enterprise Portal (NEP)/Navy Marine Corps Portal (NMCP) in support of Web Enabled Navy (WEN) and FORCEnet.  The NEP/NMCP provides an Enterprise-Wide Web Services infrastructure.  This infrastructure consists of a portal engine, enterprise user directory, enterprise service registry, enterprise single-sign-on authentication, and a web services execution engine.  The enterprise scope includes Navy and Marine Corps Intranet (NMCI), Information Technology for the 21st Century (IT-21), and Base Level Information Infrastructure (BLII).

The architecture envisions NEP/NMCP portal instances aboard each Navy ship, in the NMCI 

Network Operating Centers (NOCs), in the BLII Information Technology Service Centers 

(ITSCs), and in each of the Fleet Naval Computer and Telecommunications Area Master Station

(NCTAMS). The NEP/NMCP will capture all access requests and direct them to the appropriate

 instance of the portal.  Afloat users will access the NEP/NMCP system aboard their ship that  

will, in turn, access local or remote services, depending on their hosted location and 

communications availability to the shore.  Shore users will be directed to the nearest available

physical instance of the portal which will access the service at its hosted location. Sponsors 

include PEO IT, PEO C4I, SPAWAR, NAVSEA, NAVAIR, ONR, DARPA, and OPNAV

2.0 BACKGROUND:

Space and Naval Warfare System Center San Diego (SSC-SD) Code 241 provides advanced Command, Control, Communications, and Computers Information Surveillance Reconnaissance (C4ISR) systems engineering, network design and information architecture development for Space and Naval Warfare Systems Command (SPAWAR), Naval Sea Systems Command (NAVSEA), Naval Air Systems Command (NAVAIR), Office of Naval Research (ONR), Defense Advanced Research Projects Agency (DARPA), Office of the Chief of Naval Operations (OPNAV) and other services/agencies. The systems developed from the engineering and research efforts tasked to SSC-SD Code 241 and executed under this contract are ultimately fielded onboard Joint command ships, Navy ships and Network Operations Centers, Department of Defense (DoD)/Commander in Chief (CINC) level Command Centers, United States Coast Guard (USCG) assets, and other service command centers.  
3.0
REQUIREMENTS:

3.1
Web Enabled Navy (WEN): Navy Enterprise Portal/ Navy and Marine Corp Portal (NEP/NMCP) development and integration. The contractor shall provide design, software development and maintenance, and systems engineering of the NEP/NMCP.
3.1.1 Design.  The contractor shall develop systems and software designs in support of the NEP/NMCP architecture.    The contractor shall develop design documentation, security plans and procedures, Commercial Off-The-Shelf/Government Off-The-Shelf (COTS/GOTS) technology integration plans, a repository infrastructure, registry templates and models, database schemas, a user profile management schema and directory interfacing tools to support the development and integration of the NEP/NMCP. 
3.1.1.1 The contractor shall develop functional descriptions, software requirements specifications, and software development plans for the NEP/NMCP
3.1.1.2 The contractor shall develop preliminary and detailed designs in support of NEP/NMCP design reviews.
3.1.2 Software development and maintenance.  The contractor shall code and test software units in accordance with the software specifications and the approved test documentation.  Baseline management and control procedures shall be established and maintained.  The contractor shall provide application software system maintenance support.  Software maintenance is the performance of those activities required to keep a software system operational and responsive after it is accepted and placed into production.

3.1.2.1 The contractor shall develop system software components in support of the NEP/NMCP architecture.  System software components within the scope of this statement of work include the web services execution engine, service registry, portal services, directory services, and replication and synchronization management.  NEP/NMCP architecture consists of the following components: Computer Associates Cleverpath Portal, Oblix Netpoint, BEA Weblogic, Microsoft Windows 2000 Server, Microsoft SQL Server.

3.1.2.2 The contractor shall provide support for the rapid development and integration of portal services, systems presentation and visualization rendering services, graphical user interfaces (GUIs), style sheets, templates, and related Enterprise applications into the NEP/NMCP.

3.1.3 Systems engineering.  The contractor shall provide support for the integration of NEP/NMCP system components, NMCI, IT-21, and BLII networks, and enterprise web services.   

3.1.3.1 The contractor shall integrate the application software system conducting tests and documenting test results to demonstrate that it satisfies its specified functional requirements and performance objectives.  

3.1.3.2 The contractor shall support the development and integration of portal components and portal services according to commercial, Navy and NEP/NMCP standards and protocols such as Extensible Markup Language (XML), Java 2.0 Enterprise Edition (J2EE), Simple Object Access Protocol (SOAP), Universal Discovery, Description, and Integration (UDDI), Web Services Description Language (WSDL), Web Services Remote Portal (WSRP), and Web Services for Interactive Applications (WSIA).

3.1.3.3 The contractor shall support the development of network designs and interface specifications to support the integration of the NEP/NMCP and existing or planned NMCI, IT-21, and BLII networks afloat and ashore.
3.1.3.4 The contractor shall evaluate commercially available software tools in terms of their ability to meet Fleet requirements and  NEP/NMCP integration standards.  Such tools must provide improved capability or performance for current C4ISR capability in the US Navy, US Coast Guard, other service/agencies, and Joint services.   
3.2 Project Management.  The contractor shall implement procedures for planning and controlling the software development project.  

3.3 Cost Reporting and Analysis. The contractor shall provide information to give the Technical Activity visibility into expenditures for procurement of software and hardware, labor, materials, travel, and other costs associated with NEP/NMCP development. 

3.4 Briefings and Reports.  The contractor shall conduct or participate in briefings as directed by the Technical Activity.  The contractor shall research, develop, and provide, as required by the Technical Activity, subject matter briefs and reports.  Additionally the contractor may be required to prepare product demonstrations and technical presentations in support of organizational capabilities and opportunities. 

3.5 Documentation.  The contractor shall develop, produce, and maintain documentation in support of the design, development, engineering and maintenance of the NEP/NMCP.  

4.0       SECURITY:  

Technical personnel working on this contract shall be cleared to the Secret level.

5.0
TRAVEL:
Long distance travel for conferences and demonstrations may be required during the performance of this contract.  Specific requirements will be identified in the statement of work for individual delivery orders.

6.0       Place of Performance:

Work shall be performed at the SPAWARSYSCEN SAN DIEGO, CA.  The individual site where work will be performed is Building 600, Seaside.

7.0 Inspection and Acceptance:

Inspection and acceptance shall be accomplished at SPAWARSYSCEN, SAN DIEGO.  The Technical Coordinator is Ms. Donna Williamson, Code 2411, and can be contacted via telephone at 619-553-1596 or e-mail at Donna.Williamson@navy.mil


�PAGE \# "'Page: '#'�'"  �Page: 2���This part, and the remaining portions of the SOW, are not required.  Specifics will be outlined in the individual task orders.  Also, contract clauses will direct the contractor in these areas.





Page 4 of 4
Attachment 1

