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3.3.30.3   Deployable Computing – Change Page
The above 3.3.30 End User Computing Services, 3.3.30.1 Workstations (Fixed, Portable, DV, or Deployable), and 3.3.30.2 Portable Computing Services requirements apply to 3.3.30.3 Deployable Computing.  Deployable computing services are provided to NGEN end users deployed to or stationed in an expeditionary or field environment and require integration of the end user device into another network.  Approximately 14,000 end user devices are deployed annually with up to 7,000 devices deployed at any point in time.

The ES Contractor shall:
a. Provide, maintain, and support deployable end user devices for use in an expeditionary or field environment.
b. Provide deployable end user devices that are capable of interfacing and compatible with: 1) IT-21 shipboard networks; 2) the Marine Corps Tactical Network; 3) the ONE-Net environment; and, 4) other DON and DoD networks.
i. Certify the NGEN Core Build for operations on the IT-21 shipboard network in accordance with Commander, United States Fleet Forces Command (USFFC) Message R 061240Z DEC ZYB, Shipboard Application Configuration Management, Control, and Enforcement. 
ii. Provide DON Government unit IT with system administrator rights to perform all functions required to reconfigure, operate, and maintain deployed end user devices in the embarked environment.
iii. Provide support for scheduled, unscheduled, or short notice movements.
c. Provide an automated Web based deployable tool solution to allow the unit IT specialists to choose, schedule, and execute the deployment of end user devices.
i. Provide access to the tool internally and externally from NGEN. 
ii. Provide access to the NGEN Core Build to incorporate modifications required to maintain compatibility with NGEN and operational network environment changes.
iii. Provide capability to display on the end user device when a deployable seat is either in the deployed state or scheduled to deploy.
d. Provide email redirection, forwarding, and reimplementation of full service email for deployed accounts for *.mil* and *.gov* addresses only.
i. Implement and maintain the email redirection capability to securely allow individual end users and unit IT specialists to remotely start, stop, or modify their email redirection configuration.
ii. Allow unit IT specialists to manage bulk-user email redirection for their command. 
iii. Provide email redirection remote capability that is:
a) Accessible from Web based tools internal or external to NGEN. 
b) Available through the Service Desk using email, commercial telephone, and the DSN.
e. Provide worldwide logistics support for deployed end user HW devices and SW to meet deployed personnel requirements.  
i. Provide remote troubleshooting via email or telephone to the NGEN Service Desk to provide the unit IT specialists with technical liaison support.
ii. Coordinate with the unit IT specialists to collect and analyze equipment failure data while deployed and make recommendations for modified deployable configurations, PUKs, and logistics support strategies. (CDRL A010 – Monthly Status Report and CDRL A002 – Presentation Material)
iii. Ship all replacement parts and ensure packages are marked and shipped in accordance with established Government shipping requirements to Fleet Post Office (FPO) and Army Post Office (APO) addresses.
iv. Assume all costs associated with the commercial shipment of devices and spares to the deployed units.  There are approximately 600 shipments per year and each shipment is a single workstation or spare.    
f. Provide the imaging tools to enable unit IT specialists to locally rebuild end user devices to a pre-deployment state.  There are approximately 600 shipments per year.
i. Provide the NGEN Core Build image with required security patches, applications, application updates, and IAVAs no sooner than 30 days prior to deployment date.
ii. Provide the NGEN Core Build image, including all Core Build media and all authorized seat applications, to unit IT specialists for the rebuilding of deployable seats to a pre-deployment state.
g. Distribute and install required NGEN patches (e.g., IAVA and IAVM) while seats are deployed.
h. Perform automated configuration, reconfiguration, upgrades, and SW maintenance upon return to NGEN and prior to reconnection with the shore NGEN infrastructure in accordance with the pertinent IAVA. 
i. Reconfigure deployed end user devices for return and interface with NGEN in the event that the Government IT support does not return with the unit.
ii. Scan the returning deployable end user devices, if requested by the Government, to validate compatibility with the network.
i. Provide the capability to swap hard drives with NGEN end user device rebuilt hard drives upon return to NGEN to expedite reintegration.
j. Provide the capability to migrate user data from NGEN to the deployed environment and back.   

