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The NGEN Workstation Core Build is comprised of the desktop Operating System (OS), core applications (e.g., Microsoft Office Suite, Java, Adobe Reader, and anti-virus), as well as HW specific configuration items and the associated configuration characteristics for a specific workstation platform.  Changes to the Core Build occur when 1) specific Core Build components are updated; 2) new components are added to the Core Build; 3) security patches are applied to the components in the Core Build; or, 4) existing Core Build components are retired and removed from the Core Build. 

The ES Contractor shall:
a. Provide, operate, and maintain Core Build SW and updates associated with the ES SW functionality identified in the CoSC Master Software List document, listed as Attachment 18 in Section J of the contract.  
b. Design, configure, integrate, implement, update, test, and maintain the workstation Core Builds for all current and future operating systems, office suites, virtual operating systems, and standard applications in accordance with the NGEN Core Build Plan and the CMIP.
i. Manage and integrate GFP SW into the Core Builds. 
a) Update and maintain GFP license information in the Configuration Management System (CMS) in accordance with the CMIP.
ii. Develop, integrate, and distribute quarterly Core Build releases in accordance with the Release and Deployment process.
a) Incorporate and update the quarterly Core Build release plans into the overall Technology Refresh Plan. (CDRL A027 – Technology Refresh Plan)
iii. Test all client applications and associated patches on the Core Build for compatibility with approved NGEN applications. (CDRL A020 – Test Plan,  CDRL A021 – Test Procedures, and CDRL A022 – Test Report)
a) Provide a copy of all new Core Build quarterly releases to the Government. 
b) Identify, document, and develop a mitigation strategy to resolve known and potential compatibility issues with other Core Build SW, IA settings, network infrastructure, network operations, virus protection, and standard HW configurations. 
iv. Submit a DoD Information Assurance Certification and Accreditation (DIACAP) Package for each Core Build to the Government for approval. (CDRL A023 – DoD Information Assurance Certification and Accreditation Process Package)
v. Collaborate with the Government to develop required DADMS registration paperwork for each new application in Core Build including new versions of the application.  
vi. Maintain the library of DAA approved workstation Core Build components and images. 
vii. Maintain a list of all approved SW, SW patches, and Group Policy Objects (GPO) in the NGEN Configuration Management System (CMS).
c. Plan and execute Core Build migration to the next generation desktop operating system, office suite, and web browser for all NIPRNet and SIPRNet seats within 58 months of contract award in accordance with the following schedule.
i. Within six months after contract award: Develop and deliver an Implementation Plan for the next generation Core Build for all end user computing solutions identified in Section 3.3.30.  Include in the Implementation Plan schedule, the engineering design, pilots, application compatibility testing and certification, DIACAP packages, and full deployment of the next generation Core Build. (CDRL A024 – Implementation Plan)
ii. Within nine months after contract award:
a) Develop and deliver the engineering design for the next generation Core Build. (CDRL A018– Technical Baseline Documents)
b) Develop and deliver the next generation Core Build DIACAP Packages with the functionality upgrades required to pilot the Core Build. (CDRL A023 - DoD Information Assurance Certification and Accreditation Process Package)
iii. Within ten months after contract award: Develop training documentation and train Service Desk personnel to support users migrating to the pilot Core Build. (CDRL A025 – Training Program Documentation)
iv. At the Assumption of Full Operational Responsibility (AFOR) for Field Services Profile 1 (FSP1): Deploy a pilot test for each unique Core Build solution. (CDRL A020 – Test Plan, CDRL A021 – Test Procedures, and CDRL A022 – Test Report) 
v. Within 70 business days prior to the start of full deployment of the next generation Core Build: Develop and deliver the final Core Build DIACAP packages with the functionality upgrades required for full deployment.
vi. Within 58 months after contract award: Upgrade all seats with the next generation Core Build via technology refresh, electronic SW distribution, or manual loading.
d. Develop a workstation Core Build Plan to address known schedules for vendor SW upgrades, end of support timelines, and planned upgrades to Core Build SW. (CDRL A026 – Core Build Plan)
i. Integrate Government functionality requirements and upgrades to Government owned Core Build SW in the Core Build Plan.
ii. Provide yearly deployment schedules and planned long term upgrades (five years ahead) in the Core Build Plan.
e. Support the quarterly Core Build Review meetings.
i. Prepare and submit a meeting agenda to the Government. (CDRL A001 - Meeting Agenda)
ii. Prepare and submit Core Build Review presentation material, based upon the agreed agenda, to the Government. (CDRL A002 - Presentation Material)
iii. Designate the appropriate SMEs to attend the meetings and address agenda items.
iv. Prepare and submit meeting minutes to the Government and track action items to completion. (CDRL A003 - Meeting Minutes)
f. Report the status of all Core Build activities including any issues as well as mitigation plans in the Monthly Status Report and, depending upon the agenda, the PMR presentation. (CDRL A010 – Monthly Status Report and CDRL A002 – Presentation Material)

The TXS Contractor shall support the integration and testing of the Virtual Private Network (VPN) service and all back end components (e.g., Windows Server and Microsoft Exchange) related to Core Build.

