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1 Scope

1.1 Identification

1.1.1 Release II

1.1.1.1 The Pride Modernization II will extend the functional capabilities of Phase Mod Release I by capturing the functional requirements for officer and enlisted requirements that will combine officer and enlisted processes within Pride Modernization II document.
 The goal of this modernization effort is to:
· Release II is expected to be deployed 24 months from contract award.
· Capture requirements that were identified but not completed in release I.  Integrate officer and Enlisted, active component and reserve component processes.

· Eliminate/Reduce paper requirements by adding workflow.

· Implement positive identification by means of biometrics.

· Implement Smart Forms technology within a workflow application.

· Coordinate data exchange within the MPTE claimancy.

· Provide Business Object universes based on business domains and organizations.
· Provide a robust and online analytical processing (OLAP) and Ad hoc capability for supporting officer and enlisted reporting.

This System/Subsystem Specification (SSS) provides detailed information on the functional requirements for Pride Modernization II. Per PMW 240 direction, the System Requirements Specifications (SRS) shall be organized according to the System/Subsystem Specification (SSS) Data Item Description. 
2 System Overview

PRIDE Mod II will encapsulate Navy Recruiting system and processes that currently stand outside of the initial Pride Modernization I domain. PRIDE Mod II will integrate officer and enlisted processing after the initial contact management systems pass the initial application Kit to the processors. PRIDE Mod II will access, eSOA/MIRS, NSIPS Electronic Service Records, CMSID, WebRTools Self Service Application, and security documentation via JPAS. PRIDE Mod II will capture the needs of the Program Management Office, Naval Service Training Command (Customer Support Desk (CSC) GREAT LAKES) and Officer training schools (except NROTC programs and the Naval Academy) in support of continued training of the new recruits and officer trainees.

PRIDE Mod II will integrate the officer, enlisted active, and reserve processes into one system allowing Navy Recruiting Command Operations the flexibility to streamline its recruiting force and create multifunction field recruiters who can coordinate officer and enlisted Kit processing. The PRIDE Mod II system will have increased automated tracking of applicants in Kit completion, processing, orders and shipping. PRIDE Mod II will also contain the ability to positively identify all personnel, pass digital forms, and communicate with selection board optical systems.

PRIDE Mod II will increase the reporting capability for statistics, Ad hoc reports, OLAP, and incentives management. Strategic planning initiatives may see increased statistics of the accession process to more accurately compute lead metrics. PRIDE Mod II will commit to a standards based exchange with all systems to ensure accurate reports for all organizations within NRC, N1 and external partners. Ultimately, PRIDE Mod II will execute business efficiencies for all aspects of the recruiting process. Increased accuracy of data components will not only consist of increased data validation but also a new commitment to integrate new business agreements via web service data contracts. PRIDE Mod II and beyond will propel the Recruiting Force into 2020 with a system capable of flexibility, accuracy and unique tracking enhancements. 

Pride Modernization II is sponsored by the Commander, Navy Recruiting Command (CNRC).  The acquisition program is being managed by PMW 240.

The user community for Pride Modernization II is:

· CNRC N3 Operations
· CNRC N5 Recruiting Future Operations
· CNRC N6 Information Technology/Communications
· CNRC N7 Training
· CNRC N9 Advertising
· CNRC CR Navy Recruiting Command Chief Recruiter
· CNRC Regions
· CNRC Districts
· National Reserve Program Coordinator

· National Waiver Supervisor

· National Waiver Staff

· National System Administrator

· Region EPO

· Region Statistician

· Region Chief Recruiter (CR)

· Region Classifier

· District Enlisted Programs Officer (EPO)
· District Statistician

· Division Officers
· Recruiter

· LCPO/LPO
· District CR

· District DEP Manager

· District Waiver Manager

· Enlisted Process Division Supervisor (EPDS)

· Classifier

· Recruit Training Command (RTC) Student Control
· Recruit Training Command (RTC) Classifier
· Navy Recruiting Orientation Unit (NROU) Staff

· Enlisted Community Manager (ECM)

· Production Management Organization (PMO)
· Recruiting Operations Officer (R-OPS)
· Officer Processors

· Self-service Applicant
Support agencies include CNRC – N6 Information Technology, and Selection & Classification – BUPERS CIV. 

Documents relevant to this System / Subsystem Specification are:

· PRIDE Modernization II Functional Requirements Document (FRD) – PRIDE Modernization II Version 1.3 Dated 6 January 2012
· PRIDE Modernization II Performance Work Statement– “PRIDE Mod PWS x_xx_xx – FRD”

· System / Subsystem Specification Data Item Description (DI-IPSC-81432A)

2.1 Document Overview

The purpose of this document is to state the Pride Modernization II requirements. The source of the requirement statements is the PRIDE Modernization II FRD developed by CNRC N6.
2.1.1 Enclosures

· Enclosure 1 – Traceability Matrix
2.1.2 Referenced Documents

System / Subsystem Specification Data Item Description (DI-IPSC-81432A)

Personalized Recruiting for Immediate and Delayed Enlistment Modernization II  (PRIDE Mod II) PWS X_X_XX,  dated 
PRIDE Modernization II FRD V 1.3 dated 6 January 2012
Navy Standard Integrated Personnel System (NSIPS) Interface Control Document (ICD)  PRIDE to NSIPS Version 1.10 dated 05 October 2010
Corporate enterprise Training Activity Resource System (CeTARS) ICD for PRIDE Mod I and CeTARS Version 1.10 dated 05 October 2010
Web Recruiting Tools (WebRTools) ICD for PRIDE Mod I to WebRTools Version 1.9 dated 05 October 2010

enterprise Service Oriented Architecture (ESOA) System ICD PRIDE to eSOA Version 1.85, dated 19 April 2011
Rating Identification Engine (RIDE) ICD for PRIDE to RIDE Version 1.9 dated 07 September 2010

Integrated Logistics Support Plan (ILSP).

Enlisted Recruiting Incentive System (ERIS) data elements ((PO NAVCOM 16501B (Navy Recruiting Awards Manual, Chapter 5-Section 5) 
Navy Recruiting Manual-Enlisted COMNAVCRUITCOMINST 1130.8H
Enlisted Recruiting Incentive System (ERIS) manual Version xxx dated xx
NASIS User’s Guide version xx dated xx

3 Requirements
3.1 Tasks

3.1.1 The Major Task Areas

3.1.1.1 Enlisted functional requirements for increment II of PRIDE Modernization that were not completed by release 1.

3.1.1.2 Officer requirements for recruiting and selection process
3.1.1.3 New requirements that support U.S. MEPCOM interface with NRC
3.1.1.4 New requirements that support the security application and eQUIP interface within NRC
3.2 Required States and Modes

3.2.1 Active State

3.2.1.1 PRIDE Modernization II shall operate in an active, connected state, where the system is physically located and contained in the SPAWAR New Orleans Data Center. 
3.2.1.2 The system shall be physically connected to an external network via the Navy/Marine Corps Intranet (NMCI) or the Internet.  The various ways PRIDE Modernization II can be utilized is listed below.

3.2.1.3 The system shall deliver services and content within the Navy shore enterprise in the continental United States (CONUS), Navy shore enterprise outside the continental United States (OCONUS), through Internet Service Providers to domestic residences and commercial locations (with Common Access Card (CAC) enabled access) both CONUS and OCONUS.

Operation shall consist of the following modes:
3.2.1.3.1 CONUS via NMCI – Users within Navy facilities in the continental United States shall access the PRIDE Modernization II application over the existing NMCI infrastructure on the .mil domain.

3.2.1.3.2 CONUS via Recruiting Services Network (RSN) – Users within US MEPCOM spaces supporting Navy business processes in the continental United States shall access the PRIDE Modernization II application over the existing RSN infrastructure if no Navy circuit is available.
3.2.1.3.3 CONUS via Non-NMCI/RSN – Users located outside Navy facilities, but within the continental United States, shall access the PRIDE Modernization II application over the Internet.

3.2.1.3.4 OCONUS via ONE-NET – Users located outside the continental United States shall access the PRIDE Modernization II application over the ONE-NET infrastructure.

3.2.1.3.5 OCONUS via NMCI – Users located outside the continental United States shall access the PRIDE Modernization II application over existing NMCI infrastructure on the .mil domain.

3.2.1.3.6 OCONUS via Non ONE-NET/NMCI – Users located outside the continental United States shall access the PRIDE Modernization II application over the Internet.

3.2.1.3.7 CONUS via Non-NMCI/Mobile Recruiter Initiative (MRI) users – all mobile users as roles are created shall have the capability to access PRIDE Modernization II environment via the Internet using a CAC.   

3.2.1.3.8 CONUS via Legacy networks – system users on Navy legacy networks shall access the PRIDE Modernization II application via the Internet using secure access protocols.

3.2.1.3.9 Navy officer and enlisted applicants shall be required to access Pride Modernization II application module via the internet using user ID and password provided by the NRD processor or recruiter to update documents and information in support of their application kit.
3.2.1.3.10 The system shall allow for dual applications where an individual applicant can have an officer and enlisted application.
3.2.1.3.11 The system shall allow changing of an enlisted application to an officer application (OPO to EPO referrals or an EPO to OPO referral).

3.2.1.3.12 The system shall allow deletion of an application for either an officer or enlisted record.

3.2.1.3.13 The system shall allow for an enlisted applicant to have an NROTC application.

3.2.1.3.14 The system shall allow CNRC Code N3M to enter officer medical applicant information in the system. Note: not all officer medical data comes from US MEPCOM; some comes from contract doctors.

3.2.1.3.15 The system shall accept officer medical information from US MEPCOM.

3.2.1.3.16 The system shall allow projection of an officer applicant to eSOA/MIRS/XRISS for a medical exam.

3.2.1.3.17 The system shall allow an applicant record of SF-86 to be inputted in PMOD II via a user interface and signed by a biometric or electronic signature.

3.2.1.3.18 The system shall allow an SF-86 to be received from WebRTools SSA application.

3.2.1.3.19 The system shall validate all fields of the SF-86 for completeness and correctness.

3.2.1.3.20 The system shall send and receive SF-86 data to JPAS.

3.2.1.3.21 The system shall provide the ability to view status updates from JPAS on an applicant tracking list.

3.2.1.3.22 The system shall provide an alert to the applicant processor if JPAS requires additional information to complete the application.
3.3 System Functional Requirements

The Pride Modernization II functional requirements are stated in Section 3 of the FRD and contain business rules and business process flows that support the requirements. The SSS contains those requirements with additional amplifying information.  These documents are complementary and the SSS is to be used in conjunction with the FRD.
Various forms are identified throughout this document.   All forms will be provided as GFE.
3.3.1 Officer 

Officer Business Process Flow and System Requirements 

3.3.1.1.1 The system shall accept documents uploaded by the applicant in the WebRTools Self Service Application in support of Kit processing.

3.3.1.1.2 The system shall capture biometric finger prints to positively identify the applicant.

3.3.1.1.3 The system shall provide the capture of biometric finger prints in a picture format and digital format to the following Navy and DoD system users via web service to support processing, selection, shipping and training of the applicant:
· WebRTools

· NSIPS

· eSOA/MIRS/XRISS
· CeTARS

· ADW

· eQIP
· BOL (EMPRS)
3.3.1.1.4 The system shall use the DADMS approved Adobe Livecycle Enterprise Suite™ to execute workflow across the officer accession and recruiting process.

3.3.1.1.5 The system shall provide the ability for Eligibility Determinations and all waivers to be processed; and determinations communicated to the appropriate interface partner.
3.3.1.1.6 The system shall allow for configuration of the workflow suite by end users to accommodate business process changes that occur in officer accession and recruiting.
3.3.1.1.7 The system shall interface using web services, as the preferred method, of connecting with DOD and Navy partner systems.

3.3.1.1.8 The system shall have the capability to provide secure file transfer protocols for non-web service capable system to system transfers as needed for officer accession and recruit processing.

WRT Self Service Application – document Submission

The system shall maintain an accurate organization of Naval Recruiting Command for all business operations using inputted organization information within an organization table.

The system shall exchange data elements from the WRT Self Service Application (SSA) or the main application module of WebRTools, in support of an applicant document submission, as noted in Appendix B of the FRD (Self Service Application Data).
The system shall exchange the Education Information data-entry fields from WRT SSA or WebRTools, as noted in Appendix B of the FRD (Self Service Application Data).

The system shall determine the Applicant’s Lead type based upon the Applicant’s Education Level option selection. If the Applicant selects the College Graduate option, has completed at least two years with a degree plan, or the Master’s Degree or higher option to include the First Professional, the system shall classify the Applicant as an Officer Lead. Otherwise, the system shall classify the Applicant as an Enlisted Lead.

The system shall exchange employment Information data-entry fields as noted in Appendix B of the FRD (SSA Data Elements) if applicable.
ESOA/MIRS/XRISS – applicant portal information

Reserve leads from prior service
The system shall receive from NSIPS (from NES, and OPINS) leads, a list of potential officer and enlisted Reserve candidates (they are referrals).
The system shall pass officer and enlisted Reserve candidates to WebRTools.
The system shall receive officer and enlisted referrals from WebRTools.  

Officer Prospecting
The system shall provide authorized Users the ability to import prospect information from the designated Applicant Prospecting CRM system (i.e., WebRTools).  
The system shall require, at a minimum, entries in the following fields prior to allowing import of any specific Prospecting record:
· Last name 

· Social Security Number (SSN)

First contact
The system shall have the ability to receive from WebRTools biometric information.
Positive identification
The system shall interface with eSOA/MIRS/XRISS to provide the ability to ensure positive identification of Applicants processed for military service.

The system shall provide the capability to capture, index and validate the Applicant’s biometric data to their entrance processing record.  
Once an Applicant is enrolled, the Applicant’s biometrics shall be used to verify positive identification continuously throughout entrance processing. 
The system shall have the capability to capture, review, update, and delete facial recognition quality digital photographs.
The system shall have the capability to manage fingerprint biometrics by storing in temporary holding files, interface with DoD systems and Biometric Information Management Agency (BIMA).

The system shall have the capability to detect digital photograph devices via a web interface.

 The system shall have the capability to detect fingerprint biometric devices.

The system shall have the capability to verify the identity of the Applicant via association (match biometric)

The system shall have the capability to communicate with fingerprint biometric input devices.

The system shall have the capability to communicate with digital photograph input devices.
ESOA / MIRS / XRISS Enrollment
The system shall interface with eSOA/MIRS/XRISS to obtain the initial capture and storage of the Applicant’s biometrics and the association of the biometric with the Applicant entrance processing record.

The system shall have the capability to communicate bi-directionally with authorized Accessions Communities of Interests (ACOI) for biometric verification.

The system shall verify the biometric signature (index finger) matches the current on file biometric signature prior to validating a form for signature.

The system shall have the capability to exchange notifications and acknowledgements with authorized ACOI for biometric verification.

The system shall have the capability to associate Applicant biometric information with the Applicant’s entrance processing record

The system shall have the capability to index Applicant biometric information with the Applicant’s entrance processing record

System shall have the capability to search for previously enrolled biometrics.

The system shall have the capability to process sponsoring service change request using biometric information.

The system shall have the ability to process supporting documentation from ESOA/MIRS/XRISS on biometric data and applicant records.

Enhanced Medical Pre-screen
The system shall have the capability to associate medical pre-screen questions with the Applicant's pre-screen results, answers, and comments.

The system shall have the capability to support medical pre-screen – e.g. Medread.
The system shall have the capability to index medical data to an Applicant’s record.

The system shall have the capability to manage configuration changes within medical pre-screening.

The system shall have the ability to receive check-in and check-out information based on a biometric check in at METS, MEPS and other sites and processing stations when contract medical screening is performed for officers.  (Replaces MEPS Track)  
The system shall have the capability to access the records management capability to generate medical forms.
The system shall have the capability to receive information from the National e-Verify system if ESOA/MIRS/XRISS passes this information to the services.
Standardized Testing
The system shall provide Standardized Testing information fields for updates, deletions or addition. (Authorized users only as designated)
The system shall receive Standardized Testing information fields as noted in Appendix D of the FRD (Standardized Testing Information).

Kit Processing / Applicant Processing
Note:  Kit Processing/Applicant Processing Information fields are separated into two sections; General and Designator-specific.
General Applicant processing
3.3.1.1.8.1.1 The system shall provide general Applicant Processing Information fields to receive data as noted in the Appendix E (General Applicant Processing Fields).  The General information fields apply to the entire applicant Kit.

3.3.1.1.8.1.2 The system shall provide the ability to enter Bonus / Incentive information for more than one Bonus / Incentive event.  Data Field information is noted in Appendix E of the FRD (General Applicant Processing Fields).
3.3.1.1.8.1.3 The system shall provide the ability to receive and enter Scroll information for more than one Scroll event.  Data Field information is noted in Appendix E of the FRD (General Applicant Processing Fields).
3.3.1.1.8.1.4 The system shall provide the ability to receive and enter Internal and External Waiver information for more than one External Waiver event.  Data Field information is noted in Appendix E of the FRD (General Applicant Processing Fields).  The system enters the information within the DD Form 1966 and has the capability to print, view and store.
Designator-specific processing
3.3.1.1.8.1.5 The system shall allow an Applicant to process for up to five Designators within one Kit. 

3.3.1.1.8.1.6 The system shall provide and receive Designator-specific processing information fields as noted in Appendix F of the FRD (Designator-specific Processing Information Fields).

3.3.1.1.9 The system shall provide authorized Users the ability to save changes made to the processing Kit.

3.3.1.1.10 The system shall receive and store from WRT SSA information in the following functional sections:

· Applicant quick reference

· Applicant processing information

· Applicant blueprint information

· Applicant demographic information

· Applicant education information

· Applicant military service information

· Applicant United States Navy Reserve (USNR) and NAVET processing information

· Applicant Final Selection and Actions

· Applicant collegiate and OCS management
3.3.1.1.11 The system shall contain an Applicant profile that will automatically update all of the identical fields with information entered into a single field so applicant data shall appear only once and be populated in multiple locations.
3.3.1.1.12 The system shall allow a collegiate/OC program applicant that was terminated from the program to be projected as an enlisted applicant for classification, DEP and shipping to RTC.

Applicant Kit Documentation
The system shall provide Users the ability to upload various electronic documents (herein referred to as Applicant Kit documentation), including photographs and videos for use in workflow management.
The system shall provide authorized Users the ability to upload and download Kit documentation regardless of the Kit’s current status or position in the overall workflow, in accordance with NRC hierarchy.

The system shall provide authorized Users the ability to add document types to the standard list of Document Type options.

The system shall associate uploaded Applicant Kit documentation to the appropriate corresponding designator processing submission and NRD processor. 

The system shall notify the NRC Processor associated with the Applicant Kit when a new file is associated with the Kit via an alert.
The systems shall provide the NRC Processor the following information concerning a newly associated file:

· Associated Kit ID

· Applicant last name, first name

· Current Work Group affiliated with the Kit

· Type of file uploaded

The system shall provide Users the ability to display and print Kit documents.

The system shall restrict Applicant Kit documentation deletion rights to the following User Roles only:

· Applicant prior to hitting final submission button 

· NRC Lead Processors prior to applicant selection

· NRD-level User Roles  prior to approval of Kit submission by Program Manager

· System Administrator can only delete an applicant’s record after processing

The system shall restrict deletion of uploaded Applicant Kit documentation by NRD-level Users to only those Kits not finally approved by the NRD Commanding Officer or Officer Program Officer. 

Officer Kit
The system shall check entries from WebRTools SSA application to ensure required valid entries match the fields noted in Appendix G of the FRD (Kit Field Validation) prior to allowing the NRD Processer to perform a checklist validation action for a particular designator.
The system shall allow the user to add and modify an Applicant’s SSN with corresponding support documentation to the processor, NLO or EPDS.
The system shall allow an SSN change by an NLO prior to projection.

The system shall allow an SSN change after initial projection to ESOA/MIRS/XRISS only by the system administrator.

The system shall allow, as an exception, the NLO after initial projection to make an SSN change only when MEPCOM system rejects the SSN either through an SSN conflict or an SSA validation error.

Display the Status of Waivers
The system shall have the ability display, export and print waiver status reports to include the following data elements:

SSN

Waiver Type
Waiver Category

Date Waiver Initiated

Days in work

Applicant Program

Approved/Disapprove Status Action Date

Status (Approved, Disapproved, Pending)

3.3.1.1.12.1.1 The system shall maintain a log of approved program waivers to include the following information:

Name (Last, First, and MI)

SSN

Date Submitted

Waiver Type (Text Field)

Waiver Approved (Yes or No)

Name of Waiver Processor (Last, First, and MI)

Job / Program (Text Field)

Number of Points waived
3.3.1.1.12.1.2 The system shall have the ability display all documents associated with an applicant.
Alerts
3.3.1.1.12.1.3 Waiver Notification shall include:

Identification of the originating individual, District, Region, or MEPS

The deadline for the reviewer’s decision

The method of accessing the waiver under review

The method for indicating approval and the ability to enter comments

The method for indicating disapproval and the ability to enter comments

3.3.1.1.12.1.4 The system shall notify the user by waiver type if a waiver package linked to the SSN is already in the system.

3.3.1.1.12.1.5 The system shall alert the NLO that an applicant has a waiver pending and not allow the applicant to ship or confirm.
3.3.1.1.12.1.6 The system shall notify the District of the disposition of an OCM waiver and allow the District to print an approval or disapproval letter.  (See FRD for Business Rules)
3.3.1.1.12.1.7 The system shall notify the District of the disposition of the Dependent waiver and print an approval or disapproval letter.

3.3.1.1.12.1.8 The system shall notify the District of the disposition of the Major Misconduct / Civil waiver and print an approval or disapproval letter.

3.3.1.1.12.1.9 The system shall notify the District of the disposition of the RE-Code waiver and allow the user to print an approval or disapproval letter.

3.3.1.1.12.1.10 The system shall notify the District of the disposition of the Navy Initial Fitness Assessment (IFA) and Physical Screening Test (PST) waiver and allow user to print an approval or disapproval letter.

Officer Accessions Processing

The system needs to provide CNRC Code N3M the capability to enter physical readiness data for officer applicants.

The system shall capture the officer applicant’s personnel file and locate missing information. At this time, the officer applicant might be re-designated.

The system shall capture the officer applicant’s personnel file (for example, paperwork and waiver approvals).

The system shall capture the applicant’s “entry grade sheet” decision made by the Professional Review Board and the applicant’s record is updated in PRIDE MOD II.

Professional Boards
The system shall provide and receive general Applicant Processing Information field as noted in Appendix E of the FRD (General Applicant Processing Fields).

The system shall provide for a Pro-Board recommendation using the following information fields:

A – Alternate

N – No 

H – Hold – Information required 

T – Table – No Information needed

X – Not Basic Eligibility Requirement (BER)

Y – Yes 

The system shall allow all users the ability to read Pro-Board recommendations for each designator field.

The system shall allow edit rights for data populated based upon action taken by the Pro-Board work group as per the designator flow chart provided in support of Adobe Live Cycle™ workflow.

The system shall post Pro-Board recommendation date / time stamp associated with the action of Pro-Board recommendation (displayed as DDMMYYYY).

Acceptance or Rejection
The system shall allow for Applicant Selection and Actions Information (identified in Appendix H of the FRD (Applicant Final Selection Data)) by the selecting authority as follows:

· Applicant Final Selection information – information fields for data that applies to Final Selection.

· Applicant Final Processing information – information fields for data that applies to Enlistment, Commissioning, and OCS and ODS.

· Applicant Management and Archiving Actions information – information displays for data that applies to Management and Archiving Actions.

Applicant Final Selection Information

The system shall receive and provide the Applicant Final Selection Information fields as noted in Appendix H of the FRD (Applicant Final Selection Information Data) 

Sign Oath and Prepare Orders
The system shall capture whether the applicant signed the Oath of Enlistment or if waiver required.

The system shall allow an applicant to sign and provide an oath of enlistment before receiving official orders.  

The system shall allow workflow of the applicant’s record back to NRD processor in the case that the applicant does not sign the oath or a waiver is needed.

The system shall allow a record to be maintained for 6 years even though an applicant is not selected.

The system shall capture any waivers attempted and waiver status in the applicant’s record.

Commissioning

Enlistment and Commissioning Information

3.3.1.1.12.1.11 The system shall receive and provide and the User with the Enlistment and Commissioning information fields noted in Appendix I of the FRD (Enlistment and Commissioning Information Data).
3.3.1.1.12.1.12 The system shall capture the Officer applicant’s orders request, status and delivery.
3.3.1.1.12.1.13 The system shall generate orders to OCS upon receipt of the IRR officer candidate’s (non-collegiate) Final Select Letter.  This must be done no later than 30 days prior to the assigned OCS class start date. 
3.3.1.1.12.1.14 The system shall contain a duty preference sheet to be completed by active duty collegiate approximately six months prior to graduation.  
3.3.1.1.12.1.15 The system shall allow the duty preference sheet to be forwarded to the appropriate PERS code.  
3.3.1.1.12.1.16 The system shall allow the user to request the appropriate Commissioning documents (COMDOCS) once the individual’s actual graduation date and current N3M letter are available. 
3.3.1.1.12.1.17 The system shall allow the user to request a N3M letter if the individual’s letter is more than 2 years old at the time of commissioning.  
3.3.1.1.12.1.18 The system shall capture the applicant’s contract physical results and any medical waiver requested.

3.3.1.1.12.1.19 The system shall allow N3M access to enter information into the PRIDE MOD II system.

3.3.1.1.12.1.20 The system shall capture an officer applicant’s drug test status or any violation committed.
3.3.1.1.12.1.21 The system shall capture an officer applicant’s violation that was committed. At that time, a determination will be made of whether the officer will remain in the Navy.
Death of Candidate
3.3.1.1.12.1.22 The system shall contain a Personnel Casualty Report (PCR).  
3.3.1.1.12.1.23 The system shall allow the PCR to be routed via workflow.

3.3.1.1.12.1.24 The system shall contain a letter of condolence.

3.3.1.1.12.1.25 The system shall allow the letter of condolence to be routed via workflow.

3.3.1.1.12.1.26 The system shall allow the user to contact the appropriate PM to cancel the colligate’s OCS/ODS reservation.  

Training Pipeline
OCS and ODS

The system shall receive and provide the User the OCS and ODS information fields as noted in Appendix J of the FRD (OCS and ODS Information Data).

The system shall pass OCS and ODS candidates to CeTARS prior to arrival to include applicant and medical information.

The system shall receive a confirmation from CeTARS that applicant arrival information has been received.

The system shall capture applicant orders outlining the training required.

Applicant Collegiate and OCS Management 
The system shall provide the Applicant Collegiate and OCS Management fields as noted in Appendix K of the FRD (Applicant Collegiate and OCS Management Fields Data).
The system shall receive applicant information from CETARS including the training status of each applicant.
 The system shall require applicants to upload transcripts.
Applicant USNR and Navy Veteran (NAVET) Processing Information

Applicant NAVET Status Information 

3.3.1.1.12.1.27 The system shall receive and provide the Applicant NAVET Status Information fields as noted in Appendix L of the FRD (Applicant NAVET Status Information and Billet Information Field Data).
3.3.1.1.12.1.28 The system shall have the ability to contain drill verification for NAVET applicants. 
Applicant Billet Information

3.3.1.1.12.1.29 The system shall receive and provide the Applicant Billet Information fields as noted in Appendix L of the FRD (Applicant NAVET Status Information and Billet Information Field Data).
Ad Hoc Report

3.3.1.1.12.1.30 The system shall generate user friendly Standard and Ad hoc reports using the “one click” method and filtering capabilities (for example, which schools produce the most engineers and which schools produce Hispanic chaplains).

3.3.1.1.12.1.31 The system shall produce reports (functional owner reports will provide reports upon request).

3.3.2 Awards / Recognition 

Establish and Maintain Point System

3.3.2.1.1 The system shall allow the user to establish, modify, store, and perform ad-hoc query points by Recruiter, Station, District, Region, and Nation.  

3.3.2.1.2 The system shall maintain a ranking of Recruiter and geographic subcategories based on point values. 

Track Award Standing

3.3.2.1.3 The system shall track all events included in the Enlisted Recruiting Incentive System (ERIS) and tie each event to a specific Recruiter, Classifier, Station, District, and Region. 

Recognize Performance

3.3.2.1.4 The system shall allow the user to indicate whether an Applicant is part of the CFP.

3.3.2.1.5 The system shall allow the user to extract production and goals data for external analysis in order to allow Management to identify trends, problems, and opportunities.  The user shall have access to the following data geographically by Recruiter, Station, District, Region, and Nation: 

· Goals

· Attainment

· Productivity

· Attrition

3.3.2.1.6 Data will be available via on-demand reports for specific period of time i.e., monthly, seasonally, annually, and within pre-defined date parameters for standard and ad-hoc queries.

Manage Staff Personnel

3.3.2.1.7 The system shall provide the ability to store and access Recruiting force personnel data including:

· Recruiter’s 

Name

SSN

Station

Zone

District

Region 

3.3.2.1.8 The system shall allow the user to define the hierarchy of each Recruiter.   The system shall store the following information: 

· The Station to which the Recruiter belongs 

· The Zone to which the Station belongs 

· The District to which the Zone belongs 

· The Region to which the District belongs 

3.3.2.1.9 The system shall provide the ability to generate reports for a given time from Station and Recruiter per Recruiter (PPR), which is a percentage, determined by the number of new contracts a Recruiter accesses based on a user defined period of time, usually monthly.

Capture Metrics on Job Sales (Refer to FRD Section 3.5 reports) 
Awards / Recognition 

3.3.2.1.10 The system shall compare National, Region, and District production against all goal and objective categories. 

3.3.2.1.11 The system shall track Enlisted New Contract goal attainment relative to National, Region, and District goals. 

3.3.2.1.12 The system shall automatically credit the New Contract goal attainment when an Applicant signs a contract for the first time to the Nation, Region, and District.

3.3.2.1.13 The system shall adjust the New Contract attainment credit for the Nation, Region, District, Station, Classifier, and Recruiter when reclassification places the Applicant in a special program category. 

3.3.2.1.14 The system shall track Enlisted Accessions (Shipping) goal attainment when an Applicant ships to RTC relative to the Nation, Region, and District. 

3.3.2.1.15 The system shall automatically credit to the Nation, Region, District, Station, Classifier, and Recruiter for Enlisted Accession (shipping) goal attainment when an Applicant ships to RTC. 

3.3.2.1.16 The system shall automatically debit by one the Nation, Region, District, and Station goal attainment when a Recruit attrites in the month in which the attrite occurs. 

3.3.2.1.17 The system shall automatically debit by one the Nation, Region, District, and Station goal attainment when an Applicant attrites from the DEP. 

3.3.2.1.18 The system will track changes made at RTC due to reclassification but will not change New Contract or Accession credit to the Recruiter, Station, District, or Nation goal attainment.  

3.3.2.1.19 The system shall allow the user to establish and maintain a point system for ranking Enlisted Recruiters and Classifiers in support of the award and recognition process.  

3.3.2.1.20 The system shall allow automatic modification of award points and categories based on changes in the competition system. 

3.3.2.1.21 The system shall maintain a ranking of Regions based on point values. 

3.3.2.1.22 The system shall maintain a ranking of Districts based on point values. 

3.3.2.1.23 The system shall allow Recruiters and Classifiers to view their current rankings in the point system. 

News (Officers)

3.3.2.1.24 The system shall allow the user to input announcements in a bulletin board format. 

3.3.2.1.25 The system will allow the user to input text, tables, graphs, charts, and data in any form compatible to Microsoft Office™ in an expandable field. 

3.3.2.1.26 The system shall allow changes and priority announcements to be visible when users log-in to the system. 

3.3.2.1.27 The system shall notify the user via the PRIDE MOD Release 2 splash screen or memo box when a new notice is submitted. 
News (Enlisted)
3.3.2.1.28 The system shall allow the user to input announcements in a bulletin board format. 
3.3.2.1.29 The system will allow the user to input text, tables, graphs, charts, and data in any form friendly to Microsoft Office in an expandable field. 
3.3.2.1.30 The system shall allow changes and priority announcements to be visible when users log-in to the system within a hyperlinked active APL memo field. 
3.3.2.1.31 The system shall notify the user when a new notice is submitted. 
3.3.3 Life Cycle Build for Individuals
Processing Officer Kits
Note:  the following subsections delineate the actors and actions involved in the Officer Processing processes associated with each of the following Officer Communities or Officer Program Areas:

General Officer
Judge Advocate General (JAG)
Nuclear (NUC)

Cyber Warfare Engineer (CWE)

Fleet Applicants

Reserve Direct Commission Officer (DCO)
Naval Veteran (NAVET)
Career Transition Officer (CTO)
Direct Commissioning (DC)
Medical Corps (MC)
Medical Service Corps (MSC)
Nurse Corps (NC)
Chaplain Corps
Engineer Duty Officer (EDO)
3.3.3.1.1 The system shall, prior to upload, provide the ability to associate any processing document with the appropriate designator program submission, including the following document types:

· Report of medical examination (DD 2808)

· N3M letter

· Birth certificate

· Electronic Personnel Security Questionnaire (EPSQ) (i.e., Standard Form [SF] 86)

· Certificate of Release or Discharge from Active Duty (DD 214)

· DD 368

· CV

· CCPD

· Ecclesiastical endorsement letter – the system shall limit access to documents of this type to HQ-level Users only

· Transcript

· MOU

· Preliminary Select / Non-Select letter – the system shall limit access to documents of this type to HQ-level Users only

· Final Select / Non-Select letter

· Other

General Officer Processing
3.3.3.1.2 The system shall provide the ability to manage each of the officer processing flows.    The steps necessary for processing each flow are contained in this FRD.
3.3.3.1.3 The system shall receive order information on new officer assignments or at a minimum indication that orders are available in OAIS or OPINS.
3.3.3.1.4 The system shall capture billet information via reserve IDT orders generated out of IDT Order Writer.  

Officer Program Processing

3.3.3.1.5 The system shall configure the initial workflow process to match the given flow process as outlined below:
Note:  See FRD for flow
3.3.3.1.6 The system shall provide the ability to manage the officer processing flow for Judge Advocate Officer Processing.
Note:  See FRD for flow
3.3.3.1.7 The system shall provide the ability to manage the officer processing flow for Nuclear Propulsion Officer Processing.
Note:  See FRD for flow
3.3.3.1.8 The system shall provide the ability to manage the officer processing flow for Cyber Warfare Engineer Officer Processing.
Note:  See FRD for flow

3.3.3.1.9 The system shall provide the ability to manage the officer processing flow for Fleet Officer Processing
Note:  See FRD for flow

3.3.3.1.10 The system shall provide the ability to manage the officer processing flow for Reserve Direct Commission processing

Note:  See FRD for flow

3.3.3.1.11 The system shall provide the ability to manage the officer processing flow for Navy Veteran’s Officer processing

Note:  See FRD for flow

3.3.3.1.12 The system shall provide the ability to manage the officer processing flow for Career Transition Office Officer processing
Note:  See FRD for flow

3.3.3.1.13 The system shall provide the ability to manage the officer processing flow for Reserve Direct Commission processing

Note:  See FRD for flow

3.3.3.1.14 The system shall provide the ability to manage the officer processing flow for Dental Officer processing

Note:  See FRD for flow

3.3.3.1.15 The system shall provide the ability to manage the officer processing flow for Medical Corps processing

Note:  See FRD for flow

3.3.3.1.16 The system shall provide the ability to manage the officer processing flow for Medical Service Corps processing

Note:  See FRD for flow

3.3.3.1.17 The system shall provide the ability to manage the officer processing flow for Nurse Corps Officer processing

Note:  See FRD for flow

3.3.3.1.18 The system shall provide the ability to manage the officer processing flow for Chaplain Corps Officer processing

Note:  See FRD for flow
3.3.3.1.19 The system shall provide the ability to manage the officer processing flow for Engineering Duty Officer (EDO)

Note:  See FRD for flow
3.3.4 Officer Delayed Entry Program (DEP) Management Requirements

Management of Active Duty Collegiates:  

3.3.4.1.1 The system shall contain a copy of the individual’s Annual Certification of Physical Condition (NAVMED 6120/3).  

3.3.4.1.2 The system shall allow the individual’s Annual Certification of Physical Condition (NAVMED 6120/3) to be modified and edited when changes are necessary.  

Management of Individual Ready Reserve (IRR):  

3.3.4.1.3 The system shall allow the user to update to an IRR collegiate’s personal information (such as phone number, address, and email).  

3.3.4.1.4 The system shall allow the user to document face-to-face contact with IRR collegiates.

3.3.4.1.5 The system shall generate the Collegiate Contact Report NAVCRUIT 1131/39.  

Chaplain Student Management:  

3.3.4.1.6 The system shall produce a list of all chaplain students in a Program Officer’s recruiting Area of Responsibility (AOR).  

3.3.4.1.7 The system shall include, at minimum, the following information for each chaplain student: name, phone number, address, school attending, anticipated program completion, and / or transfer date.  

3.3.4.1.8 The system shall allow users to document all face-to-face contacts with each chaplain student.  

3.3.4.1.9 The system will generate a Collegiate Contact Report (CCR) NAVCRUIT 1131/39.  

3.3.4.1.10 The system shall allow users to document all changes of status for each chaplain student (i.e physical condition, course failure, low exam performance, incomplete thesis, or anything which would result in an unacceptable GPA or noncompliance to degree requirements per the specific program service agreement and / or school degree requirements on the part of the collegiate).  

3.3.4.1.11 The system will generate a Collegiate Management Report (CMR) NAVCRUIT 1131/40.  

Management of Inactive Ready Reserve (IRR) Officer Candidates (Non-Collegiates) (OCS/ODS):  

3.3.4.1.12 The system shall allow the user to update to an IRR officer candidate’s personal information (such as phone number, address, and email).  

3.3.4.1.13 The system shall allow the candidate to complete the Personnel Qualifications Standards (PQS).  

3.3.4.1.14 The system shall allow the OR/OACR to sign Personnel Qualifications Standards (PQS) documents.  

3.3.4.1.15 The system shall allow the user to record the candidate’s swim test results.  

3.3.4.1.16 The system shall allow the candidate to sign and date a NAVCRUIT Form 1131/15.  

3.3.4.1.17 The system shall archive a copy of the candidate’s NAVCRUIT Form 1131/15.  

3.3.4.1.18 The system shall allow the candidate to sign and date an initial Change of Status Questionnaire (NAVCRUIT 1131/33).  

3.3.4.1.19 The system shall archive a copy of the candidate’s initial Change of Status Questionnaire (NAVCRUIT 1131/33).  

3.3.4.1.20 The system shall allow the candidate to sign and date a Hold Harmless Agreement and Release from Liability Certificate (NAVCRUIT 1100/27).  

3.3.4.1.21 The system shall archive a copy of the candidate’s Hold Harmless Agreement and Release from Liability Certificate (NAVCRUIT 1100/27).  

DEP Audits:

3.3.4.1.22 The system shall produce a snapshot report of the NRD Officer DEP program to help monitor the program’s effectiveness, readiness, and deficiencies.  NOTE – DEP audits will result from problems are identified in this report (such as excessive losses or excessive problems, etc.)  

3.3.4.1.23 The system shall archive the snapshot reports for two years.  

3.3.4.1.24 The system shall route the snapshot reports to the NRD CO via the chain of command.  

DEP Turnover:

3.3.4.1.25 The system shall allow the user to document the results of the OR/R-OPS/OACR turnover study.  

Attrition Analysis:  

3.3.4.1.26 The system shall produce a monthly DEP attrition report.  

3.3.4.1.27 The system shall allow the user to insert recommended corrective actions into the DEP attrition report.  

3.3.4.1.28 The system shall allow the DEP attrition report to be reviewed / approved via workflow.  

Active Duty Collegiate Transfer:  

3.3.4.1.29 The system shall contain a letter requesting authorization of transfer for an active duty collegiate.  

3.3.4.1.30 The system shall allow the letter requesting authorization of transfer to be reviewed / approved via workflow.  

3.3.4.1.31 The system shall contain a letter of endorsement for an active duty collegiate (to be completed by the gaining NAVCRUITDIST).  

3.3.4.1.32 The system shall allow the letter of endorsement to be reviewed / approved via workflow to collegiate management.  

3.3.4.1.33 The system shall contain a transfer letter for an active duty collegiate (to be approved by the appropriate program director).  

3.3.4.1.34 The system shall allow the transfer letter to be reviewed / approved via workflow to the new NAVCRUITDIST.  

Change in Personal / Legal / Other Status:  

3.3.4.1.35 The system shall contain a letter requesting authorization of transfer for an active duty collegiate.  

3.3.4.1.36 The system shall allow the status changes to be reviewed / approved via workflow to the new appropriate personnel.
·  IRR collegiates must notify their respective manager.
· Active duty collegiate must notify their NAVCRUITDIST.
· NAVCRUITDIST must report to NAVCRUITCOM.
· IRR officer candidates (non-collegiates) must notify their OR/OACR.
· Chaplain collegiate must notify the Chaplain Candidate Program Officer.
· JAG collegiate must notify PERS-4416.
Collegiate Management:  

3.3.4.1.37 The system shall allow the officer recruiter or NAVCRUITDIST military designee to document their contact with active duty Collegiates in a Collegiate Contact Report (CCR) NAVCRUIT 1131/39.  

3.3.4.1.38 The system shalll allow the officer recruiter or NAVCRUITDIST military designee to review and document academic status and report any known or anticipated academic degree deficiencies to Collegiate Management N315.  

3.3.4.1.39 The system shalll allow the officer recruiter or NAVCRUITDIST military designee to review the status of HSCP interns and modify their Degree Completion Plan (DCP) as required.  

3.3.4.1.40 The system shall allow the DCP to be reviewed / approved via workflow.  (Note – see additional documentation for specific workflow).  
3.3.4.1.41 The system shall maintain the following documentation: 
· Active duty collegiates and chaplain students:
Collegiate Contact Reports (CCR) (NAVCRUIT 1131/39).
Collegiate Management Reports (CMR) (NAVCRUIT 1131/40).
· NUPOCS:
NUPOC Collegiate Management Reports (NAVCRUIT 1131/65)
· IRR collegiate volunteering to participate in the PFA program:
Collegiate Contact Reports (CCR) (NAVCRUIT 1131/39).
Collegiate Management Reports (CMR) (NAVCRUIT 1131/40).
Hold Harmless Agreement and Release from Liability Certificates (NAVCRUIT 1100/27)
 

Collegiate Management Reports (CMR) (Report Control Symbols NAVCRUIT 1131-1 and 1131-7):  

3.3.4.1.42 The system shall allow the NAVCRUITDIST CO/XO to sign all CMR (NAVCRUIT 1131/40) and NUPOC CMR (NAVCRUIT 1131/65) that contain adverse information.  (Note - NAVCRUITDIST CO/XO may delegate signature authority to the R-OPS for reports with no adverse information.)  

3.3.4.1.43 The system shall allow all CMRs to be submitted, reviewed, and approved via workflow.  (Note – see additional documentation for timeframe-specific deadlines).  

3.3.4.1.44 The system shall allow the user to complete an “Additional Comments” section on the CRM (NAVCRUIT 1131/40) and NUPOC Collegiate Management Report (NAVCRUIT 1131/65). This section will contain a summary of any adverse information and recommended actions. (Note – see additional documentation for a list of adverse information categories).   

3.3.4.1.45 The system shall allow a statement of satisfactory completion or letter of good standing to be attached to the CMR.  

3.3.4.1.46 The system shall allow the following information to be attached to an adverse CMR:  
· Academic waiver request or disenrollment recommendation signed by the CO/XO for any violation.
· Member’s signed statement and plan to overcome academic or PFA deficiencies.
· Copies of NAVCRUITDIST counseling letters, letters of instruction, and/or warning letters to the member for academic or PFA violations.
· Any historic documents that may be of value in evaluating the adverse information.
· Other documentation as appropriate for other personal, medical, financial, or legal matters that have not been previously submitted to NAVCRUITCOM (N315).
· An updated Degree Completion Plan (DCP) signed by the member’s academic advisor.

3.3.4.1.47 Upon graduation, the system shall allow all CMRs to be submitted to NAVCRUITREG or NAVCRUITCOM (N315), as appropriate, along with the collegiate’s final transcript or statement of completion of internship, any license requirements and / or licensure exam scores.  

3.3.4.1.48 The system shall allow all CMRs that contain errors to be rejected, corrected, and resubmitted for approval via workflow. 

Collegiate Academic Responsibilities:  

3.3.4.1.49 The system shall allow the member to request extensions of their graduation date, changes in degree, major, Degree Completion Plan, or university.  

3.3.4.1.50 The system shall allow all member requests to be routed via workflow.  

NAVCRUITDIST Responsibilities:  

3.3.4.1.51 The system shall allow NAVCRUITDIST to generate Letters of Instruction or Warning with specific action items and follow-up.  

3.3.4.1.52 The system shall allow NAVCRUITDIST to approve changes to the Degree Completion Plan (DCP) using the Change Checklist.  (Note – see additional documentation for a list of exceptions to this rule).  

Academic Disenrollment:  

3.3.4.1.53 The system shall allow the user to modify a member’s record to indicate academic disenrollment or transfer.  

Medical / Physical Responsibilities / Requirements:  

3.3.4.1.54 If any problems are indicated by an active duty collegiate on their semi-annual Physical Activity Risk Factor Questioinnaire (PARFQ), the system shall allow the user to forward the required documentation to NAVCRUITCOM.  

Change in Physical Status:  

3.3.4.1.55 The system shall allow NAVCRUITDIST to send all appropriate documents to NAVCRUITCOM for review so the member can get a medical reassessment.  

3.3.4.1.56 The system shall allow NAVCRUITDIST to generate a Letter of Disenrollment for IRR collegiate and IRR officer candidates.  (Note – the NAVCRUITDIST will begin the medical board process for active duty colleagues.)  

3.3.4.1.57 The system shall allow NAVCRUITDIST to forward a copy of the results of the medical evaluation board to NAVCRUITCOM.  

3.3.4.1.58 The system shall allow all of the member’s medical evaluation documents to be forwarded to the Physical Evaluation Board (PEB) for their review.  

3.3.4.1.59 The system shall allow the member to review and sign their PEB findings document.  

3.3.4.1.60 Upon completion, the system shall allow the PEB package to be forwarded to NAVPERSCOM and NAVCRUITCOM, with a copy sent to NAVCRUITREG, for processing.  

3.3.4.1.61 The system shall allow NAVCRUITDIST to submit a letter to the appropriate NAVCRUITCOM code outlining the difficulties encountered with member compliance, along with an estimated timeline for final adjudication.  

3.3.4.1.62 The system shall generate a list of all medical / physical PEB issues monthly and route the list to NAVCRUITCOM (N315).  

Physical Fitness:  

3.3.4.1.63 The system shall allow DD-Form 2766 to be attached to the member’s folder.  

OCS/ODS Physical Readiness:  

3.3.4.1.64 The system shall allow the Physical Fitness Assessment (PFA) to be routed via workflow.  

3.3.4.1.65 The system shall contain a Hold Harmless Agreement and Release from Liability certificate (NAVCRUIT 1100/27) document.  

3.3.4.1.66 The system shall allow the Hold Harmless Agreement and Release from Liability certificate (NAVCRUIT 1100/27) document to be routed via workflow. 

NUPOC Advancement:  

3.3.4.1.67 The system shall contain a Meritorious Advancement for Referral letter for NUPOC/NR/NPI collegiates.  

3.3.4.1.68 The system shall allow the Meritorious Advancement for Referral letter to be routed via workflow to NAVCRUITCOM.  

BDCP Advancement:  

3.3.4.1.69 The system shall contain a Meritorious Advancement for Referral letter for BDCP collegiates.  

3.3.4.1.70 The system shall allow the Meritorious Advancement for Referral letter to be routed via workflow to NAVCRUITCOM. (Note – the student must also attach their transcript and a letter from the college indicating Dean’s List achievement.)  

3.3.4.1.71 The system shall contain an Advancement for Graduation letter for BDCP collegiate graduates.  

3.3.4.1.72 The system shall allow the Advancement for Graduation letter to be routed via workflow to NAVCRUITCOM.

CEC Advancement:  

3.3.4.1.73 The system shall contain a Meritorious Advancement for Referral letter for CEC collegiates.  

3.3.4.1.74 The system shall allow the Meritorious Advancement for Referral letter to be routed via workflow to NAVCRUITCOM. 

3.3.4.1.75 The system shall contain a One-Year CEC Advancement Form (NAVCRUIT 1131/210) for CEC collegiates.  

3.3.4.1.76 The system shall allow the One-Year CEC Advancement Form (NAVCRUIT 1131/210) to be routed via workflow to NAVCRUITCOM. (Note – the student must also attach their transcript.)  

3.3.4.1.77 The system shall contain an “Advancement for Graduation Form “ (NAVCRUIT 1131/209) for CEC graduates.  

3.3.4.1.78 The system shall allow the Advancement for Graduation Form (NAVCRUIT 1131/209) to be routed via workflow to NAVCRUITCOM. (Note – the student must also attach their transcript.)  

HSCP Advancement:  

3.3.4.1.79 The system shall contain a Meritorious Advancement for Referral letter for HSCP collegiates.  

3.3.4.1.80 The system shall allow the Meritorious Advancement for Referral letter to be routed via workflow to NAVCRUITCOM.  

Leave and Liberty:  

3.3.4.1.81 The system shall allow contain a Collegiate Status/Air Transportation/BAH and BAS Eligibility letter. 

3.3.4.1.82 The system shall allow NAVCRUITDIST to send the Collegiate Status/Air Transportation/BAH and BAS Eligibility letter to each collegiate upon enlistment.  

3.3.4.1.83 The system shall allow collegiate to notify their recruiters of their travel itinerary.  

3.3.4.1.84 The system shall allow the recruiter to provide the collegiate with an address and phone number of the nearest NAVCRUITDIST to the collegiate’s destination.  

3.3.4.1.85 The system shall contain a Leave Request / Authorization Form (NAVCOMPT 3065) so collegiates can request eligibility to travel on U.S. Air Force, Air Mobility Command (AMC).  

3.3.4.1.86 The system shall allow collegiate to route the Leave Request / Authorization Form (NAVCOMPT 3065) for approval via workflow.  (Note – all active duty collegiate must inform NAVCRUITCOM (N311/N313/N314) prior to commencing foreign travel to ensure there will be no security issues or restrictions.  Also, for leave, NAVCRUITDIST must inform NAVCRUITCOM (N313) prior to granting the leave request.  This is all part of the required workflow.)  

Collegiates Participating in Foreign Exchange or Other Academic Programs:  

3.3.4.1.87 The system shall allow collegiate to submit to NAVCRUITDIST a list of countries to be visited, embassy addresses, and phone numbers prior to the beginning of the exchange program.  

3.3.4.1.88 The system shall allow NAVCRUITDIST to approve the list of countries to be visited.  

3.3.4.1.89 The system shall contain a Travel Abroad letter (to be issued if NAVCRUITDIST approves the requested travel.)  

3.3.4.1.90 The system shall allow the Travel Abroad letter to be routed via workflow to the collegiate.  

3.3.4.1.91 The system shall allow NAVCRUITDIST to submit a new DCP to N315, Collegiate Management for approval if the exchange program is not on the approved DCP. 
3.3.5 Enlisted
Enlisted Business Process Flows and System Requirements
WRT Self Service Application – Document Submission:

The system shall exchange the data elements from Self Service Application (SSA) or its surrogate WebRTools, in support of an enlisted applicant document submission as noted in Appendix B of the FRD (Self Service Application Data Elements).

Positive Identification
The system shall provide the capability to capture, index and associate the Applicant’s biometric to their entrance processing record.
Note:  Once an Applicant is enrolled, the Applicant’s biometrics will be used to verify positive identification continuously throughout entrance processing.
The system shall have the capability to search for previously enrolled biometrics.
Facial Recognition
The system shall have the capability to:

· Manage facial recognition quality digital photographs.

· Detect digital photograph devices.
· Communicate with digital photograph input devices.

Fingerprint Bio-metrics
The system shall have the capability to:
· Manage fingerprint biometrics.

· Detect fingerprint biometric devices

· Verify the identity of the Applicant via association (match biometric).

· Communicate with fingerprint biometric input devices.
· Provide for registration and storage of biometric prints.
Enrollment

Enrollment for eSOA/MIRS/XRISS includes the initial capture and storage of the Applicant’s biometrics and the association of the biometric with the Applicant entrance processing record.  The system shall have the capability to capture, store, and send to other systems and applicant biometric data.
The system shall have the capability to store Applicant biometric data.
The system shall have the capability to communicate bi-directionally with authorized Accessions Communities of Interests (ACOI) for biometric verification.
The system shall have the capability to exchange notifications and acknowledgements with authorized ACOI for biometric verification.
The system shall have the capability to associate Applicant biometric information with the Applicant’s entrance processing record.
The system shall have the capability to index Applicant biometric information with the Applicant’s entrance processing record.
Enhanced Medical Pre-Screen

The system shall have the capability to perform pre-medical screening with eSOA/MIRS/XRISS.

The system shall have the capability to view medical pre-screen questions and pass to eSOA/MIRS/XRISS.

The system shall have the capability to index medical data to an Applicant’s record.

The system shall have the capability to manage configuration changes within medical pre-screening.

The system shall have the capability to access the records management capability to generate medical forms.
External Organization Checks
The system shall have the capability to manage Applicant personal data from external organization checks.  (currently, there are 4 organization checks).
Digital Signature
Note:
The digital signature/electronic signature function provides users with the capability to sign digital/electronic documents. The digital signature/ electronic signature capability shall provide signature capability to both CAC holders and non-CAC holders. The function will support single and batch signing of documents. This capability will work in conjunction with the positive identification, workflow management and business rules management features.

The system shall provide signature capability to both CAC holders and non-CAC holders.
The system shall have the capability to manage digital signatures.

The system shall have the capability to display digital signatures.

The system shall have the capability to allow the user to digitally sign an individual document for certification.

The system shall have the capability to allow a user to digitally batch-sign multiple documents.
MEPS or Medical Center Status
The system shall have the capability to manage Applicant tracking data during entrance processing.
The system shall provide the ability to track the status and progress of applicants undergoing USMEPCOM processing based on data retained from USMEPCOMS eSOA system.
Aptitude Testing
Note:   eSOA/MIRS/XRISS will ensure the completion of all basic Applicant aptitude processing activities. Results from aptitude testing must be maintained in the database. eSOA/MIRS/XRISS will support aptitude testing anytime and anywhere by scheduling aptitude testing not only at USMEPCOM processing locations, but also at other locations such as commercial and government testing centers, and via web-enabled version of the ASVAB/ ICAT. Both scoring and validation will be subsumed by eSOA/MIRS/XRISS.
The system shall have the capability to receive High School aptitude testing data for prospects.  
The system shall capture student online testing scores for OAR and ASTB.
Medical Exam
Note:   In the MEPS, ESOA/MIRS/XRISS will enable medical data capture to be appended to the Applicant’s record.  Whenever possible, readings and lab results will not require manual recording; instead, medical records will be digitally captured through a user interface. The workflow management system will assist in the reduction of medical examination wait time and ensure that all steps are completed prior to the Applicant leaving the facility. 
The system shall have the capability to receive eSOA/MIRS/XRISS Applicant medical examination data and electronic supporting documentation.
Exception to Policy (ETP)
Note:  :  ESOA/MIRS/XRISS exception to policy functionality will provide users, in particular the MEPS and Sponsor, to override selected Applicant entrance processing business rules to allow Applicants to continue entrance processing for the good of the service. 
The system shall have the capability to manage exception to policy (ETP) data.

The system shall have the capability for the ETP status to be provided to the workflow management service.

The system shall have the capability to apply an ETP to a particular category (e.g. an Applicant, a Sponsor Process for Code, a Location, and a Date).

Classification
The system shall determine the Applicant’s eligibility for the Fundamental Applied Skills Training (FAST) Special Program based on a CNRC Administrator defined two digit VE score.  
If the applicant is determined to be FAST, a pop-up box will appear allowing the classifier to choose if English is the applicant's first or second language (Mandatory field).  

The system shall report an applicant’s participation for the following programs based on classifier input and shall report all selected programs to the appropriate interface partners:

· Buddy Special Program

· Special Recruit Company Special Program

· Homeport Guarantee Special Programs 
The system shall allow the user to select from a list of NECs contained in Appendix P of the FRD (Instrument Navy Enlisted Classification (NEC) Table) if the Applicant is qualified for the Musician special program.

The system shall allow the user to enter subcategories to include:

· Nuclear Field
· Others will be provided by functional owners as appropriate for this report
The system shall allow the user to enter the Recruiter’s SSN displayed as nine digits with no spaces or dashes; however the display will be only the last four.
The system shall allow the user to select the state in which the Applicant was born.
The system shall allow the user to confirm that the Applicant has passed the Initial Fitness Assessment (IFA) with a Satisfactory Medium (Sat-Med) for that Applicant’s baseline.
3.3.6 Goaling

Manage Goaling Allocations / Accessions

3.3.6.1.1 The system shall allow the user to input, update, view, print, and export to Excel or a comma-delimited file, and save goals and objectives for the appropriate level of access.
3.3.6.1.2 The system shall determine the goals and objectives of a lower level in the Goaling hierarchy by allowing an authorized user to apply percentages to the total goals and objectives of the user’s level in the Goaling hierarchy.
3.3.6.1.3 The system shall manage all officer goaling allocation and accessions as well as enlisted goals.  The system shall manage all officer goaling allocation and accessions as well as enlisted goals.
3.3.6.1.4 Officer goaling shall operate in a similar manner as the Enlisted goaling currently in PRIDE Modernization II (including the Rate Phasing Matrix – based on designators). 

3.3.6.1.5 The system shall allow for input of program authorizations in the goaling section. 

Manage Distribution of Goals (Consistent with current PRIDE MOD functionality)
3.3.6.1.6 The system shall provide the capability for officer rate phasing matrix (RPM) templates from Program Management Office (PMO) and approved by N13 to input directly into the RPM system workbook.

3.3.6.1.7 The system shall provide the ability for PRIDE Mod HQ users to review and verify officer RPM prior to uploading the system workbook.
3.3.6.1.8  Once goals from PMO and N13 are accepted, the system shall allow PRIDE MOD HQ users to load goals to Regions.

3.3.6.1.9 The system shall allow the appropriate role to load all Goal Group capacity values based on predefined percentages of National totals to the Region by shipping months for a given fiscal year. 
3.3.6.1.10 The system shall allow the CNRC and Region users to load all Goal Group capacity values based on predefined percentages of Region goals to the Districts within their Region by shipping-months for a given fiscal year.

3.3.6.1.11 The system shall allow the user to input and update goaling groups.

3.3.6.1.12 The system shall accept spreadsheet-formatted data for automated loading of all Goal Group capacity values.

3.3.6.1.13 The system shall allow authorized users to upload National, Region, District, and Station Enlisted New Contract goals by fiscal year and month.
Incentives

Tracking Incentives 

The system shall track contracts throughout an enlistment and account for individual payment. (See the Enlisted Incentive Management Flow in section 3.8.)
Incentives Management

The system shall estimate, on a daily basis, expenditures, based on obligations, for the following Incentive Types based on the criteria found in the reference tables and the data base that utilizes the payment schedules:

· Enlistment Bonus Source Rate (EBSR)

· Enlistment Bonus Source Rate-Navy College Fund (EBSR-NCF)

· Enlistment Bonus for Test Score Category (EBTSC)
· Enlistment Bonus for Delayed Entry Program (EBED)
· Enlistment Bonus for  Physical Screening Test (EBPST)
· Enlistment Bonus for Training (EBTRG)

· Enlistment Bonus for Language Proficiency

· Enlistment Bonus for Reclassification

· Enlistment Bonus for Special Operations

· Enlistment Bonus for Extended Enlistment
· College Credit first Program

· Loan Repayment Program (LRP)

· Navy College Fund (NCF)

The system shall provide the ability to manage multiple payments, incentive combinations, type schema based on the criteria for the incentive types.   Payment schedules change over time.
Manage Enlisted Bonuses and Incentives 
3.3.6.1.14 The system shall allow the user to create a new incentive program or change eligibility for existing programs

3.3.6.1.15 The system shall allow the user to:

· Import a table that is created by the user to change Incentive amounts.

· Change cell within the table of Incentive amounts  

3.3.6.1.16 The system shall allow the user, without limitation, to select the effective date or suspension date.  

3.3.6.1.17 The system shall keep the suspended or the effected files and the chronological order for 10 years. 

3.3.6.1.18 The system shall provide the user the ability to perform “what if” scenarios on rate selection, bonus amounts, and bonus combinations using proposed payment schedules, reference tables, and associated data. (See FRD for business rules and scenarios.)
3.3.6.1.19 The system shall be automatically updated daily with changes.   For example, SSN database must reflect the changes (initial reservation in PRIDE through first term of enlistment).
3.3.6.1.20 The system shall provide the ability to manage estimated expenditure dates by Program, Rate and incentive via a maintenance function. 

3.3.6.1.21 The maintenance function shall allow the user to add, deactivate or modify incentives.
3.3.6.1.22 The table will include forecasted show-up rates to provide estimated payments
· Example:  Obligated Incentive times xx% = Estimated payments

· Changes do not impact incentives that have already been offered.  

3.3.6.1.23 The system shall capture or provide the data elements contained in Appendix Q of the FRD (Date Elements for Enlisted Incentives Management). 
3.3.6.1.24 The system shall collect and provide additional data elements from NSIPS (ESR) and CeTARS to the tracking process in order to manage changes to contracts.
3.3.6.1.25 The system shall have the ability to contain drill verification for NAVET applicants.

Note:  Contracts may be superseded by new contracts.   The opportunity to supersede or change a contract exists between the date entered in block 5 of DD Form 4, and the date an individual starts a Fleet assignment.   The data elements required in incentive tracking will change and must be recorded and updated in order to meet the primary objectives of the Incentive Program.  New data elements can be added to the tracking.

3.3.6.1.26 The system shall provide and process data elements in the post accession environment in order to project obligations and to append current data with actual changes.
3.3.6.1.27 The system shall project an individual with new data when changes occur to an individual’s data elements. 
3.3.6.1.28 The system shall collect and provide school/training course designations and time-to-train data, to include awaiting training, and obtain updates. 
3.3.6.1.29 The system shall project the month and year of an incentive payment.
3.3.6.1.30 The system shall account for incentive payments by appending the individual’s record with new payment data. 
3.3.6.1.31 The system shall estimate the probability of an individual successfully completing training using school house completion rate statistics.
3.3.6.1.32 The system shall have the capability to collect and provide periodic RTC training completion rates.
3.3.6.1.33 The system shall have the capability to provide specialized training (“A” and “C” Schools, BUDS, etc) school completion rates.
3.3.6.1.34 The system shall collect and provide training and enlistment data to include enrollment codes, disenrollment codes, class convening dates, enlistment extensions.
3.3.6.1.35 The system shall collect and provide enlistment data to include UIC assignment and lengths of enlistment extensions during first enlistment as indicated by the enlistment contract.
3.3.6.1.36 The system shall contain an audit feature to track and announce variations in planned and actual payments.
3.3.6.1.37 The system shall provide a copy of the current annex in Portable Document Format (PDF) form in order to reconcile variations in planned and actual payments.
3.3.6.1.38 The system shall capture/provide new data elements, i.e. codes, course numbers to capture attrition and reclassification.

3.3.6.1.39 The system shall determine if an individual has received a bonus from a previous enlistment.
Reports/Queries
3.3.6.1.40 The system shall report to the user the daily current status of any SSN in the database.  For example, the system shall provide the current program, rate, and location (UIC).

3.3.6.1.41 The system shall display both obligations and expenditures depending on a given date for any 48-month period.   For example: Nuclear Field (NF) obligations and expenditures in the month of April 2014 or $2.2. Million
3.3.6.1.42 The system shall allow the user the ability to query the database.

3.3.6.1.43 The system shall allow the user to download all reports into a Microsoft ™ Word or Excel document.

3.3.6.1.44 The system shall project anticipated payment date based on the rules for each incentive i.e., if the incentive is due upon graduation from RTC, then the projected payment date will be computed as 66 days after ship date.  

Incentive Alerts

3.3.6.1.45 The system shall notify the Incentives Manager when a change to an incentive occurs due to reclassification, rebooking, attrition, or separation.  

Note:  See FRD for Incentive tracking flow.
3.3.7 Waivers

Track Waiver Types and Disposition

3.3.7.1.1 The system shall have the ability to receive an optical or PDF file from WebRTools or the capability to upload the documents directly into PMOD II.  Documents include the following:
· Birth  

· Waiver Letters – Medical, Full Kit, and Points Program (Enlisted Only)

· Advanced pay grade support documents   

· Education   

· SSN  

· The following are conditional documents:

Waiver Letters - Medical, Full Kit, and Points Program (Officer Only)
Marriage Certificate   

Child(ren) Birth Certificate(s) 

Citizenship  

DD Form 680 - Prior Service Record   

College Transcripts / Diploma  

Legal Name Change documents  

Parental Consent for Applicants under the age of seventeen years 
3.3.7.1.2 The system shall have the ability to send these optical or .pdf files to eSOA as appropriate (as listed above in 3.3.3.3.6.1.1).

Waiver Maintenance

3.3.7.1.3 The system shall allow the user to add, modify, and delete Waiver Approval Authority information.

3.3.7.1.4 The system shall have the ability to add, delete or modify Waiver work flow paths by waiver type via the system workflow management module.

3.3.7.1.5 The system shall allow the user to route CNRC waivers through an identified chop chain and allow for initials and the date (yyyymmdd) of the chop.
3.3.7.1.6 The system shall have the ability to add authorized Users for waiver processing as identified by CNRC HQ.

Create a Waiver Briefing Sheet

3.3.7.1.7 The system shall allow the user to add, modify, and delete the checklist for the following:

· Recruiter Enlistment/Re-enlistment (NAVCRUIT 1133/9)

· Tattoo Exception

· Dependent Family Member

· Major Misconduct/Civil Conviction

· Re-enlistment code

· Initial Fitness Assessment/Physical Screening

· Program Waiver

· BEERS Basic and Situational

3.3.7.1.8 The system shall allow the user to add, modify, or delete a waiver briefing sheet.

3.3.7.1.9 The system shall allow the user to add and modify routing and approval structure for the waiver request review process. Routing is based on user access.

3.3.7.1.10 The system shall allow the user to select a District by number as a default on the waiver briefing sheet, NAVCRUIT 1133/39
· Recruiting Station by Station ID
3.3.7.1.11 The system shall allow the user to select a Recruiting Station by number as a default on the waiver briefing sheet, NAVCRUIT 1133/39
· Recruiter’s name  

· Applicant’s name (last, first, MI, and suffix)  

3.3.7.1.12 The system shall allow the user to select from the following options for a Tattoo Exception to Policy Waiver Request (NAVCRUIT 1133/103):

· Active Duty

· Reserve 

· Prior Service 

· On Deck

3.3.7.1.13 The system shall allow the ability to remove documents from the applicant’s file.

Manage Waiver Requests 

3.3.7.1.14 The system shall provide the ability to populate the waiver request form using the applicant information in PRIDE Mod for the following waiver types.

· Recruiter Enlistment / Re-enlistment (NAVCRUIT 1133/9)

· Tattoo Exception

· Dependent Family Member

· Major Misconduct/Civil Conviction

· Re-enlistment Code

· Initial Fitness Assessment/Physical Screening
Program 

· BEERS Basic and Situational

3.3.7.1.15 The system shall provide the ability for the user to enter data directly in a waiver request form.

3.3.7.1.16 The system shall allow the user to create a file traceable by SSN.

Waiver Approval (Workflow)
3.3.7.1.17 The system shall provide the following capabilities:  

· To save a workflow

· To search for a workflow

· To edit a workflow 

By deleting a recipient

By adding a recipient

By changing a deadline
3.3.7.1.18 If a workflow process has already begun, the system shall allow the user to edit the workflow steps that have not been completed

· To apply an existing workflow to a waiver

· To monitor progress of a waiver through workflow

3.3.7.1.19 The system shall provide the ability for workflow processing waiver requests as follows (Active and Reserve):

· Officers

· Enlisted
3.3.7.1.20 The system shall allow the user to add, modify, and delete the type of waiver required for an Applicant and allow for the selection of more than one type of waiver including:

· Dependent Family Member

· ECM

· Positive DAT (Enlisted)

· Major Misconduct / Civil

· RE-Code
· After the fact (Enlisted)

· IFA/PST (Enlisted)
3.3.7.1.21 The system shall allow the user to create and route the following Waivers using workflow:

· Recruiter Enlistment / Re-enlistment (NAVCRUIT 1133/9)

· Tattoo Exception

· Dependent Family Member

· Major Misconduct/Civil Conviction

· Re-enlistment Code

· BEERS Basic and Situational
· ECM (Enlisted)
3.3.7.1.22 When multiple waivers are involved, the system shall allow the user to route packages in the following order of precedence:
· ECM (Enlisted)
· Dependent Family Member

· Tattoos (Enlisted)

· RE-Code

· IFA/PST (Enlisted)

· Major Misconduct / Civil
3.3.7.1.23 The system shall provide the ability for the approving authority to process a waiver request as follows:

· Select an eligibility determination approval form from a drop-down window.

· Enter the appropriate information (such as Approved, Disapproved, and Forward to Higher Authority, the name of District CO and the date (yyyymmdd) etc), on the form and save.

· Electronically notify the NLO of the disposition

3.3.7.1.24 The system shall provide the ability for all authorized users to view documents associated with the waiver.  This will include all WEB RTools scanned documents, Waiver Checklists, Waiver requests, and PRIDE Mod related Forms.

3.3.7.1.25 The system shall allow the user to select one or more of the following types of waivers:

· DEF 

· DEN 

· DEM 

· Exception to Policy (identify Policy)  

· Medical Data pulled from DD Form 2808: 

Height 

Weight

Body fat
· Lab work cleared by medical: 

Human Immunodeficiency Virus (HIV) 

DAT

3.3.7.1.26 The system shall allow the user to add, modify, and delete information concerning the program for which the Applicant is applying.

3.3.7.1.27 The system shall provide the capability to specify the following:

· The name of the resource

· The system location of the waiver to be reviewed

· The notification method, either e-mailed through an external server or available only in the system

· The name or organizational role to notify that the waiver is ready for review

· The order in which reviewers are to be notified

· The deadline for each step in the process, which may be expressed as: 

A specific date

A period of time after notification, in hours, days, or weeks

· The action(s) the system should take if the deadline is not met

Individual(s) or organizations(s) to notify of the lack of response

 Whether the failure to respond is accepted as “Approved”

· The action(s) the system should take if the resource is not approved

Individual(s) or organization(s) to notify

 Whether to continue in the workflow

· The action(s) the system should take after the waiver is approved by all reviewers

Placement of the approved resource in the library

Effective date of the waiver

Waiver codes assigned

Notification of all individuals involved
Import and Transmit Supporting Documents and Pictures

3.3.7.1.28 The system shall have the ability to receive and store documents (for a given SSN) submitted by the Recruiter in WEB RTools.  Waiver request final disposition shall be reported back to WEB RTools.
3.3.7.1.29 The system shall allow the user to add and modify an Applicant’s SSN with corresponding documentation provided to the NLO or EPDS.

Display the Status of Waivers

3.3.7.1.30 The system shall have the ability display, export and print waiver status reports to include the following data elements:

· SSN

· Waiver Type

· Current approval chain location

3.3.7.1.31 The system shall maintain a log of approved program waivers to include the following information:

· Name (Last, First, and MI)

· SSN

· Date Submitted

· Waiver Type (Text Field)

· Waiver Approved (Yes or No)

· Name of Waiver Processor (Last, First, and MI)

· Job / Program (Text Field)

· Number of Points waived

3.3.7.1.32 The system shall track the status of all shipping subcategories (e.g., Work Force Attained (WFA), Nuclear Field Attained (NFA), New Contract Attainment (NCA), One Navy shipping).
3.3.7.1.33 The system shall have the ability display all documents associated with an applicant.
Alerts (Waiver)
3.3.7.1.34 Waiver Notification shall include:

· Identification of the originating individual, District, Region, or MEPS

· The deadline for the reviewer’s decision

· The method of accessing the waiver under review

· The method for indicating approval and the ability to enter comments

· The method for indicating disapproval and the ability to enter comments

3.3.7.1.35 The system shall notify the user by waiver type if a waiver package linked to the SSN is already in the system.

3.3.7.1.36 The system shall alert the NLO that an applicant has a waiver pending and not allow the applicant to ship or confirm
3.3.7.1.37 The system shall notify the District of the disposition of an ECM rate and pay grade waiver and allow the District to print an approval or disapproval letter.
3.3.7.1.38 The system shall notify the District of the disposition of the Dependent waiver and print an approval or disapproval letter.

3.3.7.1.39 The system shall notify the District of disposition of the Major Misconduct / Civil waiver and allow the user to print an approval or disapproval letter.
3.3.7.1.40 The system shall notify the District of the disposition of the RE-Code waiver and allow the user to print an approval or disapproval letter. 
Reclassification/Rebook (NSTC, PMO) 

3.3.7.1.41 The system shall provide functionality that allows the user to reclassify and rebook accessions.  This functionality shall automatically cancel any previous bookings associated with the applicant’s social security number (with the exception of Delayed Entry seats, which cancel automatically after six working days (validate within PRIDE MOD II for all applicants)).
Processing (Enlistment) 

3.3.7.1.42 Prior to the system processing a confirm request the following applicant data elements will be validated:

· Dependency Status 

· Education Code

· NIDT 

Reserve Enlisted Processing 

3.3.7.1.43 The system shall be able to receive an alert from NSIPS as soon as a member is gained into the Reserves to better facilitate the Sponsor Program.  The NOSC should then be alerted of the gain.

3.3.7.1.44 The system shall enable allow recruiters to complete Reserve Enlisted Bonuses/Incentives forms from authoritative sources/systems.

3.3.7.1.45 The system shall enable NAVADMINS and other bonus/incentives policy directives to be loaded into the system for recruiters to review in order to provide up-to-date information.  
Shipping (Accession)
3.3.7.1.46 The system shall provide electronic notification to the EPDS, Recruiter, RinC, and Classifier of Applicant’s upcoming ship date.   Waiver pending will be included.
3.3.7.1.47 The system shall generate user friendly Standard and Ad hoc reports using the “one click” method and filtering capabilities (for example, which schools produce the most engineers and which schools produce Hispanic Chaplains). 
3.3.8 Workflow Management

3.3.8.1 The system shall provide process automation features including tracking and workflow, case management, conflict resolution, routing / scheduling, and correspondence management. 
3.3.8.2 The system shall alert each organizational code of the workflow when new documents are available or a new routing occurs. 
3.3.8.3 The system shall provide BUMED and CCPD organizations access to workflow for medical and credential information passing to and from NRC and these organizations. 
3.3.8.4 The system workflow shall be flexible in nature and distinct based on a program designator i.e. one program designator shall have the ability to select before physical and another shall have the ability to physical before selection or pro-board. 
3.3.8.5 The system shall allow for simultaneous processing of the medical determinations current with the professional determination for officer applicants. 
3.3.8.6 The system shall receive from NETC via CeTARS officer applicant graduation, roll back, reclassification and attrition from OCS, ODC, ODS. 
3.3.8.7 The system shall maintain officer records that have been initiated or declined for a period of 2 years from the last date of submission or processor action (i.e. PMOD II shall have the ability to recreate the record). 
3.3.8.8 The system shall allow the origination of an officer record to include professional licenses/licensing or professional certifications. 
3.3.9 Alerts / Notifications 
3.3.9.1 The system shall notify the Classifier to change the DEM status to DEP, DEN, DIR, DER, or DDD once CNRC Medical authorizes a waiver. 

3.3.9.2 The system shall provide electronic notification to the Recruiter, Classifier, and RinC of Applicant’s upcoming ship date

3.3.9.3 The system shall have the ability to allow CNRC to define and modify job goal levels used for flagging. 

3.3.9.4 The system shall notify the user when a change in applicant status occurs that requires a waiver or additional paperwork. 

3.3.9.5 The system shall notify the user when classifying a prior service Applicant for a Career Progression Division (PERS 8) screening. 

3.3.9.6 The system shall notify the user when an incentive requires an additional year of obligated service, such as Five-Year Obligation (5YO) and Six-Year Obligation (6YO) programs. 

3.3.9.7 The system shall alert the classifier daily when an LRP request is over 45 days old (first reservation date to present date).

3.3.9.8 The system shall display error messages that are in plain language, inform the user as to the problem and recommend an action fix to correct the error.

3.3.9.9 The system shall allow the user to set-up alerts by group or code with hierarchical checks.
3.3.9.9.1 The system shall notify the District of the disposition of an ECM waiver and allow the District to print an approval or disapproval letter.
3.3.10 Historical Data

3.3.10.1 The system shall provide the ability to realign all historical data to current territory controlled by District based on assigned ZIP codes for standard, AD-HOC, and OLAP Reports. 
3.4 Supplementary Requirements

3.4.1 Post-Accession Reclassification and Re-designation

3.4.1.1 The system shall have a user role for Customer Service Desk (CSD) Great Lakes and PMO to allow for reclassification and rebooking.
3.4.1.2 The system shall allow CSD Great Lakes and PMO to request an update of a PMOD II record from NSIPS ESR to ensure a reclassification and rebook contains accurate information on a recruit at the time of CSD Great Lakes and PMO action.

3.4.1.3 The system shall support incentives accounting for changes in reclassification made by CSD Great Lakes personnel throughout an applicant’s, recruit’s and Sailor’s first enlistment as identified in the applicant’s contract.
3.4.2 RTC/OTC Arrivals Processing

3.4.2.1 The system shall have a user role for Customer Support Desk (CSC) Great Lakes and PMO to electronically review and print hard copy a listing of personnel arriving at RTC by date range, class convening date or alphabetical.

3.4.2.2 The system shall provide a user role for CUSTOMER SUPPORT DESK (CSC) GREAT LAKES/RTC to view data on recruits prior to arrival at RTC, OTC, and applicable PSD.
3.4.2.3 The system shall give the CSC Great Lakes user read only access to all forms captured during the applicant recruiting lifecycle (prior to shipping).

3.4.2.4 The system shall maintain statistics on the record errors from the night of arrival changes and store the details of those errors in a form so queries can be made on the types of errors, records containing errors and fix by the SAP business objects application.

3.4.2.5 The system shall use biometric data or social security number (9 digit masked input screen) to pull up a new recruit’s record at time of arrival.

3.4.2.6 The system shall maintain data that will allow for a statistical calculation by Navy Recruiting Command and CSC Great Lakes all recruits fit for duty status as a result of night of arrival validation of data.

3.5 System External Interface Requirements

3.5.1 Manage Interfaces
3.5.1.1 The system shall interface with and exchange data with systems depicted in the SV-1 diagram (see section 3.8.1 of the FRD for the DoDAF Diagrams).
3.5.1.2 The system shall maintain messages and transactions sent to interface partner system for 30 days in a transaction suspense file that can be called up by a web service system request.

3.5.1.3 The system shall provide a daily transaction report to the interface partner systems each day using XML component technology. 

3.5.1.4 The system shall use long names for data representations consistent with all military service’s agreements, MEPCOM data schemas and Navy partner system data contract agreements.
3.5.1.5 The system shall have the ability to automatically and hourly check interface connectivity between all Interface partners and will alert the system administrator user role if connectivity is lost between any interface partners.

3.5.1.6 The system shall have the ability to alert the system administrator user role if a notification is sent to an interface partner and anything other than a successful receipt message is returned.
3.5.2 WebRTools (WRT) and WebRTools Self Service Application (WRT-SSA):

3.5.2.1 The system shall interface with WRT and WRT-SSA via web services

3.5.2.2 The system shall accept data from WRT to start an officer or enlisted active or reserve processing Kit.

3.5.2.3 The system shall accept applicant personal, medical and scheduling information from WRT for enlisted processing.

3.5.2.4 The system shall accept applicant personal, professional, medical, duty preference, credentialing and orders from WebRTools Self Service Application.

3.5.2.5 The system shall use Adobe Livecycle™ to fill out, display and digitize forms and documents needed to be signed for Kit processing.

3.5.3 Mobile Recruiting Input (MRI) Device
3.5.3.1 The system shall have the capability to initiate an officer and enlisted application or security application request (SF86).  
3.5.4 Navy Standard Integrated Personnel System (NSIPS)

3.5.4.1 The system shall provide a report at 0800 each day for the previous day’s transaction that occurred between 0000 and 2400 of how many transactions were sent successfully between the systems.

3.5.4.2 The system shall check the validity of the data being sent between the system and NSIPS – any errors reported by NSIPS shall be reported to the end-user via the applicant processing log i.e., processors, EPDS, MILPO etc. 

3.5.4.3 The system shall receive data from SPAWAR NOLA’s Electronic Service Record in support of the Enlisted and Officer PRIDE Mod II incentives accounting module.
3.5.4.4 The system shall obtain from NSIPS (from officer master file) a list of officers within 6 months of separation (not retiring) from active duty.

3.5.4.5 The system shall display for officers within 6 months of separation (not retiring) from active duty a list annotating if adverse information material is contained in the officer record.  

3.5.4.6 The system shall pass agreed upon updates to applicant, recruit or sailors’ personnel record at night of arrival and upon reclassification and rebook.
3.5.5 Rating Identification System (Ride) and Fleet Ride

3.5.5.1 The system shall continue to use the RIDE algorithm for classification of enlisted applicants. 
3.5.5.2 The system shall allow Career Transition Office to validate an AC Sailor’s rating eligibility for a requested reserve affiliation.  

3.5.6 Corporate enterprise Training Activity Resource System CeTARS (Standard Training Activity Support System – Recruit Training Management - STASS RTM)

3.5.6.1 The system shall exchange report date, class convene and completion dates and all person events (PEVT) by SSN with CETARS.

3.5.6.2 The system shall interface with CETARS to provide applicant, medical and emergency contact information.

3.5.6.3 The system shall send biometric positive identification data to CeTARS RTM to be used for positive identification of the applicant.

3.5.6.4 The system shall have biometric available for data validation on the night of arrival.

3.5.7 Electronic Military Personnel Record System – EMPRS
3.5.7.1.1 The system shall interface with the Electronic Military Personnel Record System and pass officer and enlisted Kit forms showing an affixed biometric fingerprint.

3.5.7.1.2 The system shall interface with Electronic Military Personnel Record System and pass officer and enlisted record data (including digital biometric data) when EMPRS is ready to receive.

Authorized Data Warehouse (Integrated Personnel Pay System – Navy)

3.5.7.1.3 The system shall interface with the Authorized Data Warehouse (ADW) by providing strength gain; officer and enlisted digital contract; applicant and medical data schema data.

3.5.7.1.4 The system shall interface with the ADW to obtain officer and enlisted incentives pay information in support of the incentives accounting module.

3.5.8 Extracts: MILITAP, NAMIS, NTMPS, WebSTEAM:
3.5.8.1 The system shall support extracts as noted in PRIDE Mod Software Requirements Specifications.

3.5.8.2 The system shall subsume MILITAPS incentives tracking module.

3.5.9 BUPERS Online – Physical Readiness Information Management System - BOL PRIMS: 

3.5.9.1 The system shall, at the time of a recruitment action, obtain officer and enlisted physical readiness data (scores, waivers, and reports) from PRIMS for all prior service Sailors coming back on active duty  and those active component Sailors desiring to affiliate with the reserve component.

3.5.9.2 The system shall execute a web service with BOL-PRIMS to obtain data elements requested above.
3.5.10 Applicant Security Form Submission
3.5.10.1 The system shall allow the user to complete and submit an applicant security form (including SF-86 form data or SF-86 optical form data).

3.5.10.2 The system shall allow the user to attach / record the biometric information necessary to validate the individual security clearance eligibility. 

3.5.11 Biometrics Exchange

Note: The Navy has authorized biometrics exchange to include index fingers and 14 point facial recognition.
Biometrics Data

3.5.11.1.1 The system shall recall any pre-existing eSOA information regarding an Applicant upon the entry of biometric identifiers.

3.5.11.1.2 The system shall use biometrics to support virtual enrollment processing.

3.5.11.1.3 The system shall use biometrics to conduct entrance processing where available with partner systems.
3.5.11.1.4 The system shall maximize the use of virtual processing using biometrics to share information between USMEPCOM, accession stakeholders, and applicants.

3.5.11.1.5 The system shall pass biometrics via interface protocols to ensure current technologies are utilized.

3.5.11.1.6 The system shall have biometric capability that supports positive identification of the applicant from point of first contact to end of processing by Navy Recruiting.

3.5.11.1.7 The system shall have biometric capability that supports fingerprint capture and biometric signature of Navy or DOD forms. 

3.5.11.1.8 The system shall be able to receive or transmit biometric digital information when passed either from US MEPCOM’s ESOA/MIRS/XRISS system or from WebRTools capturing biometric information during first contact.

3.5.11.1.9 The system shall capture and sign a Navy or DOD form with a 14 point facial print photo. 

3.5.11.1.10 The system shall embed the 14 point facial print as a digital image into a. PDF document.

3.5.11.1.11 The system shall embed a biometric fingerprint signature into a pdf document along with a 14 point facial print, and EDIPI (pdf documents with Adobe Livecycle™.)
3.5.11.1.12 The system shall store the biometric fingerprint and 14 point facial photograph of an applicant along with the EDIPI of a processor, EPDS, or supervisor.

3.5.11.1.13 The system shall verify personnel prior to processing their application when applicant appears in person.

3.5.11.1.14 The system shall pass the biometric digital signature to all interface partners as positive identification of an applicant.

3.5.11.1.15 The system shall pass all biometrically signed - 14 point facial print – EDIPI verified pdf forms to all interface partners.

3.5.11.1.16 The system shall be web browser agnostic when passing biometric information.

3.5.11.1.17 The system shall have the ability to access Army Knowledge Online (AKO)/Defense Knowledge Online (DKO) along with the user’s common Access Card (CAC) for authorization, authentication and digital signing.

3.5.11.1.18 The system shall have the ability to allow recruiter/classifiers to have a role in Pride Modernization II to validate applicant biometrics with OSD, BIMA or US MEPCOM as required by the customer.

3.5.11.1.19 The system shall use biometric to ‘’ search applicant record” from US MEPCOM or Navy PRIDE MOD database.

3.5.11.1.20 The system shall have the ability to store with a valid “chain of custody” the biometric fingerprints, 14 point facial print, web cam picture and Validates EDIPI (CAC).

3.5.11.1.21 The system shall have the ability to search for an Applicant “ON HOLD”, on a “watch list” using a biometric fingerprint.

3.5.11.1.22 The system shall have the ability to confirm a biometric print against a valid SSN.

3.5.11.1.23 The system shall have the ability to enroll a new applicant using biometric fingerprint, 14 point facial print, verification by verifier using EDIPI and web photo.

3.5.11.1.24 The system shall display a verification screen of the biometric print for the index finger and a facial print.

3.5.11.1.25 The system shall indicate a successful or failed biometric capture and verification with US MEPCOM.
3.5.12 Business Intelligence (BI) (Dashboard)

BI management 

3.5.12.1.1 The system shall have the capability to request data from sources for BI using PMOD II SAP Business Objects.

3.5.12.1.2 The system shall have the capability to create reports from established templates within the BI capability.

3.5.12.1.3 The system shall have the capability to save ad hoc queries, query results, and reports.

3.5.12.1.4 The system shall have the capability to display graphical representations of requested reports.

3.5.12.1.5 The system shall have the capability to export all reports.

3.5.12.1.6 The system shall have the capability to print all reports.

3.5.12.1.7 The system shall have the capability to produce customize reports and/or tailored briefs.

3.5.12.1.8 The system shall have the capability to produce automated notifications.

3.5.12.1.9 The system shall have the ability to report key metrics in a visual management reporting tool (i.e. dashboard).

3.5.12.1.10 The system shall maintain a data record of an individual at the time of NRC accession separate from CSC Great Lakes and subsequent A and C school updates.

3.5.12.1.11 The system shall have the capability to display an applicant, recruit or sailor’s accession record throughout their complete lifecycle.
3.5.12.1.12 Business rules for business intelligence, OLAP, and ad hoc reports shall be captured in the supporting documentation.

3.5.13 Records Management
3.5.13.1 General Form Requirements

3.5.13.1.1 The system shall have the ability to manage (accept/index/print/version) electronic forms/documents/images as defined in DOD Directive 5015 and Navy Recruiting Command’s document configuration management processes.
3.5.13.1.2 The system shall have the capability to store applicant supporting documentation in a manner consistent with DoD mandates (DoD Directive 5015.2, DoD 5400.11).

3.5.13.1.3 The system shall have the capability to record receipt and storage of applicant supporting documentation and records. 

3.5.13.1.4 The system shall have the capability to store entrance processing form templates or access NRC’s Form Service.

3.5.13.1.5 The system shall have the capability to populate entrance processing form templates or access NRC’s Form Service.

3.5.13.1.6 The system shall provide process automation features including tracking and workflow, case management, conflict resolution, routing / scheduling, and correspondence management.

3.5.13.1.7 The system shall provide the ability for corporate data systems to exchange data in order to auto-populate core data fields.

3.5.13.1.8 The system shall follow the following enterprise guidelines:

· Use of a Service Oriented Architecture

· Use of a government provided business intelligence package such as Business Objects.

· Use of Microsoft C# as a development language.

·  C# Coding Standards Version 5.0, EDS Global.Net Capability, 2007-11-28.

·  User of SQL Server 2005 Enterprise Edition as the database and its supporting products such as Reporting Services, Integration Services,  and Analysis Services.

· Use of Cryptographic Log On and other Information Assurance requirements.

· Provide training module/database to support classroom training functions.

· Provide Computer Based screen capture and animation to demonstrate business/processing functions within system (remedial and self-paced training).

3.5.14 Mobile Recruiting Support
3.5.14.1 The system shall enable Recruiters to be able to prospect and classify people when meeting them via an internet connection and CAC.

3.5.14.2 The system shall enable Recruiters to process enlisted and officer candidates via mobile recruiting device.

3.5.14.3 The system shall provide configurable information screens that are compatible to mobile recruiting devices.

3.5.15 Transactional Reports
Standard Reports

3.5.15.1.1 The system shall allow the user to generate standard reports.

3.5.15.1.2 The system shall allow users to generate forms and print them in the proper format.

3.5.15.1.3 The system shall enable forms to follow the “Disclaimer Privacy Act” on both the paper and computer formats if the form contains a SSN. 

3.5.15.1.4 The system shall have the capability to fully display data elements in support of direct line queries (QPRIDE) (i.e., mouse over) 
Note:  (Rationale: PRIDE has 294 data elements; eSOA integration with PRIDE Mod was 1200 enlisted data elements  -  officer processes may double data elements or total data count is near 2500 data elements.)

3.5.15.1.5 The system shall use comma separated values (CSV), excel or XML to print forms.

3.5.15.1.6 The system shall use and make available all data elements from WebRTools in the reports SAP Business Objects Universe in order to generate Ad hoc reports.
3.5.15.1.7 The system shall be able to export to Excel, XML, and PDF.  (PDF ensures that some people can’t change a report but can only view it).

3.5.15.1.8 The system shall allow the user to print reports in the same format as they appear on the screen.

3.5.15.1.9 The system shall be able to generate Standard reports in “one click”.

3.5.15.1.10 The system shall provide the flexibility to filter data in forms. 

ADHOC Reports
3.5.15.1.11 The system shall allow the user to generate Ad Hoc reports.

3.5.15.1.12 The system shall provide a “drill-down” capability: by headquarters, region, and designator.

3.5.15.1.13 The system shall provide extensive query capability.

3.5.15.1.14 The system shall have a “privacy sensitive report area” with special access rights.
The system shall provide a Duplicate Reservation Report that displays all applicants that hold more than one reservation regardless of Accession type. The report will include the following Applicant information:

· SSN

· Last Name

· First Name

· Program

· Rating

· Ship Date

· Station ID

· Reservation Date

· Accession Code

3.5.15.1.15 The system shall allow the user to ad-hoc query the status of a waiver package by the following fields:

· SSN, Last Name, and First Name 

· Waiver packages awaiting chop by specific Approving Authority 

· By date of submission 

· By Recruiting Region 

· By Recruiting District

· By Recruiting Station
· Program and Designator
3.5.15.1.16 The system shall allow the user to have real-time ad hoc query capability for predefined historical data for the current year plus the previous fiscal year.

3.5.15.1.17 The system shall provide the ability for all historical data in Pride Modernization II to be available for an ADHOC query.  

3.5.15.1.18 The system shall allow the user to define a formatting mask for the following data types:

· Date, including dates formatted as part of a naval message (date / time / group)

· Time

· Currency

· Number

3.5.15.1.19 The system shall provide a command line type interface that allows the user to enter queries using standard keyboard input.

3.5.15.1.20 The system shall provide the capability to submit Structured Query Language (SQL) queries on the command line.

3.5.15.1.21 The system shall generate a printable summary report for each submitted query to include the following:

· Time stamp of last update to each data element

· Name of user creating query

· Time stamp when query was submitted

· Time stamp when query was completed

· Metadata concerning the source of each data element

3.5.15.1.22 The system shall allow the user to export query results in the following formats:

· Microsoft Word

· Microsoft Excel

· Rich Text Format (RTF)

· Plain text (.txt)

· Delimited text file, based on user’s choice of delimiters

· Hyper-Text Markup Language

3.5.15.1.23 The system shall allow the user to define data relationships.

3.5.15.1.24 The system shall allow multiple wild card characters within one data element.

3.5.15.1.25  The system shall allow querying based upon the use of a wild card character and a minimum of one data element character.

3.5.15.1.26 The system shall allow the user to query based upon a “sounds-like” type   function (e.g., a query on “Whinn” would return When, Win, Nguyen)

3.5.15.1.27 Metadata shall be displayed and presented via mouse-over or same screen display for each element in the business objects universe to allow for visual and data report construction. 
3.6 OLAP REPORTS
OLAP reports are roll-up reports that allow the user to perform data analysis by studying the data in different ways.  Data groupings can be broken out into more granular views, even down to the individual service member level.  Business objects will be used to generate OLAP report.

3.6.1 Officer Processing Reports
3.6.1.1 The system shall enable the user to generate the following reports for officer processing:

· Officer QPRIDE Report

· Officer Application Report

Campus data notebook

CARIT PAC

CTO

Requesting Removal

Reserve NAVET

· Officer ORD-PRO Application Report

· Officer Production Report

· Officer One Navy Production Report

Selections

Enlistments

Attainments

SEAs

Out Year Enlistments

WOT by Navy Listing

· Officer Goal Attainment Report

· Officer Shipping Report (by Program)

· Officer Diversity Report

Summary

Designator Report

NRD AC OP Application

NRD Contracts

Historical Selects

All ORDPRO Appl-Contracts

Nuclear Totals

Nuclear Designators

BDCP

CEC Collegiate
HSCP

HPSP

· Officer Program Report

Reserve Component Officer Recruiting NRC Totals

Reserve Component Region Production 

Region East Goals

Region West Goals

AC Component Master

Reserve Component Officer Recruiting –DCO

Reserve Component NAVET

Reserve Component CTO

· End Strength

Current

Enlisted

Officer

Discharged

· Quality Q Award Tracker

FY Total

RTC Graduation Rate

OCS Graduation Rate

In-month Loss Rate

Officer Kit Fatal Error Rate

PFA Pass Rate

Enlisted Accession HSDG Rates

Enlisted NCO TTCU Rate

RQAT Disclosure Rate

Advancement Exam Pass Rate

Fiscal Execution Spend Plan

· Officer Training Center Newport CNRC Attrition Report 

Attrition Drill Down Data

Summary OCS Production

CNRC Goal vs. FY11 grads

FY-11 Starts

FY11 Grads

FY11 CeTARS Grads

FY-11 Non-grads by Category

FY-11 Non-grad by Class

SAC Categories

Fleet vs Street

· Gate Report

Stats based on the recruiters number

M-Q Stats

Eaches Stats

Big Four (AC GenOff, AC Medical, RC GenOff, RC Medical)

Overall Status

Nuke

IY OtherOCS

OY OtherOCS

AC JAG

AC CEC

AC Chaplain

AC MC/DC

AC MSC

OY MC

OY DC

AC Nurse

RC SWO SUB HR

RC Aviation

RC EDO IP IW

RC Intel MMR METOC

RC MC DC

RC MSC JAG NC

RC Supply

RC Chap CEC

· Collegiate – OC Report

SSN

Name

NRD

Designator

OIS Ship Date

OIS/OCS

CCPO DT

Program issues

· Processing Time and Metrics Report

3.6.2 OLAP Tool Requirements
3.6.2.1 The system OLAP tool shall have all elements for Officer OLAP tool show business rules for how the element was built.

3.6.2.2 The system OLAP tool shall contain metadata using mouse-over or a similar method that shows the element general information.

3.7 Applicant Security Form Submission Requirements
3.7.1 User Roles and Access Permissions
NASIS functionality will be absorbed by Pride Mod II.
3.7.1.1 The primary Users’ functions and abilities are as follows: 

· NRC Administrator 

· Provides support to all other Users

· Is able to perform all actions available to this role and all other roles

· NRD Administrator – able to perform all actions of all roles except those exclusive to NRC Administrator

· Officer Processing Lead / Officer Programs Officer (OPL / OPO) – provides support to Officer Recruiters and submits PSI requests for Officer Candidates

· Military Entrance Processing Station (MEPS) Personnel – provides support to Enlisted Recruiters and submits PSI requests for Enlisted Candidates

· Officer Recruiter – submits PSI requests for Officer Candidates

· Enlisted Recruiter-in-Charge (RinC)

· Sends PSI requests for Enlisted Applicants to MEPS

· Provides support for Recruiters at the Recruiting Stations

· Enlisted Recruiter – Sends PSI requests for Enlisted Applicants to MEPS

· Applicants – access personal record to enter information required for the investigation request

3.7.2 Basic Search

3.7.2.1 The system shall provide the User a basic search form containing the following fields:

· Applicant’s last name – text-entry field

· Applicant’s first name – text-entry field

· Applicant’s Social Security Number (SSN) – numeric-entry field capable of accommodating nine characters without dashes.

3.7.2.2 The system shall require at least two characters in the last name field in order to perform a search.

3.7.2.3 If the User desires to search by first name, the system shall require at least two characters in the last name field and at least one character in the first name field.

3.7.2.4 If the User desires to search by SSN, the system shall require at least four digits in the SSN field in order to perform a search.

3.7.2.5 The system shall provide the ability to search by the last four digits of the User’s SSN

3.7.2.6 The system shall provide the User the ability to opt for an advanced search.

3.7.2.7 The system shall provide the User the ability to execute the search based upon the entered search criteria or to cancel the search as described in section 5.3.3 Cancelling Basic and Advanced Searches and section 5.3.4 Executing Basic and Advanced Searches.

3.7.3 Advanced Search 

3.7.3.1 The system shall provide the User an advanced search form containing all of the components of a basic search and the following additional fields when the advanced search option is selected:

· Record status – selection list containing the following options:

Archived successful

Declined further processing

Expired

JPAS
MEPS

No longer qualified

Open

OPM Received

OPM Scheduled

OPM Unacceptable

PSI Not Required (NR)

Recalled

Rejected

Req. by other command

Returned

Terminated

3.7.3.2 The system shall display the following text instruction near this field: Press the Ctrl key to select multiple values.

· Submitting Office Number (SON) – check-box to indicate the option is desired and a selection list containing all SONs listed as follows:

· SON name followed by the OPM-assigned SON (e.g., Seattle NRD – 960B)

· Sorted in ascending numerical order by SON

· Recruiter’s Recruiting Station Identification (RSID) – numeric-entry field capable of accommodating six digits

· Recruiter last name – text-entry field requiring at least two characters in order to perform a search based upon a Recruiter’s last name

· OPM request ID - numeric-entry field capable of accommodating seven digits.

3.7.3.3 The system shall provide the User the ability to opt for a basic search.

3.7.4 Cancelling Basic and Advanced Searches

3.7.4.1 The system shall provide the User the ability to cancel a search.

3.7.4.2 The system shall stop any search currently in progress and clear all search parameter fields when the cancel option is selected.

3.7.5 Executing Basic and Advanced Searches

3.7.5.1 The system shall provide the User the ability to execute a search based upon the entered search criteria.

3.7.5.2 The system shall display a message in the display results area indicating that no records have been found if no matching records are found.

3.7.5.3 The system shall display the following message in the display results area if more than 300 matching records are found: Search has returned too many results. Only the first 300 are available.  Please narrow your search criteria.

3.7.6 Search Results Display

3.7.6.1 The system shall display the results of the search in an adjacent display area with the following columns of information for each Applicant:

· Record status – status term displayed (For a listing of status types, see Table 5-1: Recruiter Actions by Record Status in section 5.4.1 Recruiter Links – Applicant.)

· Applicant name in the following format: Last, First

· Component – may be one of the following: 

Active-Component (AC) Officer 

Reserve-Component (RC) Officer

AC Enlisted

RC Enlisted

· Investigation – one of the following investigation types:

NACLC (08B)

Single Scope Background Investigation (SSBI) Nuclear (NUC) Power (PWR) Officer (OFF) (30C)

SSBI Cryptology (CRYPTO) OFF (30C)

SSBI Intelligence (INTEL) OFF (30)

· SSN – Nine characters without dashes – the first 5 characters shall be masked

· Recruiter – assigned Recruiter’s title, first name, and last name

· RSID – six-digit RSID to which the Recruiter is assigned

3.7.6.2 The system shall sort the listed results in ascending numerically order by RSID.

3.7.6.3 The system shall provide the ability to sort the display by each of the columns in ascending alphabetical order.

3.7.6.4 The system shall display only twenty-five Applicant records at a time.

3.7.6.5 The system shall provide a selection list indicating the current results display page number and provide preceding and succeeding results display page numbers for the User to select.

3.7.6.6 The system shall automatically display the results page that corresponds with the selected option when the User selects a page number from the selection list.

3.7.6.7 The system shall provide the ability to view the current Applicant Access Status.  When the user selects this option the system shall display the search results display with the additional items:

· Account status indicator – icon displayed to indicate the current account status for the Applicant

3.7.6.7.1 The system shall display a legend defining the account status icons as follows:

· Applicant can login – icon is a solid green circle

· Applicant’s password will expire in less than ten days – icon is a solid yellow triangle

· Applicant’s access is locked – icon is a solid red circle

· Applicant’s password has expired – icon is a solid red diamond

· Applicant cannot log in due to the NASIS record status – icon is a solid red square

· Applicant cannot log in due to existing valid electronic signatures – icon is a solid red triangle

3.7.7 Change Investigation

3.7.7.1 The system shall display the following selection lists with associated options when the User selects this action:

· Component – options as follows:

RC Enlisted (default)

RC Officer

AC Enlisted

AC Officer

· Investigation Type – based upon selected component, options are as follows:

RC Enlisted or RC Officer investigation type – options as follows:

NACLC (08B) (default)
AC Enlisted investigation type – options as follows:

NACLC (08B) (default)

· AC Officer investigation type – options as follows:
NACLC (08B) (default)

SSBI NUC PWR OFF (30C)

SSBI CRYPTO OFF (30C)

SSBI INTEL OFF (30C)
3.7.7.2 The system shall provide the ability to apply the investigation change and close the investigation change tool.

3.7.7.3 The system shall provide the ability to cancel the investigation change and close the change investigation tool.

3.7.8 Receive Check Investigation Status

3.7.8.1 The system shall initiate a web service call in order to query the JPAS fax server when the User selects the check the investigation status.  

3.7.8.2 The system shall display the message when a return message from the Facsimile (Fax) server is sent.

3.7.8.3 The system shall perform one of the following actions based on the response from the JPAS Fax server:

· Approved – the system shall archive the record as Successful

· Terminated – the system shall change the status of the record to Terminated

· Pending one or more signature pages – the system shall not perform any action at this time

3.7.9 Edit Record

Note:  The Edit Record action is used by Recruiters to view and edit an Applicant’s record in its entirety.
3.7.9.1 The system shall generate and display the Identifying Information portion of the Applicant’s record, as described in section 6.5.5.1 Identifying Information Subgroup when the User selects this action. 

3.7.10 Submit to eQIP
3.7.10.1 The system shall open a separate browser window and perform the following functions when the User selects this action:

· Determine if the record has already been successfully submitted to eQIP and perform associated actions as follows:  

If yes and the submission was conventional (without signature pad), the system shall discontinue the submission process and shall retrieve the three signature pages from eQIP Request ID and the Data Hash Code and display the three signature pages onscreen.

If yes and submission was with Signature Pad the system shall discontinue the submission process and shall retrieve the locally generated signature pages and display the three signature pages onscreen.

If no, the system shall continue the submission process.

· Determine if the User submitting the request has selected a default SON and perform associated actions as follows:

If yes, the system shall continue the submission process.

If no, the system shall discontinue the submission process and display the following error message: A default SON has not been selected.  

· Determine if the record passes local validation and perform associated actions as follows:

If yes, the system shall continue the submission process.

If no, the system shall discontinue the submission process and display all errors that were found.

· If the record satisfies the requirements of the previous functions, submit the investigation request to eQIP.

3.7.10.2 The system shall perform one of the following actions depending upon the record’s EQIP acceptance status when the return message is received:

· If the record is accepted by eQIP, the system shall display the three signature pages and update the status of the record from eQIP.

· If the record is rejected by JPAS or eQIP, the system shall update the status of the record to Rejected and display an error message from eQIP:

This system shall display the following statement: An error occurred in submission data. Please correct and resubmit.

The system shall display the reason for the error as received from eQIP.

3.7.10.3 The system shall submit information to eQIP with a Sig Pad.

3.7.10.3.1 The system shall open a separate browser window and perform the following functions when the User selects this action:

· Determine if the record has already been successfully submitted to eQIP and perform associated actions as follows:  

If yes and the submission was conventional (without signature pad), the system shall discontinue the submission process and shall retrieve the three signature pages from eQIP Request ID and the Data Hash Code and display the three signature pages onscreen.

If yes and submission was with Signature Pad the system shall discontinue the submission process and shall retrieve the locally generated signature pages and display the three signature pages onscreen.

If no, the system shall continue the submission process.

· Determine if the User submitting the request has selected a default SON and perform associated actions as follows:

If yes, the system shall continue the submission process.

If no, the system shall discontinue the submission process and display the following error message: A default SON has not been selected.  

· If the record satisfies the requirements of the previous functions shall display each of the four signature pages one at a time with the following options:

3.7.10.3.2 The system shall display the following under the word NASIS: Signature Pages for [Name].  Format for name shall be First Middle Initial and Last Name

3.7.10.3.3 The system shall provide the ability for the applicant to sign and date the page using the electronic signature pad

3.7.10.3.4 The system shall provide the following options:

· Back – this action shall move back to the previous signature page.  This option shall be disabled if the user is viewing the Certification signature page

· Sign – this action shall focus the action on the Signature field

· Date – this action shall focus the action on the Date field

· Clear – this action shall clear the Signature or Date field depending on which field has been selected by the user

· Next – this action shall move forward to the next signature page.  This option shall be disabled if the user is viewing the Fair Credit Reporting signature page

· View Pages – this action shall display the three signature pages in PDF with the electronic signatures and dates

· Submit to EQIP – this action shall perform the following actions:

Save all electronics signatures and dates

Begin the process of submission to eQIP
· Save – this action shall save all electronic signatures and dates

3.7.10.3.5 The system shall display the instructions for each of the signature pages onscreen.
The system shall open a separate browser window and perform the following functions when the User selects the Submit to eQIP action.
3.7.10.3.5.1.1 The system shall determine if the record has already been successfully submitted to eQIP and perform associated actions as follows:  

The system shall discontinue the submission process if yes and the submission was conventional (without signature pad).

The system shall retrieve the three signature pages from eQIP with the Request ID and the Data Hash Code and display the three signature pages onscreen if yes and the submission was conventional (without signature pad).

The system shall discontinue the submission process if yes and submission was with Signature Pad 

The system shall retrieve the locally generated signature pages and display the three signature pages onscreen if yes and submission was with Signature Pad.

3.7.10.3.5.1.2 The system shall continue the submission process if no.

The system shall determine if the User submitting the request has selected a default SON and perform associated actions as follows:

The system shall continue the submission process if yes

3.7.10.3.5.1.2.1.1 The system shall discontinue the submission process and display the following error message if no: A default SON has not been selected.  

The system shall determine if the record passes local validation and perform associated actions as follows:

3.7.10.3.5.1.2.1.2 The system shall continue the submission process if yes
3.7.10.3.5.1.2.1.3 The system shall discontinue the submission process and display all errors that were found if no.

If the record satisfies the requirements of the previous functions, submit the investigation request to eQIP
The system shall perform one of the following actions depending upon the record’s eQIP acceptance status.
3.7.10.3.5.1.3 The system shall update the status of the record to Successful if the record is accepted by eQIP.

3.7.10.3.5.1.4 The system shall update the status of the record to Rejected and display an error message from eQIP if the record is rejected by eQIP:

This system shall display the following statement: An error occurred in submission data. Please correct and resubmit.

The system shall display the reason for the error as received from eQIP.

3.7.11 Submission Test

3.7.11.1 The system shall do the following when the user selects this action (submission test):

3.7.11.1.1 The system shall determine if there is an address history record where the end date is “Present”.

The system shall discontinue the Submission Test process and shall display the following message if no:  Residence history must have a record with an end date of “Current”.

The system shall change the end date for the address record in the xml to the current system date if yes.  This action introduces a “known flaw” in the record.

The system shall submit the record to eQIP without performing a local validation.

The system shall display an error message from eQIP if the record is rejected by eQIP for any other reason other than the address history error where no record exists with a “To Present” date 

The system shall display the following message if the record is only rejected by eQIP for the address history error where no record exists with a “To Present” date: Submission Test is Successful.  This record passes eQIP and OPM Validation.
3.7.12 Update Status
3.7.12.1 The system shall display the words “Update Application Status” under the system name of NASIS when the User selects this action.  
3.7.12.2 The system shall also display the Update Status tool containing a selection list of the following statuses in descending alphabetical order:
· Archived successful
· Declined further processing
· Expired
· EQIP
· MEPS
· No longer qualified
· OPM Received
· OPM Scheduled
· OPM Unacceptable
· PIR opened
· PSI NR
· Recalled
· Rejected
· Requested by other Command
· Returned
· Terminated
3.7.12.2.1 The system shall provide the ability for the user to add the following information if the user selects to update the status to eQIP:

· OPM Request ID – text entry field – 9 characters - numeric

· SON submitter number – selection list

3.7.12.3 The system shall require the above information in order to save the changes
3.7.12.4 The system shall provide the ability to submit and apply the status change.
3.7.12.5 The system shall provide the ability to cancel the status change prior to the change being applied.
3.7.13 View JPAS History (This will change to eQIP once eQIP is turned off)
3.7.13.1 The system shall display the words “JASP Submission History” below the system name of NASIS when the User selects this action.  

3.7.13.2 The system shall also display a summary of all submission attempts and investigation status checks containing the following columns of information for each item:

· Status – indicates the status of the submission or investigation checks as follows:

· JPAS – indicates the record was successfully submitted to JPAS
· JPAS-error – indicates that the submission was rejected by JPAS
· JPAS-check – indicates the Check Investigation Status action was performed on a record with the status of EQIP
· JPAS-Exp – indicates the action of Update Status to Expired was performed where the previous status of the record was JPAS
· ACL – indicates the record was successfully submitted to JPAS using the electronic signature pad

· OPM Received – indicates that OPM has received the investigation request

· OPM Scheduled – indicates that OPM has opened or “Scheduled” the investigation request

· OPM Unacceptable – indicates that OPM has closed the investigation as unacceptable

· Submission Type – indicates the type of submission and shall be either:

Signature Pad
Submission Test
Conventional
· Submission date – the date and time of the action displayed in the following format: YYYYMMDD HH:MM:SS, with the time using the 24-hour clock

· Submitted by – the name of the person performing the submission displayed in the following format: title, first name, middle name, last name (e.g., IC1 Barry M. Hardcharger)

· RSID – the six-digit RSID of the User performing the action

· Station name – the Station name of the person performing the action

· SON – the SON used to perform the submission attempt. If the action was an investigation status check, this field shall be blank.

Note:  The list shall be sorted in descending order by the submission date.
3.7.13.3 The system shall provide the User the ability to select an item from the EQIP Submission History list in order to view details concerning the history entry. 

3.7.13.4 The system shall display the record in another window with the following information when the User selects a record from the displayed list:
· Applicant – first, middle, and last name
· Submit date – formatted as follows: YYYYMMDD HH:MM:SS AM/PM
· Submission type – type of submission performed
· Status – current status of the record
· Request Identification (ID) – the OPM request ID returned if the submission attempt was successful
· Submitted by – title, first, middle, and last name of User who performed the submission attempt
· RSID – six-digit RSID of the Recruiter who is the owner of the record
· Station name – the station name for the Recruiter
· SON – Four-character SON for the person who performed the submission attempt
· OPM Case Number –case number received from OPM
· OPM Case Name – case name received from OPM
· OPM Case Type – case type received from OPM
· OPM Date – date the action was performed by OPM

· JPAS response – scrolling text box detailing the information received from JPAS
3.7.14 Recruiter Links – Maintenance

Note:  Recruiter links concerning maintenance are used by recruiting personnel to perform maintenance and system updating tasks.

3.7.14.1 The system shall provide the User with action options concerning Maintenance as described in section 6.4.2.1 Change My Password through section 6.4.2.9 User Preferences.

3.7.15 Selection Maintain Locations

Note:  The Maintain Locations link is used to edit and add City, County, and ZIP Code records.
3.7.15.1 The system shall display the words “Maintain Locations” under the system name of NASIS when the User selects the Maintain Locations link.

3.7.15.2 The system shall also display the Maintain Locations tool that provides the User a selection list containing the following location options, which are described in greater detail in section 5.4.2.4.1 City through 5.4.2.4.4 Zip Code:

· City

· County

· ZIP Code

3.7.15.3 The system should allow NRC to receive confirmation and develop a report outlining selection information for NROTC.  Currently the data is contained in CeTARS. 
3.7.15.4 The system shall have the capability to change MEPS preference for the SF86 submission.

3.7.15.5 When the User selects the MEPS Preferences option, the system shall display the words “MEPS Preferences” under the system name of NASIS when the User selects the MEPS Preference option.  

3.7.15.6 The system shall provide the User the ability to select a default and up to 4 alternate MEPS.

3.7.15.7 The system shall display the following fields and options when the User opts to update their USMEPCOM Preferences.
3.7.15.7.1 The system shall display the following instruction – Select a default MEPS where applicants will be sent to, and up to four alternate MEPS.
· Select the Default MEPS – selection list with the following options:
RSID of the MEPS

Name of the MEPS (e.g. NRPS Portland or MEPS Columbia)

Sort the list by RSID in ascending order
The system shall display the following instruction - To select alternate MEPS double click on the MEPS in left most list or select the MEPS and click the "→" button.
The system shall display a list of all of the MEPS with the following options:

· RSID of the MEPS

· Name of the MEPS (e.g. NRPS Portland or MEPS Columbia)

· Sort the list by RSID in ascending order

The system shall display another list of the right containing up to 4 alternate MEPS selected by the user.

The system shall provide the ability to add and remove MEPS from the alternate list.

The system shall provide the ability for the User to save their changes.

Note:  Validate Proofs of Citizenship and Registration records (The SF 86 shall be validated against existing PMOD II applicant record.)

3.7.15.7.2 The system shall send notice to WRT SSA that the applicant needs to fix data on SF86 and resubmit if the SF 86 contains errors.

3.8 Medical Waivers
3.8.1 The system shall subsume all the functions of the current Medical Waivers application.

3.8.1.1 The system shall perform all functions of the current MedWaivers application within PRIDE MOD II.

3.8.1.2 The system shall provide the capability for processors at MEPS and NRDs to upload (scan to PRIDE MOD II) all medical documents in support of a Medical Waiver’s request.

3.8.1.3 The system shall provide for encryption of all medical notes and forms within the database to protect DBA access to sensitive information.

3.8.1.4 The system shall provide workflow strictly within the medical organization and protection against inadvertent routing of medical related data. 

3.8.1.5 The system shall restrict certain forms from routing outside of the medical chain of command as specified by N3M Director.

3.8.1.6 The system shall track timeliness of workflow within N3M for execution of the waiver determination.

3.8.1.7 The system shall allow N3M to set the workflow routing for the medical waiver including a timer on each waiver in case the review is not completed in a timely fashion by the reviewer.

3.8.1.8 The system shall use the results of the medical waiver determination to allow the applicant either officer or enlisted to continue with the application process or end the application process.

3.8.1.9 The system shall allow N3M to use an evaluation sheet for determination of the final dispensation of the waiver application. 

3.8.1.10 The system shall allow N3M to make notes on the evaluation sheet in the margin that only designated N3M personnel may read, review and update.

3.8.1.11 The system shall provide capability for N3M Director or designated representative to electronically and biometrically sign the waiver approval or denial documents.

3.8.1.12 The system shall allow medical personnel to upload documents to an already existing waiver process.

3.8.1.13 The system shall give N3M the capability to tag all documents as N3M sensitive documents to force the system to only release viewing, update and printing for N3M personnel only.

Medical Data

3.8.1.13.1 The system shall pass DD Form 2807-2 to MEPSCOM eSOA/MIRS/XRISS application for a preliminary read of the medical information from the applicant to determine eligibility for full physical. 
3.9 System Internal Data Requirements

3.9.1 Data

3.9.1.1 Accessibility 

3.9.1.1.1 Data, supporting PRIDE Modernization, shall be provided in a standard and accessible manner, in accordance with DOD/DON standards.  Decisions about internal data will be made during the design phase.

3.10 Adaptation Requirements

3.10.1 Rapid Implementation Capability

3.10.1.1 Policy Changes

3.10.1.1.1 The system shall have the capability for rapid implementation of system changes to support changing requirements including legislative and policy changes.
3.10.2 Allow Creation of Data Elements

3.10.2.1 Level of Effort (LOE)

3.10.2.1.1 The system shall create, at the HQ level, data elements for specific Command mission and personnel management, which automatically propagate throughout the system requiring a LOE not to exceed two mandatory days per data element. 

3.10.3 Allow Ability to Modify/Expand Data Collection

3.10.3.1 Storage Capacity

3.10.3.1.1 The system shall have a scalable solution which allows the ability to modify / expand the data collection capability and data storage capacity of the system by 20% per year for the life cycle. 

3.10.4 Support Wartime Surge Scenarios

3.10.4.1 Surge
3.10.4.1.1 The system shall have a rapidly scalable or extensible system to support wartime surge scenarios limited only by the amount of time to procure and install necessary additional hardware components.

3.11 Safety Requirements

3.11.1 Tactical or Mission Critical Systems

3.11.1.1 Non-tactical Network

3.11.1.1.1 The system shall reside on a non-tactical network and will not interfere with any tactical or mission critical systems.

3.12 Technical Constraints
3.12.1 Security and Privacy Requirements

Auditing

Individual Accountability

3.12.1.1.1 The system shall assure individual accountability whenever either a mandatory or discretionary security policy is invoked.  To assure accountability, the system shall only allow authorized and competent agents to access and evaluate accountability information by a secure means, within a reasonable amount of time, and without undue difficulty. 

User Association

3.12.1.1.2 The system shall be able to associate each auditable event with the identity of the user that caused the event.

Authorized Administrators

3.12.1.1.3 The system shall allow authorized administrators to read all audit information from the audit records. 

Modification and Destruction

3.12.1.1.4 The system shall have safeguards in place to detect, minimize, and prevent inadvertent modification or destruction of data. 

Interpretation

3.12.1.1.5 The system shall provide the audit records in a manner suitable for the user to interpret the information. 

Access

3.12.1.1.6 The system shall limit access to audit records by role and permission. 

Query

3.12.1.1.7 The system shall provide the ability to query and sort audit data.

Filters

3.12.1.1.8 The system shall allow the user to filter auditable events. 

Store

3.12.1.1.9 The system shall protect the stored audit records from unauthorized deletion. 

Prevent Modification

3.12.1.1.10 The system shall prevent modifications to the audit records. 

Restrict Modification

3.12.1.1.11 The system shall restrict the ability to modify or observe the set of audited events to authorized administrators. 

Journal

3.12.1.1.12 The system shall keep a journal (e.g., log-in, accesses, etc.) and provide interactive query and report generation functions to assist in reviewing the journal. 

Audit Trail

3.12.1.1.13 The system shall be able to create, maintain, and protect from modification, unauthorized access, or destruction an audit trail of accesses to the protected objects.  The audit data will be protected by the PRIDE Modernization II Trusted Computing Base (TCB) so that read-access to the system is limited to those authorized for audit data.

Identification and Authentication

3.12.1.1.14 The system shall be able to record the following types of events: 

Use of identification and authentication mechanisms 

Introduction of objects into a user’s address space (e.g., file open, program initiation) 

Deletion of objects 

Actions taken by computer operators, system administrators, and/or system security officers 

Other security-relevant events 

For each recorded event, the audit record shall identify the following information: 

Date and time of the event

User

Type of event

Success or failure of the event

3.12.1.1.15 For identification / authentication events, the origin of request (e.g., terminal identification) shall be included in the audit record.  For events that introduce an object into a user’s address space and object deletion events, the audit record shall include the name of the object. 

User Administration

3.12.1.1.16 The system shall allow the administrator to selectively audit the actions of any one or more users based on individual identity. 

Mediated Access

3.12.1.1.17 The auditing mechanism shall have the capability of auditing all mediated accesses which are visible to users, meaning each discretionary access control policy decision shall be auditable.  Individual operations performed by trusted software, if totally transparent to the user, need not be auditable.  If the total audit requirement is met by the use of more than one audit log, a method of correlation shall be available. 

Document Event

3.12.1.1.18 The system shall have a manual or automated audit trail to document the following information:

· Date and time of the event

· Type of event

· Subject identity

· Success of the event

Start-up and Shutdown

3.12.1.1.19 The system shall have a manual or automated audit trail to document start-up and shutdown of the audit functions. 

User Identification

3.12.1.1.20 The system shall have a manual and/or automated audit trail to document all use of the user identification mechanism, including the identity provided during successful attempts. 

Origin

3.12.1.1.21 The system shall have a manual or automated audit trail to document the origin of the attempt (e.g., terminal identification).

Binding User Security Attributes

3.12.1.1.22 The system shall have a manual or automated audit trail to document success and failure of binding user security attributes to a subject (e.g., success and failure to create a subject).

Security Attributes

3.12.1.1.23 The system shall have a manual or automated audit trail to document all modifications of the values of security attributes. 

Permissive or Restrictive Rules

3.12.1.1.24 The system shall have a manual or automated audit trail to document modifications of the default setting of permissive or restrictive rules.

Modifications

3.12.1.1.25 The system shall have a manual or automated audit trail to document all modifications of the security attributes. 

Modification of Data

3.12.1.1.26 The system shall have an automated audit trail to document all modifications to the values of the PRIDE Modernization II data. 

DIACAP Guidelines

3.12.1.1.27 The system shall comply with DoD Information Assurance Certification and Accreditation Process (DIACAP) guidelines, reference DODI 8510.01.

Information Assurance

3.12.1.1.28 The DoD information system security design shall incorporate best security practices such as single log-in, Public Key Infrastructure (PKI), smart card, and biometrics. 

3.12.1.1.29 A DoD reference document, such as a Security Technical Implementation Guide (STIG) or Security Recommendation Guide (SRG), shall constitute the primary source for security configuration or implementation guidance for the deployment of newly acquired IA- and IA-enabled IT products that require use of the product’s IA capabilities. If a DoD reference document is not available, the system owner will work with Defense Information System Agency (DISA) or National Security Agency (NSA) to draft configuration guidance for inclusion in a Departmental reference guide.

IA Planning

3.12.1.1.30 PRIDE Mod II shall perform Information Assurance (IA) planning in accordance with the Department of the NAVY IA policy per SECNAVINST 5239.3A.

IA Strategy

3.12.1.1.31 PRIDE Mod II has a DON CIO approved IA strategy on file per the Clinger-Cohen Act.  Any changes to security environment require an amendment to the current SSAA and the IA Strategy.
SSAA

3.12.1.1.32 PRIDE Mod II shall prepare an amendment to the existing System Security Authorization Agreement (SSAA) in accordance with DODI 8510.01 as a result of any changes to the security environment.
IA Coordination

3.12.1.1.33 PRIDE Mod II shall coordinate with the appropriate Approving Authority, NETWARCOM DAA, through the entire IA process.

User Roles

3.12.1.1.34 After login authentication, the system shall present users with interfaces, functionality, and data as appropriate to that user's assigned permissions

3.12.1.1.35 The system shall provide the capability to assign permissions to user groups or to individuals.

3.12.1.1.36 The system shall provide secure access control allowing permissions to be set at the database row and field level and at the module level.

3.12.1.1.37 The system shall provide the following permission levels for each resource as follows:

· Execute, then read only

· Execute, then create, replace, update and delete

· Execute (apply equations or operate other functionality)

· The system shall only display functionality and data users are authorized to access

Administration

3.12.1.1.38 The system shall allow for one or more users to be designated as an administrator.

3.12.1.1.39 The system shall provide secure access control allowing permissions at the database row and field level and at the module level.

3.12.1.1.40 The system shall allow administrators to designate a user as owner of a specific resource.

3.12.1.1.41 The system shall allow the owner to exercise administration rights over the owned resource.

3.12.1.1.42 The system shall allow the system administrator to override access assigned by a subordinate unit administrator.

3.12.1.1.43 The system shall provide the capability for administrators to create, delete, and modify individual user profiles and associated permission assignments.

3.12.1.1.44 The system shall provide the capability for administrators to create, delete, and modify user groups / roles and associated permission assignments.

3.12.1.1.45 The system shall provide the capability for administrators to assign an individual user to one or more user groups / roles.

3.12.1.1.46 The system shall provide the capability for one or more users to be designated as a user group administrator.

3.12.1.1.47 The user group administrator shall have the capability to create, delete, and modify user profiles and associated permission assignments only in the user’s own group.

3.12.1.1.48 The user group administrator shall have the capability to create, delete, and modify user sub-groups / sub-roles and associated permission assignments to be contained within the user’s own group.

3.12.1.1.49 The system shall provide the capability for administrators to assign users to one or more user sub-groups / sub-roles.

3.12.1.1.50 The system shall provide the capability for administrators to define or create new data sources based on functional owner approval.

3.12.1.1.51 The system shall provide the capability for administrators to cancel any query request in the system queue regardless of status.

3.12.1.1.52 The system shall provide the capability for administrators to set defaults for all user configurable items including:

· Number of data elements within one query

· Number of elements returned in query result

· Number of elements to query in a non-optimized query

· Number of allowable query returns 

3.12.1.1.53 The system shall permanently remove all non-shared queries associated with users who have been deleted from the system.

3.12.1.1.54 The system shall allow the administrator to transfer ownership of data and resources from one user to another.

3.12.1.1.55 The system shall allow the administrator to view and print all or part of the permission assignments including a list of resources assigned to each user and a list of users assigned to each resource. 

Buffer Overruns

3.12.1.1.56 Software quality requirements and validation methods that are focused on the minimization of flawed or malformed software that can negatively impact integrity or availability (e.g., buffer overruns) are specified for all software development initiatives. 

Partitions and Domains  

3.12.1.1.57 The security support structure is isolated by means of partitions, domains, etc., including control of access to and integrity of hardware, software, and firmware that perform security functions. The security support structure maintains separate execution domains (e.g., address spaces) for each executing process. 

Shutdowns and Aborts

3.12.1.1.58 System initialization, shutdown, and aborts are configured to ensure that the system remains in a secure state. Tests are provided and periodically run to ensure the integrity of the system state. 

Public Key Infrastructure Certificates

3.12.1.1.59 Identification and authentication is accomplished using the DoD PKI Class 3 or 4 certificates and a hardware security token. This statement deviates from the original DoDI per Joint Task Force – Global Network Operations (JTF-GNO) Communications Tasking Order (CTO) 06-02. 

On-Line monitoring and Audit Trail Creation 

3.12.1.1.60 An automated, continuous on-line monitoring and audit trail creation capability is deployed with the capability to immediately alert personnel of any unusual or inappropriate activity with potential IA implications and with a user configurable capability to automatically disable the system if serious IA violations are detected. 

Access Control 

3.12.1.1.61 Access control mechanisms exist to ensure that data is accessed and changed only by authorized personnel and systems. Access and changes to the data are recorded in transaction logs that are reviewed periodically or immediately upon system security events. Users are notified of the time and date of the last change in data content. 

Database Management

3.12.1.1.62 Transaction-based systems (e.g., database management systems, transaction processing systems) implement transaction roll-back and journaling or technical equivalents. 

Intrusion Detection 

3.12.1.1.63 Host-based Intrusion Detection Systems (IDS) are deployed for major applications and for network management assets, such as routers, switches, and Domain Name Servers (DNS). 

Instant Messaging  

3.12.1.1.64 Instant messaging traffic to and from Instant Messaging (IM) clients that are independently configured by end users and that interact with a public service provider is prohibited within DoD information systems. Both inbound and outbound public service IM traffic is blocked at the enclave boundary. This does not include IM services that are configured by a DoD AIS application or enclave to perform an authorized and official function. 

Routers, Switches, and Firewalls 

3.12.1.1.65 An effective network device control program (e.g., routers, switches, firewalls) is implemented and includes: 

· Instructions for restart and recovery procedures

· Restrictions on source code access, system utility access, and system documentation

· Protection from deletion of system and application files 

· A structured process for implementation of directed solutions (e.g., Information Assurance Vulnerability Alert [IAVA]) 

· All configurations shall be in accordance with Navy Firewall Policy as approved by the Operational DAA.

3.12.1.1.66 Audit or other technical measures are in place to ensure that the network device controls are not compromised. Change controls are periodically tested. 

Role-Based Access 

3.12.1.1.67 All privileged user accounts are established and administered in accordance with a role-based access scheme that organizes all system and network privileges into roles (e.g., key management, network, system administration, database administration, web administration). The Information Assurance Manager (IAM) tracks privileged role assignments. 

Programmer Privileges 

3.12.1.1.68 Application Programmer privileges to change production code and data are limited and reviewed every three months. 

Audit Records 

3.12.1.1.69 Tools are available for the review of audit records and for report generation from audit records. 

Audit Records Back-Ups 

3.12.1.1.70 Audit records are backed up no less than weekly into a different system or media than the system being audited. 

Modification or Deletion of Audit Trails 

3.12.1.1.71 The contents of audit trails are protected against unauthorized access, modification, or deletion. 

Label Information

3.12.1.1.72 The PRIDE Modernization II will label information exempt from disclosure to reflect sensitivity. For example, “FOR OFFICIAL USE ONLY,” “PRIVACY ACT SENSITIVE: DISCLOSE ON A NEED-TO-KNOW BASIS ONLY” or some other statement will alert individuals to the sensitivity of the records.  The system will provide a warning banner that includes this information during log-in. Printed output will include the label. 

Enclaves and AIS Applications 

3.12.1.1.73 For Enclaves and AIS applications, all DoD security configuration or implementation guides have been applied. 

Integrity of all Transmitted Information 

3.12.1.1.74 Mechanisms are in place to assure the integrity of all transmitted information (including labels and security parameters) and to detect or prevent the hijacking of a communication session (e.g., encrypted or covert communication channels). 

Information Assurance: Virtual Private Network 

3.12.1.1.75 All Virtual Private Network (VPN) traffic is visible to network IDS. 

Information Assurance: Screen-Lock 

3.12.1.1.76 Unless there is an overriding technical or operational problem, workstation screen-lock functionality is associated with each workstation. When activated, the screen-lock function places an unclassified pattern onto the entire screen of the workstation, totally hiding what was previously visible on the screen. Such a capability is enabled either by explicit user action or a specified period of workstation inactivity (e.g., fifteen minutes). Once the workstation screen-lock software is activated, access to the workstation requires knowledge of a unique authenticator. A screen lock function is not considered a substitute for logging out unless a mechanism actually logs out the user when the user idle time is exceeded. 

Training 

3.12.1.1.77 Employees receive initial and periodic training in the operation of environmental controls. 
Restoration Site 

3.12.1.1.78 An alternate site is identified that permits the restoration of all mission or business essential functions. 

Physical and Technical Protection 

3.12.1.1.79 Procedures are in place to assure the appropriate physical and technical protection of the backup and restoration hardware, firmware, and software, such as router tables, compilers, and other security-related system software. 

Data Backup 

3.12.1.1.80 Data backup is accomplished by maintaining a redundant secondary system, not co-located, that can be activated without loss of data or disruption to the operation. 

Disaster Plan 

3.12.1.1.81 A disaster plan exists that provides for the smooth transfer of all mission or business essential functions to an alternate site for the duration of an event with little or no loss of operational continuity. Disaster recovery procedures include: 

· Business recovery plans

· System contingency plans

· Facility disaster recovery plans

· Plan acceptance

Enclave Boundary 

3.12.1.1.82 Enclave boundary defense at the alternate site must be configured identically to that of the primary site. 

Identify Priority Restoration 

3.12.1.1.83 Mission and business-essential functions are identified for priority restoration planning along with all assets supporting mission or business-essential functions (e.g., computer-based services, data and applications, communications, physical infrastructure). 

Uninterrupted Power 

3.12.1.1.84 Electrical systems are configured to allow continuous or uninterrupted power to key IT assets and all users accessing the key IT assets to perform mission or business-essential functions. This may include an uninterrupted power supply coupled with emergency generators or other alternate power source. 

Recovery Procedures 

3.12.1.1.85 Recovery procedures and technical system features shall exist to ensure that recovery is done in a secure and verifiable manner. Circumstances that can inhibit a trusted recovery are documented and appropriate mitigating procedures have been put in place as defined in the Risk Management Plan. 

3.12.1.1.86 The physical Pride Modernization II system must be deployed in a DIACAP approved facility.  The network and servers must have Authority To Operate approval before operations may commence. 

3.12.1.1.87 Pride Modernization II contains Sensitive but not Classified information.  As a result all User access will be authenticated and audited to provide a Trusted Computing Base (TCB) for Recruiting processing. 

3.12.1.1.88 Backup and auditing processes will accompany the authentication and authorization processes to minimize the threat of modification and deletion.  

Privacy

3.12.1.1.89 PRIDE shall adhere to the Department of Navy’s Privacy Policy per SECNAVINST 5211.5E.

Security

Authentication

3.12.1.1.90 PKI will be used for authentication of identity, access control, non-repudiation, data integrity, and information confidentiality IAW DODD 8520.2.

3.12.1.1.91 The system shall allow for log-on authentication where the target population does not have a means to obtain PKI certificates.

Password Security

3.12.1.1.92 Password security for users and administrators shall be IAW the Chairman of the Joint Chiefs of Staff Manual (CJCSM) 6510.01, Information (IA) and Computer Network Defense (CND).

3.12.1.2 Information Management

3.12.1.2.1 The system shall adhere to the Privacy Act of 1974 (5 USC 552a).  The Privacy Act of 1974, as amended, is the statutory basis for the Navy Privacy Program.  Within the DOD, the Act is implemented by DODD 5400.11 and DOD 5400.11-R.

3.13   System Environment Requirements

3.13.1 Shared Services

Navy Regional Data Center

3.13.1.1.1 The Pride Modernization II system is designed to run within a Navy Regional Data Center utilizing Shared Services.

Navy Computing Centers

3.13.1.1.2 Connections to other Navy computing centers are expected to be high speed.   All connections to locations outside of the Navy Regional Data Center are expected to respond at NMCI SPE and bandwidth.

3.14 Computer Resource Requirements

3.14.1 Computer hardware requirements

Computer Hardware Parameters 

3.14.1.1.1 The system shall provide a hardware architecture that supports meeting the system reliability, Mean Time Between Operational Mission Failure (MTBOMF), and MCMTOMF constraints. 

3.14.1.1.2 The system shall provide a hardware architecture that permits the system to be available per readiness constraints as defined in Section 4.4 Quality Factors including non-principal the periods of operation defined in that section except for scheduled backup and maintenance time. 

3.14.1.1.3 The system shall provide a hardware architecture that allows for daily backup. 

3.14.1.1.4 The system shall provide a hardware architecture that permits data in the system to be recovered and restored in the event of damage or destruction to individual facilities. 

3.14.1.1.5 The system shall consider server hardware within the proposed architecture that is extensible and scalable to meet requirements and provide for a growth path. 

3.14.1.1.6 The system shall provide the ability for client hardware to interface with optical scanners, digital cameras, and printers (network and non-network). 

3.14.1.1.7 The system shall provide the ability to interface with telephones, mobile phones, and Personal Digital Assistants (PDAs). 

Warranties 

3.14.1.1.8 All commercial hardware and software shall be procured and installed in compliance with manufacturers’ warranties. 

Licenses

3.14.1.1.9 The Vendor shall provide to the Program Manager (PM) the appropriate licenses for operating systems, applications, interface engines, etc., procured for the Pride Modernization II development and developmental testing.  Provision must be made for maintaining a record of such actions.

3.14.2 Computer hardware resource utilization requirements

Virtual hardware environment

3.14.2.1.1 The Pride Modernization II system runs within a virtual hardware environment provided by Navy Shared Services.  

3.14.2.1.2 Provide an initial hardware specification for the Pride Modernization II System which will be hosted by the Government. The initial specification will be used to estimate additional Government hardware requirements for the Test and Production environments for Pride Modernization II in a Shared Services Environment.

3.14.2.1.3 The hardware performance requirements will be patterned after the existing Production system.  All hardware will support 64 bit processing.

3.14.3 Computer software requirements

Electronic Forms and Workflow

3.14.3.1.1 The system shall provide process automation features including tracking and workflow, case management, conflict resolution, routing / scheduling, and correspondence management.

3.14.3.1.2 The system shall provide fillable PDF forms, electronic form management, creation, and modification.

3.14.3.1.3 The system shall provide the ability for corporate data systems to exchange data in order to auto-populate core data fields. 

3.14.3.1.4 All software within the system shall be registered in the DON Application and Database Management System (DADMS).

3.14.3.1.5 The system shall be able to execute from a client workstation that has, at a minimum, the applications listed in Table 3-1:

	Application Type
	Application

	Browser
	Internet Explorer™

	Browser
	Netscape™

	Plugin
	JRE™

	Plugin
	Real Player™

	Plugin
	Shockwave™

	Plugin
	Flash™

	Plugin
	Adobe® Live Cycle® Enterprise Suite

	Plugin
	Media Player™


Table 3‑1:  Client Workstation Supporting Applications
3.14.3.1.6 No PRIDE module shall require a version of software greater than the version numbers listed in the above table.

3.14.4 Computer communications requirements

Computer Communications Parameters

3.14.4.1.1 The Pride Modernization II shall be adaptable to future changes in the communications infrastructure. 

3.14.4.1.2 The Pride Modernization II servers shall reside within the NMCI network.

3.14.4.1.3 From a preliminary design perspective, Pride Modernization II communicates on a system to system basis as described in the SV-2 Regional System Communication Description diagram, with three different geographically dispersed computing centers:

· Great Lakes

· New Orleans

· Pensacola

3.14.4.1.4 The system shall communicate via Unclassified Trusted Network (UTN) compliant internet protocols for all infrastructure data transfers.

3.14.4.1.5 The system shall be in compliance with Navy Firewall Policy as directed by the Navy Operational DAA.
3.14.4.1.6 It is expected that there are high speed connections between each of computing centers that Pride Modernization II will leverage.  

3.14.4.1.7 Pride Modernization II desires all communication links to be through web services.  Additional plans may be considered if supporting computing are unable to provide web services.

3.14.4.1.8 Pride Modernization II communication priority levels are:

· PRIDEMOD-EI01 for MIRS/ESOA/XRIS not transmission rate sensitive

· PRIDEMOD-EI02 for NSIPS not transmission rate sensitive

· PRIDEMOD-EI03 for CeTARS not transmission rate sensitive

· PRIDEMOD-EI04 for ADW not transmission rate sensitive
· PRIDEMOD-EI05 for WRT not transmission rate sensitive 
· PRIDEMOD-EI06 for RIDE near real time required
· PRIDEMOD-EI07 for eQIP not transmission rate sensitive
· PRIDEMOD-EI08 for EMPRS not transmission rate sensitive

· PRIDEMOD-EI09 for BUPERS on Line (PRIMS) not transmission rate sensitive
3.14.4.1.9 PRIDE Modernization II expects NMCI quality communication lines between the Millington Shared Services Center and each of the individual Military Entrance Processing Stations (MEPS).

Web Services

3.14.4.1.10 User interface services (e.g., web services) are physically or logically separated from data storage and management services (e.g., database management systems). Separation may be accomplished through the use of different computers, different Central Processing Units (CPU)s, different instances of the operating system, different network addresses, combinations of these methods, or other methods as appropriate. 

Freeware

3.14.4.1.11 Binary or machine-executable public domain software products and other software products with limited or no warranty, such as those commonly known as freeware or shareware, are not used in DoD information systems unless necessary for mission accomplishment and no alternative IT solutions are available. Such products are assessed for IA impact and approved for use by the Designated Accreditation Authority (DAA) prior to development. The assessment addresses the fact that such software products are difficult or impossible to review, repair, or extend given that the Government does not have access to the original source code and no owner exists who could make such repairs on behalf of the Government. 

Ports, Protocols and Services

3.14.4.1.12 DoD information systems comply with DoD ports, protocols, and services guidance.  Navy Firewall approved ports and protocols shall be allowed for use. Automated Information System (AIS) applications, outsourced IT-based processes, and platform IT identify the network ports, protocols, and services used as early in the life cycle as possible and notify hosting enclaves. Enclaves register all active ports, protocols, and services in accordance with DoD and DoD Component guidance. 

System Libraries

3.14.4.1.13 System libraries are managed and maintained to protect privileged programs and to prevent or minimize the introduction of unauthorized code.

3.15 System Quality Factors

3.15.1 Timeliness

Transition Time

3.15.1.1.1 System timeliness is measured by the time required for a remote user transaction to update the corporate database and provide feedback to the originator.  Goal of end to end transmission time per transaction of less than one minute with adequate infrastructure support.

3.15.2 Response Time

System response time

3.15.2.1.1 The system response time will support an experienced classifier making at least ten classifications per hour. 
3.15.3 Accuracy

Correctness of Transactions

3.15.3.1.1 Accuracy is measured by the correctness of all transactions transmitted to the corporate systems with a quality assurance goal of 98%.  The Pride Modernization II edit failures, vice users input errors, in transmitted data that are not detected automatically and require field level manual intervention to correct (e.g., are not corrected by an automatic procedure such as retransmission) will be + / - 2% of all transactions.  System Accuracy (SA) equals the total number of transactions minus the total number of application errors divided by the total number of transactions times 100. 

3.15.4 Maintainability

3.15.4.1 Mean Corrective Maintenance Time for Operational Mission Failures (MCMTOMF).  
3.15.4.1.1 The MCMTOMF for the Pride Modernization II is two hours (threshold) / one hour (objective). 

Documentation

3.15.4.1.2 Delivery of the system shall include instructions for installation, un-installation, and upgrade of each application.

3.15.4.1.3 Delivery of the system shall include documentation for both users and administrators.

3.15.4.1.4 Delivery of the system shall include all source code for the system, and will be owned by the government.

3.15.5 Serviceability

Source Code

3.15.5.1.1 All application source code shall be available.

3.15.5.1.2 All application source code shall be documented with comments.

3.15.5.1.3 All application processes shall be debuggable.

3.15.6 Reliability/Availability

Access

3.15.6.1.1 Sailors shall have the ability to access the system 24x7.

3.15.6.1.2 The system shall be available to users an acceptable amount of time, except during scheduled maintenance and refresh cycles.

3.15.6.1.3 The system shall provide for a fail-over method that redirects requests from the failed or down system to a backup system that fulfills all of the operations of the primary system.

3.15.7 Simple Queries

Simple Query Respones Time
3.15.7.1.1 The system shall have the ability to perform simple queries and present data to the user within five seconds upon submission.  Simple queries are defined as queries that are built with five or fewer parameters. 

3.15.8 Complex Queries

Complex Query Respones Time

3.15.8.1.1 The system shall have the ability to perform complex queries and present data to the user within ten seconds upon submission.  Complex queries are defined as queries that are built with six or more parameters. 

3.15.9 Screen Refresh 

Refresh time

3.15.9.1.1 The system shall have the ability to perform a screen refresh invoked by the user within two seconds of submission. 

3.15.10 Complex Reports

Response time

3.15.10.1.1 The system shall have the ability to generate and populate complex reports within fifteen seconds.

3.15.11 Generate and Populate Forms and Letters

Form response time

3.15.11.1.1 The system shall have the ability to generate and populate forms and letters within fifteen seconds. 

3.15.12 Generate and Populate Simple Reports

Report response time

3.15.12.1.1 The system shall have the ability to generate and populate simple reports within five seconds. 

3.15.13 System File Maintenance 

Backup

3.15.13.1.1 The system shall allow dynamic, on-line backup and file maintenance without interruption or degradation to required system performance. 

3.16 Design and construction constraints

3.16.1 Data Migration

Migration Parameters

3.16.1.1.1 The system shall migrate essential data from legacy systems that is no more than two years old. 

3.16.1.1.2 The system shall archive all legacy data not migrated. 

3.16.1.1.3 The data migration process shall provide for error trapping, logging, and exception identification. 

3.16.1.1.4 The data migration process shall be able to be rerun and restarted.

3.16.1.1.5 The Pride Modernization II migration strategy shall not cause increased workload for any segment of the user community. 

3.16.1.1.6 The data migration shall include migrating projected applicants from WebRTools based on functionality provided by WebRTools.

3.16.2 Performance Parameters

Parameters

3.16.2.1.1 The system shall provide the same functionality for all activities responsible for recruiting Prospects into and classifying Applicants for the Navy. 

3.16.2.1.2 The system shall provide an integrated access to a single logical set of data and provide for a single log-in. 

3.16.2.1.3 The system shall provide information produced at the NRC field level to the corporate level. 

3.16.2.1.4 The system shall provide information produced at the NRC corporate level to the field level. 

3.16.2.1.5 The system shall provide a data repository with decision-making tools for on-line analytical processing. 

3.16.2.1.6 In the design of PRIDE Modernization II the following design guidance is being followed:

· Use of a Service Oriented Architecture.

· Use of a business intelligence package such as Business Objects.

· Use of Microsoft™ C# as a development language.

· C# Coding Standards Version 5.0,  Global.Net Capability, 2007-11-28.

· User of SQL Server 2005 Enterprise Edition as the database and its supporting products such as Reporting Services, Integration Services, and Analysis Services.

· Use of Cryptographic Log On and other Information Assurance requirements.

3.16.2.1.7 Additional information on design and development guidance is provided in the TV-1 identified in the FRD.

3.16.2.1.8 Web development and interfacing shall be in accordance with the DON CIO Web policy and XML standards as described in the policy.

3.16.2.1.9 Email interfaces and services using LDAP shall be in accordance with and use the NMCI LDAP services and User services in compliance with DKO.

Use of Commercial Off-The-Shelf Components

3.16.2.1.10 Commercial Off-The-Shelf (COTS) hardware and software shall be used where cost, schedule, and performance dictates, and in accordance with DADMS and ODAA approval.

3.16.2.1.11 PRIDE shall ensure any COTS software procured for the implementation of the Pride Modernization II Information System, that requires Public Key Enabling, has passed interoperability testing performed by a DOD PKI Program Management Office (PMO) approved testing facility prior to procurement.  (DODI 8520.2 paragraph 4.6)

Use of Non-Developmental Items

3.16.2.1.12 Non-developmental items shall be used where cost schedule and performance dictates.  Non-developmental items are defined as items that have been previously developed and are used exclusively for governmental purposes by a Federal agency, a state or local government, or a foreign government with which the United States has a mutual defense cooperation agreement (i.e., Government Off-The-Shelf (GOTS)).

Use of Existing Resources

3.16.2.1.13 The system shall use existing resources where cost schedule and performance dictates.

3.16.2.1.14 A thorough analysis shall be accomplished prior to the determination of additional resources being added.

User Characteristics

3.16.2.1.15 Users shall have a valid CAC to authenticate with the system.

Rehabilitation Act of 1973, 5 United States Code 794d

3.16.2.1.16 The Pride Modernization II implementation shall follow the accessibility requirements of Section 508 of the Rehabilitation Act of 1973.  

Assumptions and Dependencies

3.16.2.1.17 The users are either Active or Reserve Component enlisted Sailors, or are in a supporting role to the Sailors.

3.16.2.1.18 The users have physical internet access to the system.

3.16.2.1.19 The users have a valid CAC or unique login credentials.

3.16.2.1.20 All the connections between the system and other systems and data sources are active.

Quality Requirements

3.16.2.1.21 To ensure quality data and operation of the system, the Pride Modernization II shall follow the configuration management plan outlined in the PRIDE Configuration Management Plan.

Software Exception Conditions/Exception Handling

3.16.2.1.22 The system shall provide proper handling of all exceptions.

3.16.2.1.23 Any exception thrown by the system shall not affect the operations of any other system.

3.16.2.1.24 All exceptions shall be logged in a plain text log within a specified directory.

3.16.2.1.25 All exceptions logged shall include a timestamp of when the exception occurred, a unique identifier that identifies the nature and severity of the exception, a description of the exception, and any other information that is needed to handle and recover from the exception condition.

3.17 Personnel-Related Requirements

3.17.1 Section 508

508 Compliance

3.17.1.1.1 Section 508 and similar references provide guidelines for Human Systems Integration and Human Factors concerns. The level of compliance with Section 508 is typically driven by the As-Is and To-Be user community. For other  application development projects for Navy MPTE where users are on Windows / Internet Explorer platforms as will be the case for PRIDE Modernization, Section 508 compliance has been established at the level supported by the operating system (i.e. at the level provided by Windows Control Panel – Accessibility Options).

3.17.2 Reduce Costs

Design Costs

3.17.2.1.1 The system shall be designed to reduce maintenance as well as operational and training costs. 

3.17.3 Total Ownership Cost Analysis

Total Ownership Cost (TOC) analysis

3.17.3.1.1 The system shall be optimized to function within existing manpower constraints.  Additional military specialties or limitations will be needed to operate or maintain the PRIDE Modernization.  The roles of the NRC will remain unchanged with the deployment of the PRIDE Modernization.  Alternatives that result in reduced manpower and personnel requirements will be reflected in the Total Ownership Cost (TOC) analysis. 

3.17.4 Personnel Engineering

User skill level

3.17.4.1.1 The system shall be engineered for use by personnel with limited computer skills and appropriate functional training dealing with Recruiting and Accessions management. 

3.17.5 Navigation

Ease of Use

3.17.5.1.1 User interfaces shall be designed according to industry best practices to provide ease of use for all tasks.

3.17.6 Consistency

Consistency Validation and Omission errors

3.17.6.1.1 The system shall validate the accuracy of local and field data entry and provide near real-time notification to the user of consistency validation and omission errors where possible.

3.17.7 Embedded Help

Context and Tutorial Help

3.17.7.1.1 The system shall include context-sensitive help. The help features will be context sensitive and will facilitate new user indoctrination and recurring training ne. 

3.17.7.1.2 The system shall include an on-line instructional tutorial in the application. 

3.17.8 Documents

Manuals

3.17.8.1.1 User manuals shall be written at a ninth-grade reading level and be comprehensive enough for knowledgeable field-level operators to resolve problems relying only on the user manuals. 

3.17.8.1.2 The System Administrator manual shall be comprehensive enough for knowledgeable system administrators to maintain and resolve system related issues. 

3.17.8.1.3 The user shall have on-line access to all user manuals and system documentation.

3.17.9 HIPAA

Compliance

3.17.9.1.1 The system shall comply with the applicable sections of the Health Insurance Portability and Accountability Act (HIPAA).

3.17.10 DON Personnel Policy

Compliance
3.17.10.1.1 The system shall comply with the applicable sections of the DON Personnel Policy Manual.

3.17.11 MILPERS

3.17.11.1 The system shall comply with the applicable sections of the MILPERS Manual.

3.17.12 Human Resources Standards

Federal Laws and Statutes

3.17.12.1.1 The system shall conform to Federal Laws and statutes that govern the hiring and management of personnel, including U.S. Code Title 10, Armed Forces, and the Uniform Guidelines on Employee Selection Procedures (1978). 

3.18 Training-Related Requirements

3.18.1 Training

Training Requirements

3.18.1.1.1 The formal training shall include:

· Business Objects User Training
· Work Flow (Form Flow) Administrator/User Training
· Standard and AdHoc Reports
· System Operation
3.18.1.1.2 Training implemented for Pride Modernization II shall adhere to the plan outlined in the Training Plan.

3.18.1.1.3 Provide Online Help and tutorials for system familiarization (on-line help and tutorial of system operation).

3.18.1.1.4 Provide Computer Based screen capture and animation to demonstrate business/processing functions within system (remedial and self-paced training).

3.19 Logistics-related requirements

3.19.1 Logistics Plan

Integrated Logistics Support Plan

3.19.1.1.1 Logistics for the Pride Modernization II shall adhere to the plan outlined in the Integrated Logistics Support Plan (ILSP).

3.20 Packaging requirements

3.20.1 Software Distribution

Configuration Management

3.20.1.1.1 Distribution of software will follow the PRIDE Modernization II Configuration Management Plan.
3.20.2 Release Numbering

Numbering

3.20.2.1.1 Application release numbering shall use industry best practices.

3.21 Precedence and criticality of requirements
3.21.1 Releases

4 Qualification provisions

This section defines a set of qualification methods and specifies what method(s) is used for each requirement.  Qualification Provisions are in the table in Enclosure 1, Traceability Matrix.  The qualification methods that will be used by the Pride Modernization II are as follows:

· Demonstration – Sea Warrior will implement a controlled release as part of an Operational Test (OPTEST).  The specifications of the OPTEST are to be defined by the Program Sponsor.  The OPTEST will contain any User Acceptance Test (UAT).

· Test – The Sea Warrior program will implement a multi-phased test process.  The test phases and test events are contained in the Sea Warrior Test and Evaluation Master Plan (TEMP).  The test events that may be referenced in this document include Functional Acceptance Testing (FAT) and End-to-End Testing (E2E).

· Inspection – The inspection method will be used to review and verify documentation.  The documentation to be reviewed will be noted in parentheses.

· Analysis – Statistical analysis will be leveraged to verify accuracy and completeness of data.

5 Requirements traceability

Requirements defined in this document are traced to the FRD and PWS requirements are found in Appendix A, Traceability Matrix.
6 Notes

This section shall contain any general information that aids in understanding this document (e.g., background information, glossary, rationale).
6.1 List of Acronyms

	ACOI
	Accessions Community of Interest

	AFQT
	Armed Forces Qualifying Test

	AIS
	Automated Information System

	AOB
	Average On Board

	APM
	Assistant Program Manager

	ATF
	Advanced Technical Field

	BEERS
	Basic Enlistment Eligibility Requirements

	BOM
	Beginning of the Month

	ASVAB
	Armed Forces Vocational Aptitude Battery

	CAC
	Common Access Card

	CeTARS
	Corporate enterprise Training and Reservation System

	CC
	College Credit

	CDP
	Curriculum Development Program

	CFP
	College First Program

	CIRIMS
	Command Integrated Recruiting Information System

	CIV ED
	Civilian Education

	CNO
	Chief of Naval Operations

	CNRC
	Commander, Navy Recruiting Command

	CONUS
	Continental United States

	COTS
	Commercial Off-The-Shelf

	CR
	Chief Recruiter

	CT
	Cryptologic Technician

	CSV
	Coma Separated Values

	CTO
	Communications Tasking Order

	DAA
	Designated Accreditation Authority

	DADMS
	DON Application and Database Management System

	DD
	Defense Department

	DDD
	Direct Deposit DEP

	DEF
	Delayed Entry Felony (Major Misconduct)

	DEL
	Delayed Entry

	DEM
	Delayed Entry Medical

	DEN
	Delayed Entry Nuclear

	DEP
	Delayed Entry Program

	DEPNC
	Delayed Entry Program New Contract

	DEPQAL
	Delayed Entry Program Quality

	DER
	Delayed Entry Reserve

	DIACAP
	DoD Information Assurance Certification and Accreditation Process

	DISA
	Defense Information System Agency

	DLAB
	Defense Language Aptitude Test

	DLPT
	Defense Language Proficiency Test

	DNS
	Domain Name Server

	DPEP
	Direct Procurement Enlistment Program

	DST
	DEP Slope Target

	E2E
	End-To-End Testing

	EB
	Enlistment Bonus

	EBCC
	Enlistment Bonus College Credit 

	EBEE
	Enlistment Bonus for Extended Enlistment

	EBSR
	Enlistment Bonus Source Rate

	EBTSC
	Enlistment Bonus for Test Score Category

	EBED
	Enlistment Bonus for Delayed Entry Program

	EBPST
	Enlistment Bonus Physical Screening Test

	EBTRG
	Enlistment Bonus for Training

	ECM
	Enlisted Community Manager

	EDE
	Enterprise Data Environment

	eNTRS
	enterprise Navy Training Reservation System

	EOM
	End Of Month

	EPDS
	Enlisted Processing Division Supervisor

	EPO
	Enlisted Programs Officer

	eQIP
	electronic Questionnaires for Investigation Processing

	ERIS
	Enlisted Recruiting Incentive System

	eSOA
	Enterprise Service Oriented Architecture

	FAST
	Fundamental Applied Skills Training

	FAT
	Functional Acceptance Test

	FCUR
	Female quota Current Capacity

	FF
	Forced Female

	FALANT
	Results of the Farnsworth Lantern Test

	FM
	Forced Male

	FQTA
	Female Quotas Total Available

	FRD
	Functional Requirements Document

	FRES
	Female Reservations to date

	FRTD
	Female Recruited To Date

	FTS
	Full Time Support

	FY
	Fiscal Year

	GED
	General Equivalency Diploma

	GENN
	Gender Neutral

	GOTS
	Government Off-The-Shelf 

	GWOT
	Global War On Terrorism

	HARP
	Hometown Assistance Recruiting Program

	HIPAA
	Health Insurance Portability and Accountability Act

	IA
	Information Assurance

	IAM
	Information Assurance Manager

	IAVA
	Information Assurance Vulnerability Alert

	ICD
	Interface Control Document

	IDS
	Intrusion Detection System

	ILSP
	Integrated Logistics Support Plan

	IFA
	Initial Fitness Assessment

	IS
	Information Specialist

	ITRO
	Inter-Service Training Review Organization

	EQIP
	Joint Personnel Adjudication System

	JROTC
	Junior Reserve Officer Training Corps

	LOE
	Level of Effort

	LRP
	Loan Repayment Program

	MCMTOMF
	Mean Corrective Maintenance Time for Operational Mission Failures

	MCUR
	Male quota Current Capacity

	MEPCOM
	Military Entrance Processing Command

	MEPS
	Military Entrance Processing Station

	MILITAPS
	Military Incentives Tracking, Accounting, and Payment System

	MILPERS
	Military Personnel

	MIRS
	MEPCOM Integrated Resource System

	MOA
	Memorandums of Agreement

	MPM
	Mix Planning Matrix

	MPN
	Manning Plan Navy

	MPTE
	Manpower, Personnel, Training, and Education

	MQTA
	Male Quotas Total Available

	MRES
	Male Reservations to date

	MRTD
	Male Recruited To Date

	MTBOMF
	Mean Time Between Operational Mission Failure

	NAPT
	Navy Advanced Placement Test

	NAT
	New Accession Training

	NAVET
	Navy Veteran

	NCF
	Navy College Fund

	NCSA
	

	NEC
	Navy Enlisted Classification

	NES
	Navy Enlistment System

	NETCON
	New Enlistments Contracts

	NETREP
	Net Report

	NCO
	New Contact Objective

	NCS
	National Call to Service

	NFQT
	Nuclear Field Qualifying Test

	NGB
	National Guard Bureau

	NITRAS
	Navy Integrated Training and Administration System

	NLO
	Navy Liaison Officer

	NMCI
	Navy/Marine Corps Intranet

	NROU
	Navy Recruiting Orientation Unit

	NPRST
	Navy Personnel Research Studies and Technology

	NPS
	Non-Prior Service

	NRC
	Navy Recruiting Command

	NRD
	Navy Recruiting Districts

	NRS
	Navy Recruiting Station

	NSA
	National Security Agency

	NSIPS
	Navy Standard Integrated Personnel System

	NSO
	Naval Special Operations

	NSW
	Naval Special Warfare

	NTQMS
	Navy Training Quota Management System

	NTRS
	Navy Training Reservation System

	OCONUS
	Outside Continental United States

	OPTEST
	Operational Test

	OSG
	Occupational Specialty Group

	OSVET
	Other Service Veteran

	PACT
	

	PDA
	Personal Digital Assistant

	PERS
	Personnel

	PIP
	Pseudoisochromatic Plate test

	PKI
	Public Key Infrastructure

	PM
	Program Manager

	PMO
	Production Management Organization

	PMO
	Program Management Office

	PMW
	Program Manager Warfare

	PPR
	Production Per Recruiter

	PQS
	Personal Qualification Standards

	PRIDE
	Personalized Recruiting for Immediate and Delayed Enlistment

	PS
	Prior Service

	PSAM
	Prior Sea/Air Mariner

	PSSQ
	Personnel Security Screening Questionnaire

	PST
	Physical Screening Test

	QNE
	Qualified, Not Enlisted

	RE
	Re-Enlistment

	RIDE
	Rating Identification Engine

	RinC
	Recruiter-in-Charge

	RPM
	Rate Phasing Matrix

	RSN
	Recruiting Services Network

	RTC
	Recruit Training Command

	RTD
	Recruited to Date

	RTF
	Rich Text Format

	SCORE
	Selective Conversion Reenlistment Program

	SEALs
	Sea, Air, Land

	SOC
	Special Operations Challenge

	SQL
	Structured Query Language

	SRG
	Security Recommendation Guide

	SRS
	System Requirement Specification

	SSAA
	System Security Authorization Agreement

	SSN
	Social Security Number

	SSS
	System/Subsystem Specification

	STASS RTM
	Standard Training Activity Support System and Recruit Training Management

	STIG
	Security Technical Implementation Guide

	SUR
	Seat Utilization Report

	TEMP
	Test and Evaluation Master Plan

	TOC
	Total Ownership Cost

	TOSIP
	Top-of-the-System-Interface Process

	TCB
	Trusted Computing Base

	TPU
	Transient Personnel Unit

	TSC
	Test Score Category

	TSCU
	Test Score Category Upper

	TTB
	Technical Training Bonus

	UAT
	User Acceptance Test

	USN
	United States Navy

	USNR
	United States Naval Reserve

	UTN
	Unclassified Trusted Network

	VPN

	Virtual Private Network

	WOT
	Web Officer Tools

	WRT
	Web Recruiter Tools

	XRISS
	Service Recruiting Information Service System

	ZIP
	Zone Improvement Plan
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Traceability-Quals

		FRD Line		SSS Line		Text		Condition / Assumption		Performance Parameters		Qualification Method		Responsible Party

				3		REQUIREMENTS

		3.1		3.1		Tasks

		3.1.1		3.1.1		The Major Task Areas

		3.1.1.1		3.1.1.1		Enlisted functional requirements for increment II of PRIDE Modernization that were not completed by release 1.

		3.1.1.2		3.1.1.2		Officer requirements for recruiting and selection process

		3.1.1.3		3.1.1.3		New requirements that support the security application and eQIP interface with NRC

		3.1.1.4		3.1.1.4		New requirements that support the security application and JAPAS interface within NRC.

		3.2		3.2		Required States and Modes

		3.2.1		3.2.1		Active State

		3.2.1.1		3.2.1.1		PRIDE Modernization shall operate in an active, connected state, where the system is physically located and contained in the SPAWAR New Orleans Data Center.						Demonstration
Test		Contractor

		3.2.1.2		3.2.1.2		It shall be physically connected to an external network via the Navy/Marine Corps Intranet (NMCI) or the Internet.  The various ways PRIDE Modernization 2 can be used is listed below.						Demonstration
Test		Contractor

		3.2.1.3		3.2.1.3		The system shall deliver services and content within the Navy shore enterprise in the continental United States (CONUS), Navy shore enterprise outside the continental United States (OCONUS), through Internet Service Providers to domestic residences and commercial locations (with Common Access Card (CAC) enabled access) both CONUS and OCONUS.						Demonstration
Test		Contractor

		3.2.1.1.4		3.2.1.4		Operation shall consist of the following modes:

		3.2.1.1.4.1		3.2.1.4.1		CONUS via NMCI - Users within Navy facilities in the continental United States shall access the PRIDE application over the existing NMCI infrastructure on the .mil domain.						Demonstration
Test		Contractor

		3.2.1.1.4.2		3.2.1.4.2		CONUS via Recruiting Services Network (RSN)  – Users within US MEPCOM spaces supporting Navy business processes in the continental United States shall access the PRIDE Modernization Release 2 application over the existing RSN infrastructure if no Navy cirucuit is available						Demonstration
Test		Contractor

		3.2.1.1.4.3		3.2.1.4.3		CONUS via Non-NMCI/RSN - Users located outside Navy facilities, but within the continental United States, shall access the the PRIDE Modernization Release 2 application over the Internet.						Demonstration
Test		Contractor

		3.2.1.1.4.4		3.2.1.4.4		OCONUS via ONE-NET – Users located outside the continental United States shall access the PRIDE Modernization Release 2 application over the ONE-NET infrastructure.						Demonstration
Test		Contractor

		3.2.1.1.4.5		3.2.1.4.5		OCONUS via NMCI – Users located outside the continental United States shall access the PRIDE Modernization 2 application over existing NMCI infrastructure on the .mil domain.						Demonstration
Test		Contractor

		3.2.1.1.4.6		3.2.1.4.6		OCONUS via Non ONE-NET/NMCI - Users located outside the continental United States shall access the PRIDE Modernization Release 2 application over the Internet.						Demonstration
Test		Contractor

		3.2.1.1.4.7		3.2.1.4.7		CONUS via Non-NMCI/Mobile Recruiter Initiative (MRI) users – all mobile users as roles are created shall have the capability to access PRIDE Modernization II environment via the Internet using a CAC.						Demonstration
Test		Contractor

		3.2.1.1.4.8		3.2.1.4.8		CONUS via Legacy networks – system users on Navy legacy networks shall access the the PRIDE Modernization II application via the Internet using secure access protocols.						Demonstration
Test		Contractor

		3.2.1.1.4.9		3.2.1.4.9		Navy officer and enlisted applicants shall be required to access Pride Modernization II application module via the internet using user ID and password provided by the NRD processor or recruiter to update documents and information in support of their application kit.						Demonstration
Test		Contractor

		3.2.1.1.4.10		3.2.1.4.10		The system shall allow for dual applications where an individual applicant can have an officer and enlisted application.						Demonstration
Test		Contractor

		3.2.1.1.4.11		3.2.1.4.11		The system shall allow changing of an enlisted application to an officer application (OPO to EPO referrals or a EPO to OPO referral).						Demonstration
Test		Contractor

		3.2.1.1.4.12		3.2.1.4.12		The system shall allow deletion of an application for either an officer or enlisted record.						Demonstration
Test		Contractor

		3.2.1.1.4.13		3.2.1.4.13		The system shall allow for an enlisted applicant to have an NROTC application.						Demonstration
Test		Contractor

		3.2.1.1.4.14		3.2.1.4.14		The system shall allow CNRC Code N3M to enter officer medical applicant information in the system. Note: not all officer medical data comes from US MEPCOM; some comes from contract doctors.						Demonstration
Test		Contractor

		3.2.1.1.4.15		3.2.1.4.15		The system shall accept officer medical information from US MEPCOM.						Demonstration
Test		Contractor

		3.2.1.1.4.16		3.2.1.4.16		The system shall allow projection of an officer applicant to eSOA/MIRS/XRISS for an medical exam.						Demonstration
Test		Contractor

		3.2.1.1.4.17		3.2.1.4.17		The system shall allow an applicant record of SF-86 to be inputted in PMOD II via a user interface and signed by a biometric or electronic signature.						Demonstration
Test		Contractor

		3.2.1.1.4.18		3.2.1.4.18		The system shall allow an SF-86 to be received from WebRTools SSA application.						Demonstration
Test		Contractor

		3.2.1.1.4.19		3.2.1.4.19		The system shall validate all fields of the SF-86 for completeness and correctness.						Demonstration
Test		Contractor

		3.2.1.1.4.20		3.2.1.4.20		The system shall send and receive SF-86 data to eQIP.						Demonstration
Test		Contractor

		3.2.1.1.4.21		3.2.1.4.21		The system shall provide the ability to view status updates from eQIP on an applicant tracking list.						Demonstration
Test		Contractor

		3.2.1.1.4.22		3.2.1.4.22		The system shall provide an alert to the applicant processor if eQIP requires additional information to complete the application.						Demonstration
Test		Contractor

		3.3		3.3		Requirements

		3.3.1		3.3.1		Officers

		3.3.1.1		3.3.1.1		Officer Business Process Flow and System Requirements

		3.3.1.1.1		3.3.1.1.1		The system shall accept documents uploaded by the applicant in the WebRTools Self Service Application in support of Kit processing.						Demonstration
Test		Contractor

		3.3.1.1.2		3.3.1.1.2		The system shall capture biometric finger prints to positively identify the applicant						Demonstration
Test		Contractor

		3.3.1.1.3		3.3.1.1.3		The system shall provide the capture of biometric finger prints in a picture format and digital format to the following Navy and DOD system users via web service to support processing, selection, shipping and training of the applicant:
• WebRTools
• NSIPS
• eSOA/MIRS/XRIS
• CeTARS
• ADW
• eQIP
• BOL (EMPRS)						Demonstration
Test		Contractor

		3.3.1.1.4		3.3.1.1.4		The system shall use the DADMS approved Adobe Lifecycle Enterprise Suite™ to execute workflow across the officer accession and recruiting process						Demonstration
Test		Contractor

		3.3.1.1.5		3.3.1.1.5		The system shall provide the ability for Eligibility Determinations and all waivers to be processed; and determinations communicated to the appropriate interface partner.						Demonstration
Test		Contractor

		3.3.1.1.6		3.3.1.1.6		The system shall allow for configuration of the workflow suite by end users to accommodate business process changes that occur in officer accession and recruiting.

		3.3.1.1.7		3.3.1.1.7		The system shall interface using  web services, as the preferred method, of connecting with DOD and Navy partner systems.						Demonstration
Test		Contractor

		3.3.1.1.8		3.3.1.1.8		The system shall have the capability to provide secure file transfer protocols for non-web service capable system to system transfers as needed for officer accession and recruit processing.						Demonstration
Test		Contractor

		3.3.1.1.9
3.3.3.1.1		3.3.1.1.9		WRT Self Service Application – document Submission

		3.3.1.1.9.1
3.3.3.1.1.1		3.3.1.1.9.1		The system shall maintain an accurate organization of Naval Recruiting Command for all business operations using inputted orgranizaiton information within an organization table

		3.3.1.1.9.2		3.3.1.1.9.2		The system shall exchange the following data elements from the WRT Self Service Application (SSA) or the main application module of WebRTools, in support of an applicant document submission, as noted in Appendix B: WRT Self Service Application Data.

		3.3.1.1.9.3		3.3.1.1.9.3		The system shall exchange the Education Information data-entry fields from WRT SSA or WebRTools, as noted in Appendix B: Self Service Application Data.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.9.4		3.3.1.1.9.4		The system shall determine the Applicant’s Lead type based upon the Applicant’s Education Level option selection. If the Applicant selects the College Graduate option, has completed at least two years with a degree plan, or the Master’s Degree or higher option to include the First Professional, the system shall classify the Applicant as an Officer Lead. Otherwise, the system shall classify the Applicant as an Enlisted Lead.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.9.5		3.3.1.1.9.5		The system shall exchange employment Information data-entry fields as noted in Appendix B of the FRD (SSA Data Elements) if applicable.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.10		3.3.1.1.10		eSOA/MIRS/XRISS  – applicant portal information:

		3.3.1.1.11		3.3.1.1.11		Reserve leads from prior service

		3.3.1.1.11.1		3.3.1.1.11.1		The system shall receive from NSIPS (from NES, and OPINS) leads, a list of potential officer and enlisted Reserve candidates (they are referrals)						Demonstration
Test
Analysis		Contractor

		3.3.1.1.11.2		3.3.1.1.11.2		The system shall pass officer and enlisted Reserve candidates to WebRTools.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.11.3		3.3.1.1.11.3		The system shall receive officer and enlisted referrals from WebRTools.						Demonstration
Test
Analysis		Contractor

				3.3.1.1.12		Officer Prospecting

		3.3.1.1.12		3.3.1.1.12.1		The system shall provide authorized Users the ability to import prospect information from the designated Applicant Prospecting CRM system (i.e., WebRTools).						Demonstration
Test
Analysis		Contractor

		3.3.1.1.12.1		3.3.1.1.12.2		The system shall require, at a minimum, entries in the following fields prior to allowing import of any specific Prospecting record:
o Last name 
o Social Security Number (SSN)						Demonstration
Test		Contractor

		3.3.1.1.13		3.3.1.1.13		First contact

		3.3.1.1.13.1		3.3.1.1.13.1		The system shall have the ability to receive from WebRTools biometric information.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.14		3.3.1.1.14		Positive identification

				3.3.1.1.14.1		The system shall interface with eSOA/MIRS/XRISS to provide the ability to ensure positive identification of Applicants processed for military service.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.14.1
3.3.3.1.2		3.3.1.1.14.2		The system shall provide the capability to capture, index and validate the Applicant’s biometric data to their entrance processing record.						Demonstration
Test		Contractor

		part of 14.1 above
3.3.3.1.2		3.3.1.1.14.3		Once an Applicant is enrolled, the Applicant’s biometrics shall be used to verify positive identification continuously throughout entrance processing.						Demonstration
Test		Contractor

		3.3.3.1.2.1		3.3.1.1.14.4		The system shall have the capability to manage facial recognition quality digital photographs						Demonstration
Test		Contractor

		3.3.1.1.14.2		3.3.1.1.14.5		The system shall have the capability to capture, review, update, and delete facial recognition quality digital photographs.						Demonstration
Test		Contractor

		3.3.1.1.14.3
3.3.3.1.2.2		3.3.1.1.14.6		The system shall have the capability to manage fingerprint biometrics by storing in temporary holding files, interface with DoD systems and Biometric Information Management Agency (BIMA).						Demonstration
Test
Analysis		Contractor

		3.3.1.1.14.4		3.3.1.1.14.7		The system shall have the capability to detect digital photograph devices via a web interface.						Demonstration
Test		Contractor

		3.3.1.1.14.5		3.3.1.1.14.8		The system shall have the capability to detect fingerprint biometric devices.						Demonstration
Test		Contractor

		3.3.1.1.14.6		3.3.1.1.14.9		The system shall have the capability to verify the identity of the Applicant via association (match biometric)						Demonstration
Test		Contractor

		3.3.1.1.14.7		3.3.1.1.14.10		The system shall have the capability to communicate with fingerprint biometric input devices.						Demonstration
Test		Contractor

		3.3.1.1.14.8		3.3.1.1.14.11		The system shall have the capability to communicate with digital photograph input devices.						Demonstration
Test		Contractor

		3.3.1.1.15		3.3.1.1.15		eSOA/MIRS/XRISS Enrollment

		3.3.1.1.15
3.3.3.1.3
3.3.3.1.3.1		3.3.1.1.15.1		The system shall interface with eSOA/MIRS/XRISS to obtain the initial capture and storage of the Applicant’s biometrics and the association of the biometric with the Applicant entrance processing record.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.15.1
3.3.3.1.3.2		3.3.1.1.15.2		The system shall have the capability to communicate bi-directionally with authorized Accessions Communities of Interests (ACOI) for biometric verification.						Demonstration
Test		Contractor

		3.3.1.1.15.2		3.3.1.1.15.3		The system shall verify the biometric signature (index finger) matches the current on file biometric signature prior to validating a form for signature.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.15.3
3.3.3.1.3.3		3.3.1.1.15.4		The system shall have the capability to exchange notifications and acknowledgements with authorized ACOI for biometric verification.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.15.4
3.3.3.1.3.4		3.3.1.1.15.5		The system shall have the capability to associate Applicant biometric information with the Applicant’s entrance processing record						Demonstration
Test		Contractor

		3.3.1.1.15.5
3.3.3.1.3.5		3.3.1.1.15.6		The system shall have the capability to index Applicant biometric information with the Applicant’s entrance processing record						Demonstration
Test		Contractor

		3.3.1.1.15.6		3.3.1.1.15.7		System shall have the capability to search for previously enrolled biometrics.						Demonstration
Test		Contractor

		3.3.1.1.15.7		3.3.1.1.15.8		The system shall have the capability to process sponsoring service change request using biometric information.						Demonstration
Test		Contractor

		3.3.1.1.15.8		3.3.1.1.15.9		The system shall have the ability to process supporting documentation from eSOA/MIRS on biometric data and applicant records.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.16
3.3.3.1.4		3.3.1.1.16		Enhanced Medical Pre-screen

		3.3.1.1.16.1		3.3.1.1.16.1		The system shall have the capability to associate medical pre-screen questions with the Applicant's pre-screen results, answers, and comments

		3.3.1.1.16.2
3.3.3.1.4.1		3.3.1.1.16.2		The system shall have the capability to support pre-medical screening - e.g, Medread						Demonstration
Test
Analysis		Contractor

		3.3.1.1.16.3		3.3.1.1.16.3		The system shall have the capability to index medical data to an Applicant’s record.

		3.3.1.1.16.4
3.3.3.1.4.2		3.3.1.1.16.4		The system shall have the capability to manage configuration changes within medical pre-screening.						Demonstration
Test		Contractor

		3.3.1.1.16.5		3.3.1.1.16.5		The system shall have the ability to receive check-in and check-out information based on a biometric check in at METS, USMEPCOM and other sites and processing stations (replaces MEPS Track)						Demonstration
Test		Contractor

		3.3.1.1.16.6
3.3.3.1.4.3		3.3.1.1.16.6		The system shall have the capability to access the records management capability to generate medical forms.						Demonstration
Test		Contractor

		3.3.1.1.16.7
3.3.3.1.4.4		3.3.1.1.16.7		The system shall have the capability to receive information from the National e-Verify system if eSOA/MIRS/XRISS passes this information to the services.						Demonstration
Test		Contractor

				3.3.1.1.17		Standardized Testing

		3.3.1.1.17		3.3.1.1.17.1		The system shall provide Standardized Testing information fields for updates, deletions or addition. (Authorized users only as designated)						Demonstration
Test		Contractor

		3.3.1.1.17.1		3.3.1.1.17.2		The system shall receive Standardized Testing information fields as noted in Appendix D of the FRD (Standardized Testing Information).						Demonstration
Test
Inspection		Contractor

		3.3.1.1.18		3.3.1.1.18		Kit Processing/Applicant Processing

				3.3.1.1.18.1		General Applicant processing

		3.3.1.1.18.1		3.3.1.1.18.1.1		The system shall provide general Applicant Processing Information fields to receive data as noted Apendix E of the FRD (General Applicant Processing Fields).  The General information fields apply to the entire applicant Kit.						Demonstration
Test
Inspection		Contractor

		3.3.1.1.18.2		3.3.1.1.18.1.2		The system shall provide the ability to enter Bonus / Incentive information for more than one Bonus / Incentive event.  Data Field information is noted in Appendix E of the FRD (General Applicant Processing Fields)						Demonstration
Test
Inspection		Contractor

		3.3.1.1.18.3		3.3.1.1.18.1.3		The system shall provide the ability to receive and enter Scroll information for more than one Scroll event.  Data Field information is noted in Appendix E of the FRD (General Applicant Processing Fields)						Demonstration
Test
Inspection		Contractor

		3.3.1.1.18.4		3.3.1.1.18.1.4		The system shall provide the ability to receive and enter Internal and External Waiver information for more than one External Waiver event.  Data Field information is noted in Appendix E  of the FRD (General Applicant Processing Fields)  The system enters the information within the DD Form 1966 and has the capability to print, view and store.						Demonstration
Test
Inspection		Contractor

				3.3.1.1.18.2		Designator-specific processing

		3.3.1.1.18.5		3.3.1.1.18.2.1		The system shall allow an Applicant to process for up to five Designators within one Kit.						Demonstration
Test		Contractor

		3.3.1.1.18.6		3.3.1.1.18.2.2		The system shall provide and receive Designator-specific processing information fields as noted in Appendix F (Designator-specific Processing Information Fields).						Demonstration
Test
Inspection		Contractor

		3.3.1.1.19		3.3.1.1.19		The system shall provide authorized Users the ability to save changes made to the processing Kit.						Demonstration
Test		Contractor

		3.3.1.1.20		3.3.1.1.20		The system shall receive and store from WRT SSA information and functionality in the following functional sections:
  • Applicant quick reference
  • Applicant processing information
  • Applicant blueprint information
  • Applicant demographic information
  • Applicant education information
  • Applicant military service information
  • Applicant United States Navy Reserve (USNR) and NAVET processing information
  • Applicant Final Selection and Actions
  • Applicant collegiate and OCS management						Demonstration
Test		Contractor

		3.3.1.1.21		3.3.1.1.21		The system shall contain an Applicant profile that will automatically update all of the identical fields with information entered into a single field so applicant data shall appear only once and be populated in multiple locations.						Demonstration
Test		Contractor

		3.3.1.1.22		3.3.1.1.22		The system shall allow a collegiate/OC program applicant that was terminated from the program to be projected as an enlisted applicant for classification, DEP and shipping to RTC.						Demonstration
Test		Contractor

		3.3.1.1.23		3.3.1.1.23		Applicant Kit Documentation:

		3.3.1.1.23.1		3.3.1.1.23.1		The system shall provide Users the ability to upload various electronic documents (herein referred to as Applicant Kit documentation), including photographs and videos for use in workflow management.						Demonstration
Test		Contractor

		3.3.1.1.23.2		3.3.1.1.23.2		The system shall provide authorized Users the ability to upload and download Kit documentation regardless of the Kit’s current status or position in the overall workflow, in accordance with NRC hierarchy.						Demonstration
Test		Contractor

		3.3.1.1.23.3		3.3.1.1.23.3		The system shall provide authorized Users the ability to add document types to the standard list of Document Type options .						Demonstration
Test		Contractor

		3.3.1.1.23.4		3.3.1.1.23.4		The system shall associate uploaded Applicant Kit documentation to the appropriate corresponding designator processing submission and NRD processor.						Demonstration
Test		Contractor

		3.3.1.1.23.5		3.3.1.1.23.5		The system shall notify the NRC Processor associated with the Applicant Kit when a new file is associated with the Kit via an alert .						Demonstration
Test		Contractor

		3.3.1.1.23.6		3.3.1.1.23.6		The systems shall provide the NRC Processor the following information concerning a newly associated file:
  • Associated Kit ID
  • Applicant last name, first name
  • Current Work Group affiliated with the Kit
  • Type of file uploaded						Demonstration
Test		Contractor

		3.3.1.1.23.7		3.3.1.1.23.7		The system shall provide Users the ability to display and print Kit documents.						Demonstration
Test		Contractor

		3.3.1.1.23.8		3.3.1.1.23.8		The system shall restrict Applicant Kit documentation deletion rights to the following User Roles only:
  • Applicant prior to hitting final submission button 
  • NRC Lead Processors prior to applicant selection
  • NRD-level User Roles  prior to approval of Kit submission by Program Manager
  • System Administrator can only delete an applicant’s record after processing						Demonstration
Test		Contractor

		3.3.1.1.23.9		3.3.1.1.23.9		The system shall restrict deletion of uploaded Applicant Kit documentation by NRD-level Users to only those Kits not finally approved by the NRD Commanding Officer or Officer Program Officer.						Demonstration
Test		Contractor

		3.3.1.1.24		3.3.1.1.24		Officer Kit

		3.3.1.1.24.1		3.3.1.1.24.1		The system shall check entries from WebRTools SSA application to ensure required valid entries match the fields noted in Appendix G of the FRD (Kit Field Validation) prior to allowing the NRD Processer to perform a checklist validation action for a particular designator.						Demonstration
Test		Contractor

		3.3.1.1.24.1.1		3.3.1.1.24.1.1		The system shall allow the user to add and modify an Applicant’s SSN with corresponding support documentation to the processor, NLO or EPDS.						Demonstration
Test		Contractor

		3.3.1.1.24.1.1.1		3.3.1.1.24.1.1.1		The system shall allow an SSN change by an NLO prior to projection.						Demonstration
Test		Contractor

		3.3.1.1.24.1.1.2		3.3.1.1.24.1.1.2		The system shall allow an SSN change after initial projection to eSOA/MIRS only by the system administrator.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.24.1.1.3		3.3.1.1.24.1.1.3		The system shall allow, as an exception, the NLO after initial projection to make an SSN change only when MEPCOM system rejects the SSN either through an SSN conflict or an SSA validation error.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.24.2		3.3.1.1.24.2		Display the Status of Waivers

		3.3.1.1.24.2.1		3.3.1.1.24.2.1		The system shall have the ability display, export and print waiver status reports to include the following data elements:
• SSN
• Waiver Type						Demonstration
Test
Analysis		Contractor

		3.3.1.1.24.2.2		3.3.1.1.24.2.2		The system shall maintain a log of approved program waivers to include the following information:
• Name (Last, First, and MI)
• SSN
• Date Submitted
• Waiver Type (Text Field)
• Waiver Approved (Yes or No)
• Name of Waiver Processor (Last, First, and MI)
• Job / Program (Text Field)
• Number of Points waived						Demonstration
Test		Contractor

		3.3.1.1.24.2.3		3.3.1.1.24.2.3		The system shall have the ability display all documents associated with an applicant.						Demonstration
Test		Contractor

		3.3.1.1.24.3		3.3.1.1.24.3		Alerts

		3.3.1.1.24.3.1		3.3.1.1.24.3.1		Waiver Notification shall include:
• Identification of the originating individual, District, Region, or MEPS
• The deadline for the reviewer’s decision
• The method of  accessing the waiver under review
• The method for indicating approval and the ability to enter comments
• The method for indicating disapproval and the ability to enter comments						Demonstration
Test		Contractor

		3.3.1.1.24.3.2		3.3.1.1.24.3.2		The system shall notify the user by waiver type if a waiver package linked to the SSN is already in the system.						Demonstration
Test		Contractor

		3.3.1.1.24.3.3		3.3.1.1.24.3.3		The system shall alert the NLO that an applicant has a waiver pending and not allow the applicant to ship or confirm						Demonstration
Test		Contractor

		3.3.1.1.24.3.4		3.3.1.1.24.3.4		The system shall notify the District of the disposition of an OCM waiver and allow the District to print an approval or disapproval letter.						Demonstration
Test		Contractor

		3.3.1.1.24.3.5		3.3.1.1.24.3.5		The system shall notify the District of the disposition of the Dependent waiver and print an approval or disapproval letter.						Demonstration
Test
Inspection		Contractor

		3.3.1.1.24.3.6		3.3.1.1.24.3.6		The system shall notify the District of disposition of the Major Misconduct / Civil waiver and allow the user to print an approval or disapproval letter.						Demonstration
Test
Inspection		Contractor

		3.3.1.1.24.3.7		3.3.1.1.24.3.7		The system shall notify the District of the disposition of the RE-Code waiver and allow the user to print an approval or disapproval letter.						Demonstration
Test
Inspection		Contractor

		3.3.1.1.24.3.8		3.3.1.1.24.3.8		The system shall notify the District of the disposition of the IFA / PST waiver and allow user to print an approval or disapproval letter.						Demonstration
Test
Inspection		Contractor

				3.3.1.1.24.4		Officer Accessions Process

		3.3.1.1.24.3.9		3.3.1.1.24.4.1		The system needs to provide CNRC code (N3M) the capability to enter physical readiness data for officer applicants.						Demonstration
Test		Contractor

		3.3.1.1.24.4		3.3.1.1.24.4.2		The system shall capture the officer applicant’s personnel file and locate missing information. At this time, the officer applicant might be re-designated						Demonstration
Test
Inspection		Contractor

		3.3.1.1.24.5		3.3.1.1.24.4.3		The system shall capture the officer applicant’s personnel file (for example, paperwork and waiver approvals).						Demonstration
Test
Inspection		Contractor

		3.3.1.1.24.8		3.3.1.1.24.4.4		The system shall capture the applicant’s “entry grade sheet” decision made by the Professional Review Board and the applicant’s record is updated in PRIDE MOD II.						Demonstration
Test
Inspection		Contractor

		3.3.1.1.25		3.3.1.1.25		Professional Boards

		3.3.1.1.25.1		3.3.1.1.25.1		The system shall provide and receive general Applicant Processing Information field as noted in Appendix E (General Applicant Processing Fields).						Demonstration
Test
Analysis		Contractor

		3.3.1.1.25.1.1		3.3.1.1.25.2		The system shall provide for a Pro-Board recommendation using the following information fields:
• A – Alternate
• N – No 
• H – Hold – Information required 
• T – Table – No Information needed
• X – Not Basic Eligibility Requirement (BER)
• Y – Yes						Demonstration
Test
Analysis		Contractor

		3.3.1.1.25.1.2		3.3.1.1.25.3		The system shall allow all users the ability to read Pro-Board recommendations for each designator field.						Demonstration
Test		Contractor

		3.3.1.1.25.1.3		3.3.1.1.25.4		The system shall allow edit rights for data populated based upon action taken by the Pro-Board work group as per the designator flow chart provided in support of Adobe Live Cycle™ workflow.						Demonstration
Test		Contractor

		3.3.1.1.25.1.4		3.3.1.1.25.5		The system shall post Pro-Board recommendation date / time stamp associated with the action of Pro-Board recommendation (displayed as DDMMYYYY).						Demonstration
Test		Contractor

		3.3.1.1.26		3.3.1.1.26		Acceptance or Rejection

		3.3.1.1.26.1		3.3.1.1.26.1		The system shall allow for Applicant Selection and Actions Information (identified in appendix H) by the selecting authority as follows :
• Applicant Final Selection information – information fields for data that applies to Final Selection.
• Applicant Final Processing information – information fields for data that applies to Enlistment, Commissioning, and OCS and ODS.
• Applicant Management and Archiving Actions information – information displays for data that applies to Management and Archiving Actions.						Demonstration
Test
Analysis		Contractor

		3.3.1.1.26.1.1		3.3.1.1.27		Applicant Final Selection Information

		3.3.1.1.26.1.1.1		3.3.1.1.27.1		The system shall receive and provide the Applicant Final Selection Information fields as noted in Appendix H of the FRD (Applicant Final Selection Information Data)						Demonstration
Test
Analysis		Contractor

				3.3.1.1.28		Sign Oath and Prepare Orders

		3.3.1.1.26.2		3.3.1.1.28.1		The system shall capture whether the applicant signed the Oath of Enlistment or if waiver required.

		3.3.1.1.26.2.1		3.3.1.1.28.2		The system shall allow an applicant to sign and provide an oath of enlistment before receiving official orders.						Demonstration
Test		Contractor

		3.3.1.1.26.2.2		3.3.1.1.28.3		The system shall allow workflow of the applicant’s record back to NRD processor in the case that the applicant does not sign the oath or a waiver is needed.						Demonstration
Test		Contractor

		3.3.1.1.26.2.3		3.3.1.1.28.4		The system shall allow a record to be maintained for 6 years even though an applicant is not selected.						Demonstration
Test		Contractor

		3.3.1.1.26.2.4		3.3.1.1.28.5		The system shall capture any waivers attempted and waiver status in the applicant’s record.						Demonstration
Test		Contractor

		3.3.1.1.27		3.3.1.1.29		Commissioning

		3.3.1.1.27.1		3.3.1.1.29.1		Enlistment and Commissioning Information

		3.3.1.1.27.1.1		3.3.1.1.29.1.1		The system shall receive and provide and the User with the Enlistment and Commissioning information fields noted in Appendix I of the FRD (Enlistment and Commissioning Information Data).						Demonstration
Test		Contractor

		3.3.1.1.27.2		3.3.1.1.29.1.2		The system shall capture the officer applicant’s orders request, status and delivery.						Demonstration
Test		Contractor

		3.3.1.1.27.3		3.3.1.1.29.1.3		The system shall generate orders to OCS upon receipt of the IRR officer candidate’s (non-collegiate) Final Select Letter.  This must be done no later than 30 days prior to the assigned OCS class start date.

		3.3.1.1.27.4		3.3.1.1.29.1.4		The system shall contain a duty preference sheet to be completed by active duty collegiate approximately six months prior to graduation.

		3.3.1.1.27.5		3.3.1.1.29.1.5		The system shall allow the duty preference sheet to be forwarded to the appropriate PERS code.

		3.3.1.1.27.6		3.3.1.1.29.1.6		The system shall allow the user to request the appropriate Commissioning documents (COMDOCS) once the individual’s actual graduation date and current N3M letter are available.

		3.3.1.1.27.7		3.3.1.1.29.1.7		The system shall allow the user to request a N3M letter if the individual’s letter is more than 2 years old at the time of commissioning.

		3.3.1.1.27.8		3.3.1.1.29.1.8		The system shall capture the applicant’s contract physical results and any medical waiver requested.						Demonstration
Test		Contractor

		3.3.1.1.27.9		3.3.1.1.29.1.9		The system shall allow N3M access to enter information into the PRIDE MOD II system.						Demonstration
Test		Contractor

		3.3.1.1.27.10		3.3.1.1.29.1.10		The system shall capture an officer applicant’s drug test status or any violation committed.						Demonstration
Test		Contractor

		3.3.1.1.27.11		3.3.1.1.29.1.11		The system shall capture an officer applicant’s violation that was committed. At that time, a determination will be made of whether the officer will remain in the Navy						Demonstration
Test		Contractor

				3.3.1.1.29.2		Death of Candidate

		3.3.1.1.27.1		3.3.1.1.29.2.1		The system shall contain a Personnel Casualty Report (PCR).

		3.3.1.1.27.2		3.3.1.1.29.2.2		The system shall allow the PCR to be routed via workflow.

		3.3.1.1.27.3		3.3.1.1.29.2.3		The system shall contain a letter of condolence.

		3.3.1.1.27.4		3.3.1.1.29.2.4		The system shall allow the letter of condolence to be routed via workflow.

		3.3.1.1.27.5		3.3.1.1.29.2.5		The system shall allow the user to contact the appropriate PM to cancel the collegiate's OCS/ODS reservation.

		3.3.1.2		3.3.1.2		Training Pipeline

				3.3.1.2.1		OCS and ODS

		3.3.1.2.1		3.3.1.2.1.1		The system shall receive and provide the User the OCS and ODS information fields as noted in Appendix J (OCS and ODS Information Data).						Demonstration
Test
Analysis		Contractor

		3.3.1.2.1.1		3.3.1.2.1.2		The system shall pass OCS and ODS candidates to CeTARS prior to arrival – to include applicant and medical information.						Demonstration
Test		Contractor

		3.3.1.2.1.2		3.3.1.2.1.3		The system shall receive a confirmation from CeTARS that applicant arrival information has been received.						Demonstration
Test		Contractor

		3.3.1.2.1.3		3.3.1.2.1.4		The system shall capture applicant orders outlining the training required.						Demonstration
Test		Contractor

		3.3.1.2.1.3.1		3.3.1.2.2		Applicant Collegiate and OCS Management

		3.3.1.2.1.3.1.1		3.3.1.2.2.1		The system shall provide the Applicant Collegiate and OCS Management fields as noted in Appendix K (Applicant Collegiate and OCS Management Fields Data).						Demonstration
Test
Analysis		Contractor

		3.3.1.2.1.3.1.2		3.3.1.2.2.2		The system shall receive applicant information from CETARS including the training status of each applicant.						Demonstration
Test		Contractor

		3.3.1.2.1.3.1.3		3.3.1.2.2.3		The system shall require applicants to upload transcripts.						Demonstration
Test		Contractor

		3.3.1.2.2		3.3.1.2.3		Applicant USNR and Navy Veteran (NAVET) Processing Information

		3.3.1.2.2.1		3.3.1.2.3.1		Applicant NAVET Status Information

		3.3.1.2.2.1.1		3.3.1.2.3.1.1		The system shall receive and provide the Applicant NAVET Status Information fields as noted in Appendix L of the FRD (Applicant NAVET Status Information and Billet Information Field Data).						Demonstration
Test
Analysis		Contractor

		3.3.1.2.2.1.2		3.3.1.2.3.1.2		The system shall have the ability to contain drill verification for NAVET applicants.						Demonstration
Test		Contractor

		3.3.1.2.2.2		3.3.1.2.3.2		Applicant Billet Information

		3.3.1.2.2.2.1		3.3.1.2.3.2.1		The system shall receive and provide the Applicant Billet Information fields as noted in Appendix L of the FRD (Applicant NAVET Status Information and Billet Information Field Data)						Demonstration
Test
Analysis		Contractor

				3.3.1.2.3.3		Ad Hoc Report

		3.3.1.2.2.3		3.3.1.2.3.3.1		The system shall generate user friendly Standard and Ad hoc reports using the “one click” method and filtering capabilities (for example, which schools produce the most engineers and which schools produce Hispanic chaplains).						Demonstration
Test		Contractor

		3.3.1.2.2.4		3.3.1.2.3.3.2		The system shall produce reports (functional owner reports will provide reports upon request).						Demonstration
Test		Contractor

				3.3.2		Awards / Recognition

		3.3.1.3
3.3.3.4		3.3.2.1		Establish and Maintain Point System

		3.3.1.3.1
3.3.4.4.1		3.3.2.1.1		The system shall allow the user to establish, modify, store, and perform ad-hoc query points by Recruiter, Station, District, Region, and Nation.						Demonstration
Test		Contractor

		3.3.1.3.2
3.3.4.4.2		3.3.2.1.2		The system shall maintain a ranking of Recruiter and geographic subcategories based on point values.						Demonstration
Test		Contractor

		3.3.1.3.3
3.3.4.4.3		3.3.2.2		Track Award Standing

		3.3.1.3.3.1
3.3.4.4.3.1		3.3.2.2.1		The system shall track all events included in the Enlisted Recruiting Incentive System (ERIS) and tie each event to a specific Recruiter, Classifier, Station, District, and Region.						Demonstration
Test		Contractor

		3.3.1.3.4
3.3.4.4.4		3.3.2.3		Recognize Performance

		3.3.1.3.4.1
3.3.4.4.4.1		3.3.2.3.1		The system shall allow the user to indicate whether an Applicant is part of the CFP.						Demonstration
Test		Contractor

		3.3.1.3.4.2
3.3.4.4.4.2		3.3.2.3.2		The system shall allow the user to extract production and goals data for external analysis in order to allow Management to identify trends, problems, and opportunities.  The user shall have access to the following data geographically by Recruiter, Station, District, Region, and Nation: 
• Goals
• Attainment
• Productivity
• Attrition						Demonstration
Test		Contractor

		3.3.1.3.4.3
3.3.4.4.4.3		3.3.2.3.3		Data will be available via on-demand reports for specific period of time i.e., monthly, seasonally, annually, and within pre-defined date parameters for standard and ad-hoc queries.						Demonstration
Test		Contractor

		3.3.1.4
3.3.4.5		3.3.2.4		Manage Staff Personnel

		3.3.1.4.1
3.3.4.5.1		3.3.2.4.1		The system shall provide the ability to store and access Recruiting force personnel data including:
• Recruiter’s 
   o Name
   o SSN
   o Station
   o Zone
   o District
   o Region						Demonstration
Test		Contractor

		3.3.1.4.2
3.3.4.5.2		3.3.2.4.2		The system shall allow the user to define the hierarchy of each Recruiter.   The system shall store the following information: 
• The Station to which the Recruiter belongs 
• The Zone to which the Station belongs 
• The District to which the Zone belongs 
• The Region to which the District belongs						Demonstration
Test		Contractor

		3.3.1.4.3
3.3.4.5.3		3.3.2.4.3		The system shall provide the ability to generate reports for a given time from Station and Recruiter per Recruiter (PPR), which is a percentage, determined by the number of new contracts a Recruiter accesses based on a user defined period of time, usually monthly						Demonstration
Test		Contractor

		3.3.1.4.4
3.3.4.5.4		3.3.2.5		Capture Metrics on Job Sales (Refer to FRD Section 3.5 reports)

		3.3.1.4.5
3.3.4.5.5		3.3.2.6		Awards / Recognition

		3.3.1.4.5.1
3.3.4.5.5.1		3.3.2.6.1		The system shall compare National, Region, and District production against all goal and objective categories.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.2
3.3.3.5.5.2		3.3.2.6.2		The system shall track Enlisted New Contract goal attainment relative to National, Region, and District goals.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.3
3.3.4.5.5.3		3.3.2.6.3		The system shall automatically credit the New Contract goal attainment when an Applicant signs a contract for the first time to the Nation, Region, and District.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.4
3.3.4.5.5.4		3.3.2.6.4		The system shall adjust the New Contract attainment credit for the Nation, Region, District, Station, Classifier, and Recruiter when reclassification places the Applicant in a special program category.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.5
3.3.4.5.5.5		3.3.2.6.5		The system shall track Enlisted Accessions (Shipping) goal attainment when an Applicant ships to RTC relative to the Nation, Region, and District.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.6
3.3.4.5.5.6		3.3.2.6.6		The system shall automatically credit to the Nation, Region, District, Station, Classifier, and Recruiter for Enlisted Accession (shipping) goal attainment when an Applicant ships to RTC.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.7
3.3.4.5.5.7		3.3.2.6.7		The system shall automatically debit by one the Nation, Region, District, and Station goal attainment when a Recruit attrites in the month in which the attrite occurs.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.8
3.3.4.5.5.8		3.3.2.6.8		The system shall automatically debit by one the Nation, Region, District, and Station goal attainment when an Applicant attrites from the DEP.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.9
3.3.4.5.5.9		3.3.2.6.9		The system will track changes made at RTC due to reclassification but will not change New Contract or Accession credit to the Recruiter, Station, District, or Nation goal attainment.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.10
3.3.4.5.5.10		3.3.2.6.10		The system shall allow the user to establish and maintain a point system for ranking Enlisted Recruiters and Classifiers in support of the award and recognition process.						Demonstration
Test		Contractor

		3.3.1.4.5.11
3.3.4.5.5.11		3.3.2.6.11		The system shall allow automatic modification of award points and categories based on changes in the competition system.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.12
3.3.4.5.5.12		3.3.2.6.12		The system shall maintain a ranking of Regions based on point values.						Demonstration
Test
Analysis		Contractor

		3.3.1.4.5.13
3.3.4.5.5.13		3.3.2.6.13		The system shall maintain a ranking of Districts based on point values.						Demonstration
Test		Contractor

		3.3.1.4.5.14
3.3.4.5.5.14		3.3.2.6.14		The system shall allow Recruiters and Classifiers to view their current rankings in the point system.						Demonstration
Test		Contractor

		3.3.1.5
3.3.3.6		3.3.2.7		News (Officers)

		3.3.1.5.1
3.3.3.6.1		3.3.2.7.1		The system shall allow the user to input announcements in a bulletin board format.						Demonstration
Test		Contractor

		3.3.1.5.2
3.3.3.6.2		3.3.2.7.2		The system will allow the user to input text, tables, graphs, charts, and data in any form compatable to Microsoft Office in an expandable field.						Demonstration
Test		Contractor

		3.3.1.5.3
3.3.3.6.3		3.3.2.7.3		The system shall allow changes and priority announcements to be visible when users log-in to the system.						Demonstration
Test		Contractor

		3.3.1.5.4
3.3.3.6.4		3.3.2.7.4		The system shall, upon login, notify the user when a new notice is submitted .						Demonstration
Test		Contractor

		3.3.4.6		3.3.2.8		News (Enlisted)

		3.3.4.6.1		3.3.2.8.1		The system shall allow the user to input announcements in a bulletin board format.						Demonstration
Test		Contractor

		3.3.4.6.2		3.3.2.8.2		The system will allow the user to input text, tables, graphs, charts, and data in any form friendly to Microsoft Office in an expandable field.						Demonstration
Test		Contractor

		3.3.4.6.3		3.3.2.8.3		The system shall allow changes and priority announcements to be visible when users log-in to the system.						Demonstration
Test		Contractor

		3.3.4.6.4		3.3.2.8.4		The system shall notify the user via the PRIDE MOD Release 2 splash screen or memo box when a new notice is submitted.						Demonstration
Test		Contractor

		3.3.2		3.3.3		Life Cycle Build for Individual Designators

		3.3.2.1		3.3.3.1		Processing Officer Kits

		3.3.2.1.1		3.3.3.1.1		The system shall, prior to upload, provide the ability to associate any processing document with the appropriate designator program submission, including the following document types:
• Application Processing and Summary Record (APSR)
• Report of medical examination (DD 2808)
• N3M letter
• Birth certificate
• Electronic Personnel Security Questionnaire (EPSQ) (i.e., Standard Form [SF] 86)
• Certificate of Release or Discharge from Active Duty (DD 214)
• DD 368
• CV
• CCPD
• Ecclesiastical endorsement letter – the system shall limit access to documents of this type to HQ-level Users only
• Transcript
• MOU
• Preliminary Select / Non-Select letter – the system shall limit access to documents of this type to HQ-level Users only
• Final Select / Non-Select letter
• Other						Demonstration
Test		Contractor

				3.3.3.2		General Officer Processing

		3.3.2.1.2		3.3.3.2.1		The system shall provide the ability to manage each of the officer processing flows.    The steps necessary for processing each flow are contained in this FRD.						Demonstration
Test		Contractor

		3.3.2.1.3		3.3.3.2.2		The system shall receive order information on new officer assignments or at a minimum indication that orders are available in OAIS or OPINS.						Demonstration
Test
Analysis		Contractor

		3.3.2.1.4		3.3.3.2.3		The system shall capture billet information via reserve IDT orders generated out of IDT Order Writer.						Demonstration
Test
Analysis		Contractor

				3.3.3.3		Officer Program Processing

		3.3.2.2		3.3.3.3.1		The system shall provide the ability to manage the officer processing flow for General Officers who attends either the Collegiate Program or OCS						Demonstration
Test		Contractor

		3.3.2.3		3.3.3.3.2		The system shall provide the ability to manage the officer processing flow for Judge Advocate Officer Processing.
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.4		3.3.3.3.3		The system shall provide the ability to manage the officer processing flow for Nuclear Propulsion Officer Processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.5		3.3.3.3.4		The system shall provide the ability to manage the officer processing flow for Cyber Warfare Engineer Officer Processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.6		3.3.3.3.5		The system shall provide the ability to manage the officer processing flow for Fleet Officer Processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.7		3.3.3.3.6		The system shall provide the ability to manage the officer processing flow for Navy Veteran Officer processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.8		3.3.3.3.7		The system shall provide the ability to manage the officer processing flow for Career Transition Office Officer processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.9		3.3.3.3.8		The system shall provide the ability to manage the officer processing flow for Reserve Direct Commission processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.10		3.3.3.3.9		The system shall provide the ability to manage the officer processing flow for Dental Officer processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.11		3.3.3.3.10		The system shall provide the ability to manage the officer processing flow for Medical Corps processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.12		3.3.3.3.11		The system shall provide the ability to manage the officer processing flow for Medical Service Corps processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.13		3.3.3.3.12		The system shall provide the ability to manage the officer processing flow for Nurse Corps Officer processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.14		3.3.3.3.13		The system shall provide the ability to manage the officer processing flow for Chaplain Corps Officer processing
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.2.15		3.3.3.3.14		The system shall provide the ability to manage the officer processing flow for Engineering Duty Officer (EDO)
Note:  See FRD for flow						Demonstration
Test		Contractor

		3.3.3		3.3.4		Officer Delayed Entry Program (DEP) Management Requirements

		3.3.3.1		3.3.4.1		Management of Active Duty Collegiates:

		3.3.3.1.1		3.3.4.1.1		The system shall contain a copy of the individual’s Annual Certification of Physical Condition (NAVMED 6120/3).

		3.3.3.1.2		3.3.4.1.2		The system shall allow the individual’s Annual Certification of Physical Condition (NAVMED 6120/3) to be modified and edited when changes are necessary.

		3.3.3.2		3.3.4.2		Management of Individual Ready Reserve (IRR):

		3.3.3.2.1		3.3.4.2.1		The system shall allow the user to update to an IRR collegiate’s personal information (such as phone number, address, and email).

		3.3.3.2.2		3.3.4.2.2		The system shall allow the user to document face-to-face contact with IRR collegiates.

		3.3.3.2.3		3.3.4.2.3		The system shall generate the Collegiate Contact Report NAVCRUIT 1131/39.

		3.3.3.3		3.3.4.3		Chaplain Student Management:

		3.3.3.3.1		3.3.4.3.1		The system shall produce a list of all chaplain students in a Program Officer’s recruiting Area of Responsibility (AOR).

		3.3.3.3.2		3.3.4.3.2		The system shall include, at minimum, the following information for each chaplain student: name, phone number, address, school attending, anticipated program completion, and / or transfer date.

		3.3.3.3.3		3.3.4.3.3		The system shall allow users to document all face-to-face contacts with each chaplain student.

		3.3.3.3.4		3.3.4.3.4		The system will generate a Collegiate Contact Report (CCR) NAVCRUIT 1131/39.

		3.3.3.3.5		3.3.4.3.5		The system shall allow users to document all changes of status for each chaplain student (i.e physical condition, course failure, low exam performance, incomplete thesis, or anything which would result in an unacceptable GPA or noncompliance to degree requirements per the specific program service agreement and / or school degree requirements on the part of the collegiate).

		3.3.3.3.6		3.3.4.3.6		The system will generate a Collegiate Management Report (CMR) NAVCRUIT 1131/40.

		3.3.3.4		3.3.4.4		Management of Inactive Ready Reserve (IRR) Officer Candidates (Non-Collegiates) (OCS/ODS):

		3.3.3.4.1		3.3.4.4.1		The system shall allow the user to update to an IRR officer candidate’s personal information (such as phone number, address, and email).

		3.3.3.4.2		3.3.4.4.2		The system shall allow the candidate to complete the Personnel Qualifications Standards (PQS).

		3.3.3.4.3		3.3.4.4.3		The system shall allow the OR/OACR to sign Personnel Qualifications Standards (PQS) documents.

		3.3.3.4.4		3.3.4.4.4		The system shall allow the user to record the candidate’s swim test results.

		3.3.3.4.5		3.3.4.4.5		The system shall allow the candidate to sign and date a NAVCRUIT Form 1131/15.

		3.3.3.4.6		3.3.4.4.6		The system shall archive a copy of the candidate’s NAVCRUIT Form 1131/15.

		3.3.3.4.7		3.3.4.4.7		The system shall allow the candidate to sign and date an initial Change of Status Questionnaire (NAVCRUIT 1131/33).

		3.3.3.4.8		3.3.4.4.8		The system shall archive a copy of the candidate’s initial Change of Status Questionnaire (NAVCRUIT 1131/33).

		3.3.3.4.9		3.3.4.4.9		The system shall allow the candidate to sign and date a Hold Harmless Agreement and Release from Liability Certificate (NAVCRUIT 1100/27).

		3.3.3.4.10		3.3.4.4.10		The system shall archive a copy of the candidate’s Hold Harmless Agreement and Release from Liability Certificate (NAVCRUIT 1100/27).

		3.3.3.5		3.3.4.5		DEP Audits:

		3.3.3.5.1		3.3.4.5.1		The system shall produce a snapshot report of the NRD Officer DEP program to help monitor the program’s effectiveness, readiness, and deficiencies.  NOTE – DEP audits will result from problems are identified in this report (such as excessive losses or excessive problems, etc.)

		3.3.3.5.2		3.3.4.5.2		The system shall archive the snapshot reports for two years.

		3.3.3.5.3		3.3.4.5.3		The system shall route the snapshot reports to the NRD CO via the chain of command.

		3.3.3.6		3.3.4.6		DEP Turnover:

		3.3.3.6.1		3.3.4.6.1		The system shall allow the user to document the results of the OR/R-OPS/OACR turnover study.

		3.3.3.7		3.3.4.7		Attrition Analysis:

		3.3.3.7.1		3.3.4.7.1		The system shall produce a monthly DEP attrition report.

		3.3.3.7.2		3.3.4.7.2		The system shall allow the user to insert recommended corrective actions into the DEP attrition report.

		3.3.3.7.3		3.3.4.7.3		The system shall allow the DEP attrition report to be reviewed / approved via workflow.

		3.3.3.8		3.3.4.8		Active Duty Collegiate Transfer:

		3.3.3.8.1		3.3.4.8.1		The system shall contain a letter requesting authorization of transfer for an active duty collegiate.

		3.3.3.8.2		3.3.4.8.2		The system shall allow the letter requesting authorization of transfer to be reviewed / approved via workflow.

		3.3.3.8.3		3.3.4.8.3		The system shall contain a letter of endorsement for an active duty collegiate (to be completed by the gaining NAVCRUITDIST).

		3.3.3.8.4		3.3.4.8.4		The system shall allow the letter of endorsement to be reviewed / approved via workflow to collegiate management.

		3.3.3.8.5		3.3.4.8.5		The system shall contain a transfer letter for an active duty collegiate (to be approved by the appropriate program director).

		3.3.3.8.6		3.3.4.8.6		The system shall allow the transfer letter to be reviewed / approved via workflow to the new NAVCRUITDIST.

		3.3.3.9		3.3.4.9		Change in Personal / Legal / Other Status:

		3.3.3.9.1		3.3.4.9.1		The system shall contain a letter requesting authorization of transfer for an active duty collegiate.

		3.3.3.9.2		3.3.4.9.2		The system shall allow the status changes to be reviewed / approved via workflow to the new appropriate personnel.
• IRR collegiates must notify their respective manager.
• Active duty collegiate must notify their NAVCRUITDIST.
• NAVCRUITDIST must report to NAVCRUITCOM.
• IRR officer candidates (non-collegiates) must notify their OR/OACR.
• Chaplain collegiate must notify the Chaplain Candidate Program Officer.
• JAG collegiate must notify PERS-4416.

		3.3.3.10		3.3.4.10		Collegiate Management:

		3.3.3.10.1		3.3.4.10.1		The system shall allow the officer recruiter or NAVCRUITDIST military designee to document their contact with active duty Collegiates in a Collegiate Contact Report (CCR) NAVCRUIT 1131/39.

		3.3.3.10.2		3.3.4.10.2		The system shalll allow the officer recruiter or NAVCRUITDIST military designee to review and document academic status and report any known or anticipated academic degree deficiencies to Collegiate Management N315.

		3.3.3.10.3		3.3.4.10.3		The system shalll allow the officer recruiter or NAVCRUITDIST military designee to review the status of HSCP interns and modify their Degree Completion Plan (DCP) as required.

		3.3.3.10.4		3.3.4.10.4		The system shall allow the DCP to be reviewed / approved via workflow.  (Note – see additional documentation for specific workflow).

		3.3.3.10.5		3.3.4.10.5		The system shall maintain the following documentation: 
• Active duty collegiates and chaplain students:
  o Collegiate Contact Reports (CCR) (NAVCRUIT 1131/39).
  o Collegiate Management Reports (CMR) (NAVCRUIT 1131/40).
• NUPOCS:
   o NUPOC Collegiate Management Reports (NAVCRUIT 1131/65)
• IRR collegiate volunteering to participate in the PFA program:
   o Collegiate Contact Reports (CCR) (NAVCRUIT 1131/39).
   o Collegiate Management Reports (CMR) (NAVCRUIT 1131/40).
   o Hold Harmless Agreement and Release from Liability Certificates (NAVCRUIT 1100/27)

		3.3.3.11		3.3.4.11		Collegiate Management Reports (CMR) (Report Control Symbols NAVCRUIT 1131-1 and 1131-7):

		3.3.3.11.1		3.3.4.11.1		The system shall allow the NAVCRUITDIST CO/XO to sign all CMR (NAVCRUIT 1131/40) and NUPOC CMR (NAVCRUIT 1131/65) that contain adverse information.  (Note - NAVCRUITDIST CO/XO may delegate signature authority to the R-OPS for reports with no adverse information.)

		3.3.3.11.2		3.3.4.11.2		The system shall allow all CMRs to be submitted, reviewed, and approved via workflow.  (Note – see additional documentation for timeframe-specific deadlines).

		3.3.3.11.3		3.3.4.11.3		The system shall allow the user to complete an “Additional Comments” section on the CRM (NAVCRUIT 1131/40) and NUPOC Collegiate Management Report (NAVCRUIT 1131/65). This section will contain a summary of any adverse information and recommended actions. (Note – see additional documentation for a list of adverse information categories).

		3.3.3.11.4		3.3.4.11.4		The system shall allow a statement of satisfactory completion or letter of good standing to be attached to the CMR.

		3.3.3.11.5		3.3.4.11.5		The system shall allow the following information to be attached to an adverse CMR:  
• Academic waiver request or disenrollment recommendation signed by the CO/XO for any violation.
• Member’s signed statement and plan to overcome academic or PFA deficiencies.
• Copies of NAVCRUITDIST counseling letters, letters of instruction, and/or warning letters to the member for academic or PFA violations.
• Any historic documents that may be of value in evaluating the adverse information.
• Other documentation as appropriate for other personal, medical, financial, or legal matters that have not been previously submitted to NAVCRUITCOM (N315).
• An updated Degree Completion Plan (DCP) signed by the member’s academic advisor.

		3.3.3.11.6		3.3.4.11.6		Upon graduation, the system shall allow all CMRs to be submitted to NAVCRUITREG or NAVCRUITCOM (N315), as appropriate, along with the collegiate’s final transcript or statement of completion of internship, any license requirements and / or licensure exam scores.

		3.3.3.11.7		3.3.4.11.7		The system shall allow all CMRs that contain errors to be rejected, corrected, and resubmitted for approval via workflow.

		3.3.3.12		3.3.4.12		Collegiate Academic Responsibilities:

		3.3.3.12.1		3.3.4.12.1		The system shall allow the member to request extensions of their graduation date, changes in degree, major, Degree Completion Plan, or university.

		3.3.3.12.2		3.3.4.12.2		The system shall allow all member requests to be routed via workflow.

		3.3.3.13		3.3.4.13		NAVCRUITDIST Responsibilities:

		3.3.3.13.1		3.3.4.13.1		The system shall allow NAVCRUITDIST to generate Letters of Instruction or Warning with specific action items and follow-up.

		3.3.3.13.2		3.3.4.13.2		The system shall allow NAVCRUITDIST to approve changes to the Degree Completion Plan (DCP) using the Change Checklist.  (Note – see additional documentation for a list of exceptions to this rule).

		3.3.3.14		3.3.4.14		Academic Disenrollment:

		3.3.3.14.1		3.3.4.14.1		The system shall allow the user to modify a member’s record to indicate academic disenrollment or transfer.

		3.3.3.15		3.3.4.15		Medical / Physical Responsibilities / Requirements:

		3.3.3.15.1		3.3.4.15.1		If any problems are indicated by an active duty collegiate on their semi-annual Physical Activity Risk Factor Questioinnaire (PARFQ), the system shall allow the user to forward the required documentation to NAVCRUITCOM.

		3.3.3.16		3.3.4.16		Change in Physical Status:

		3.3.3.16.1		3.3.4.16.1		The system shall allow NAVCRUITDIST to send all appropriate documents to NAVCRUITCOM for review so the member can get a medical reassessment.

		3.3.3.16.2		3.3.4.16.2		The system shall allow NAVCRUITDIST to generate a Letter of Disenrollment for IRR collegiate and IRR officer candidates.  (Note – the NAVCRUITDIST will begin the medical board process for active duty colleagues.)

		3.3.3.16.3		3.3.4.16.3		The system shall allow NAVCRUITDIST to forward a copy of the results of the medical evaluation board to NAVCRUITCOM.

		3.3.3.16.4		3.3.4.16.4		The system shall allow all of the member’s medical evaluation documents to be forwarded to the Physical Evaluation Board (PEB) for their review.

		3.3.3.16.5		3.3.4.16.5		The system shall allow the member to review and sign their PEB findings document.

		3.3.3.16.6		3.3.4.16.6		Upon completion, the system shall allow the PEB package to be forwarded to NAVPERSCOM and NAVCRUITCOM, with a copy sent to NAVCRUITREG, for processing.

		3.3.3.16.7		3.3.4.16.7		The system shall allow NAVCRUITDIST to submit a letter to the appropriate NAVCRUITCOM code outlining the difficulties encountered with member compliance, along with an estimated timeline for final adjudication.

		3.3.3.16.8		3.3.4.16.8		The system shall generate a list of all medical / physical PEB issues monthly and route the list to NAVCRUITCOM (N315).

		3.3.3.17		3.3.4.17		Physical Fitness:

		3.3.3.17.1		3.3.4.17.1		The system shall allow DD-Form 2766 to be attached to the member’s folder.

		3.3.3.18		3.3.4.18		OCS/ODS Physical Readiness:

		3.3.3.18.1		3.3.4.18.1		The system shall allow the Physical Fitness Assessment (PFA) to be routed via workflow.

		3.3.3.18.2		3.3.4.18.2		The system shall contain a Hold Harmless Agreement and Release from Liability certificate (NAVCRUIT 1100/27) document.

		3.3.3.18.3		3.3.4.18.3		The system shall allow the Hold Harmless Agreement and Release from Liability certificate (NAVCRUIT 1100/27) document to be routed via workflow.

		3.3.3.19		3.3.4.19		NUPOC Advancement:

		3.3.3.19.1		3.3.4.19.1		The system shall contain a Meritorious Advancement for Referral letter for NUPOC/NR/NPI collegiates.

		3.3.3.19.2				The system shall allow the Meritorious Advancement for Referral letter to be routed via workflow to NAVCRUITCOM.

		3.3.3.20		3.3.4.20		BDCP Advancement:

		3.3.3.20.1		3.3.4.20.1		The system shall contain a Meritorious Advancement for Referral letter for BDCP collegiates.

		3.3.3.20.2		3.3.4.20.2		The system shall allow the Meritorious Advancement for Referral letter to be routed via workflow to NAVCRUITCOM. (Note – the student must also attach their transcript and a letter from the college indicating Dean’s List achievement.)

		3.3.3.20.3		3.3.4.20.3		The system shall contain an Advancement for Graduation letter for BDCP collegiate graduates.

		3.3.3.20.4		3.3.4.20.4		The system shall allow the Advancement for Graduation letter to be routed via workflow to NAVCRUITCOM.

		3.3.3.21		3.3.4.21		CEC Advancement:

		3.3.3.21.1		3.3.4.21.1		The system shall contain a Meritorious Advancement for Referral letter for CEC collegiates.

		3.3.3.21.2		3.3.4.21.2		The system shall allow the Meritorious Advancement for Referral letter to be routed via workflow to NAVCRUITCOM.

		3.3.3.21.3		3.3.4.21.3		The system shall contain a One-Year CEC Advancement Form (NAVCRUIT 1131/210) for CEC collegiates.

		3.3.3.21.4		3.3.4.21.4		The system shall allow the One-Year CEC Advancement Form (NAVCRUIT 1131/210) to be routed via workflow to NAVCRUITCOM. (Note – the student must also attach their transcript.)

		3.3.3.21.5		3.3.4.21.5		The system shall contain an Advancement for Graduation Form (NAVCRUIT 1131/209) for CEC graduates.

		3.3.3.21.6		3.3.4.21.6		The system shall allow the Advancement for Graduation Form (NAVCRUIT 1131/209) to be routed via workflow to NAVCRUITCOM. (Note – the student must also attach their transcript.)

		3.3.3.22		3.3.4.22		HSCP Advancement:

		3.3.3.22.1		3.3.4.22.1		The system shall contain a Meritorious Advancement for Referral letter for HSCP collegiates.

		3.3.3.22.2				The system shall allow the Meritorious Advancement for Referral letter to be routed via workflow to NAVCRUITCOM.

		3.3.3.23		3.3.4.23		Leave and Liberty:

		3.3.3.23.1		3.3.4.23.1		The system shall allow contain a Collegiate Status/Air Transportation/BAH and BAS Eligibility letter.

		3.3.3.23.2		3.3.4.23.2		The system shall allow NAVCRUITDIST to send the Collegiate Status/Air Transportation/BAH and BAS Eligibility letter to each collegiate upon enlistment.

		3.3.3.23.3		3.3.4.23.3		The system shall allow collegiate to notify their recruiters of their travel itinerary.

		3.3.3.23.4		3.3.4.23.4		The system shall allow the recruiter to provide the collegiate with an address and phone number of the nearest NAVCRUITDIST to the collegiate’s destination.

		3.3.3.23.5		3.3.4.23.5		The system shall contain a Leave Request / Authorization Form (NAVCOMPT 3065) so collegiates can request eligibility to travel on U.S. Air Force, Air Mobility Command (AMC).

		3.3.3.23.6		3.3.4.23.6		The system shall allow collegiate to route the Leave Request / Authorization Form (NAVCOMPT 3065) for approval via workflow.  (Note – all active duty collegiate must inform NAVCRUITCOM (N311/N313/N314) prior to commencing foreign travel to ensure there will be no security issues or restrictions.  Also, for leave, NAVCRUITDIST must inform NAVCRUITCOM (N313) prior to granting the leave request.  This is all part of the required workflow.)

		3.3.3.24		3.3.4.24		Collegiates Participating in Foreign Exchange or Other Academic Programs:

		3.3.3.24.1		3.3.4.24.1		The system shall allow collegiate to submit to NAVCRUITDIST a list of countries to be visited, embassy addresses, and phone numbers prior to the beginning of the exchange program.

		3.3.3.24.2		3.3.4.24.2		The system shall allow NAVCRUITDIST to approve the list of countries to be visited.

		3.3.3.24.3		3.3.4.24.3		The system shall contain a Travel Abroad letter (to be issued if NAVCRUITDIST approves the requested travel.)

		3.3.3.24.4		3.3.4.24.4		The system shall allow the Travel Abroad letter to be routed via workflow to the collegiate.

		3.3.3.24.5		3.3.4.24.5		The system shall allow NAVCRUITDIST to submit a new DCP to N315, Collegiate Management for approval if the exchange program is not on the approved DCP.

		3.3.4		3.3.5		Enlisted

		3.3.4.1		3.3.5.1		Enlisted Business Process Flows and System Requirements

		3.3.4.1.1		3.3.5.1.1		WRT Self Service Application – Document Submission:

		3.3.4.1.1.1		3.3.5.1.1.1		The system shall exchange the following data elements from Self Service Application (SSA) or its surrogate WebRTools, in support of an enlisthed applicant document submission as noted in Appendix B of the FRD (SSA Data Elements).						Demonstration
Test
Analysis		Contractor

		3.3.4.1.2		3.3.5.1.2		Positive Identification

		3.3.4.1.2		3.3.5.1.2.1		The system shall provide the capability to capture, index and associate the Applicant’s biometric to their entrance processing record.						Demonstration
Test		Contractor

		3.3.4.1.2.8		3.3.5.1.2.2		The system shall have the capability to search for previously enrolled biometrics.						Demonstration
Test		Contractor

				3.3.5.1.3		Facial Recognition

		3.3.4.1.2.1
3.3.4.1.2.3
3.3.4.1.2.7		3.3.5.1.3.1		The system shall have the capability to:
• Manage facial recognition quality digital photographs. (3.3.5.1.2.1)
• Detect digital photograph devices. (3.3.5.1.2.3)
• Communicate with digital photograph input devices. (3.3.5.1.2.7)						Demonstration
Test		Contractor

				3.3.5.1.4		Fingerprint Bio-metrics

		3.3.4.1.2.2
3.3.4.1.2.4
3.3.4.1.2.5
3.3.4.1.2.6
3.3.4.1.2.9		3.3.5.1.4.1		The system shall have the capability to:
• Manage fingerprint biometrics. (3.3.5.1.2.2)
• Detect fingerprint biometric devices (3.3.5.1.2.4)
• Verify the identity of the Applicant via association (match biometric). (3.3.5.1.2.5)
• Communicate with fingerprint biometric input devices. (3.3.5.1.2.6)
• Provide for registration and storage of biometric prints (3.3.5.1.2.9)						Demonstration
Test		Contractor

		3.3.4.1.3		3.3.5.1.5		Enrollment

		3.3.4.1.3		3.3.5.1.5.1		Enrollment for eSOA/MIRS/XRISS includes the initial capture and storage of the Applicant’s biometrics and the association of the biometric with the Applicant entrance processing record.  The system shall have the capability to capture, store, and send to other systems and applicant biometric data						Demonstration
Test		Contractor

		3.3.4.1.3.1		3.3.5.1.5.2		The system shall have the capability to store Applicant biometric data.						Demonstration
Test		Contractor

		3.3.4.1.3.2		3.3.5.1.5.3		The system shall have the capability to communicate bi-directionally with authorized Accessions Communities of Interests (ACOI) for biometric verification.						Demonstration
Test		Contractor

		3.3.4.1.3.3		3.3.5.1.5.4		The system shall have the capability to exchange notifications and acknowledgements with authorized ACOI for biometric verification.						Demonstration
Test		Contractor

		3.3.4.1.3.4		3.3.5.1.5.5		The system shall have the capability to associate Applicant biometric information with the Applicant’s entrance processing record.						Demonstration
Test		Contractor

		3.3.4.1.3.5		3.3.5.1.5.6		The system shall have the capability to index Applicant biometric information with the Applicant’s entrance processing record.						Demonstration
Test		Contractor

		3.3.4.1.4		3.3.5.1.6		Enhanced Medical Pre-Screen

		3.3.4.1.4.1		3.3.5.1.6.1		The system shall have the capability to perform pre-medical screening with eSOA/MIRS/XRISS.						Demonstration
Test		Contractor

		3.3.4.1.4.2		3.3.5.1.6.2		The system shall have the capability to view medical pre-screen questions and pass to eSOA/MIRS/XRISS.						Demonstration
Test		Contractor

		3.3.4.1.4.3		3.3.5.1.6.3		The system shall have the capability to index medical data to an Applicant’s record.						Demonstration
Test		Contractor

		3.3.4.1.4.4		3.3.5.1.6.4		The system shall have the capability to manage configuration changes within medical pre-screening.						Demonstration
Test		Contractor

		3.3.4.1.4.5		3.3.5.1.6.5		The system shall have the capability to access the records management capability to generate medical forms.						Demonstration
Test		Contractor

		3.3.4.1.5		3.3.5.1.5		External Organization Checks

		3.3.4.1.5.1		3.3.5.1.5.1		The system shall have the capability to manage Applicant personal data from external organization checks.  (currently, there are 4 organization checks)						Demonstration
Test
Analysis		Contractor

		3.3.3.1.6		3.3.5.1.8		Digital Signature

		3.3.3.1.6		3.3.5.1.8.1		The system shall provide signature capability to both CAC holders and non-CAC holders.						Demonstration
Test		Contractor

		3.3.3.1.6.1		3.3.5.1.8.2		The system shall have the capability to manage digital signatures.

		3.3.3.1.6.2		3.3.5.1.8.3		The system shall have the capability to display digital signatures.						Demonstration
Test		Contractor

		3.3.3.1.6.3		3.3.5.1.8.4		The system shall have the capability to allow the user to digitally sign an individual document for certification.						Demonstration
Test		Contractor

		3.3.3.1.6.4		3.3.5.1.8.5		The system shall have the capability to allow a user to digitally batch-sign multiple documents.						Demonstration
Test		Contractor

				3.3.5.1.9		MEPS or Medical Center Status

		3.3.3.1.6.5		3.3.5.1.9.1		The system shall have the capability to manage Applicant tracking data during entrance processing.						Demonstration
Test
Analysis		Contractor

		3.3.3.1.6.6		3.3.5.1.9.2		The system shall provide the ability to track the status and progress of applicants undergoing USMEPCOM processing based on data retained from USMEPCOMS eSOA system.						Demonstration
Test		Contractor

		3.3.3.1.7		3.3.5.1.10		Aptitude Testing

		3.3.3.1.7.1		3.3.5.1.8.1		The system shall have the capability to manage High School aptitude testing data for prospects.						Demonstration
Test		Contractor

		3.3.3.1.7.2		3.3.5.1.8.2		The system shall capture student online testing scores from OAR and ASTB.						Demonstration
Test
Analysis		Contractor

		3.3.3.1.8		3.3.5.1.11		Medical Exam

		3.3.3.1.8.1		3.3.5.1.11.1		The system shall have the capability to receive eSOA/MIRS/XRISS Applicant medical examination data and electronic supporting documentation.						Demonstration
Test		Contractor

		3.3.3.1.9		3.3.5.1.12		Exception to Policy (ETP)

		3.3.3.1.9.1		3.3.5.1.12.1		The system shall have the capability to manage exception to policy (ETP) data.						Demonstration
Test		Contractor

		3.3.3.1.9.2		3.3.5.1.12.2		The system shall have the capability for the ETP status to be provided to the workflow management service.						Demonstration
Test		Contractor

		3.3.3.1.9.3		3.3.5.1.12.3		The system shall have the capability to apply an ETP to a particular category (e.g. an Applicant, a Sponsor Process for Code, a Location, and a Date).						Demonstration
Test		Contractor

		3.3.3.1.10		3.3.5.1.13		Classification

		3.3.3.1.10.1		3.3.5.1.13.1		The system shall determine the Applicant’s eligibility for the Fundamental Applied Skills Training (FAST) Special Program based on a CNRC Administrator defined two digit VE score .						Demonstration
Test		Contractor

		3.3.3.1.10.1		3.3.5.1.13.2		If the applicant is determined to be FAST, a pop-up box will appear allowing the classifier to choose if English is the applicant's first or second language (Mandatory field)						Demonstration
Test		Contractor

		3.3.3.1.10.2		3.3.5.1.13.3		The system shall report an applicant’s participation in any or all of the following programs based on classifier input and shall report all selected programs to the appropriate interface partners.  
• Buddy Special Program  
• Special Recruit Company Special Program  
• Homeport Guarantee Special Programs						Demonstration
Test		Contractor

		3.3.3.1.10.3		3.3.5.1.13.4		The system shall allow the user to select from a list of NECs contained in FRD-Appendix P if the Applicant is qualified for the Musician special program.						Demonstration
Test		Contractor

		3.3.3.1.10.4		3.3.5.1.13.5		The system shall allow the user to enter subcategories to include:
• Nuclear Field
• Others will be provided by functional owners as appripriate for this report						Demonstration
Test		Contractor

		3.3.3.1.10.5		3.3.5.1.13.6		The system shall allow the user to enter the Recruiter’s SSN displayed as nine digits with no spaces or dashes; however the display will be only the last four.						Demonstration
Test		Contractor

		3.3.3.1.10.6		3.3.5.1.13.7		The system shall allow the user to select the state in which the Applicant was born.						Demonstration
Test		Contractor

		3.3.3.1.10.7		3.3.5.1.13.8		The system shall allow the user to confirm that the Applicant has passed the Initial Fitness Assessment (IFA) with a Satisfactory Medium (Sat-Med) for that Applicant’s baseline.

		3.3.4.2		3.3.6		Goaling

		3.3.4.2.1		3.3.6.1		Manage Goaling Allocations / Accessions

		3.3.4.2.2		3.3.6.1.1		The system shall allow the user to input, update, view, print, and export to Excel or a comma-delimited file, and save goals and objectives for the appropriate level of access						Demonstration
Test		Contractor

		3.3.4.2.3		3.3.6.1.2		The system shall determine the goals and objectives of a lower level in the Goaling hierarchy by allowing an authorized user to apply percentages to the total goals and objectives of the user’s level in the Goaling hierarchy.						Demonstration
Test		Contractor

		3.3.4.2.3		3.3.6.1.3		The system shall manage all officer goaling allocation and accessions as well as enlisted goals.						Demonstration
Test		Contractor

		3.3.4.2.4		3.3.6.1.4		Officer goaling shall operate in a similar manner as the Enlisted goaling currently in PRIDE Modernization (including the Rate Phasing Matrix – based on designators).						Demonstration
Test		Contractor

		3.3.4.2.5		3.3.6.1.5		The system shall allow for input of program authorizations in the goaling section.						Demonstration
Test		Contractor

		3.3.4.2.6		3.3.6.2		Manage Distribution of Goals (Consistent with current PRIDE MOD functionality)

		3.3.4.2.6.1		3.3.6.2.1		The system shall provide the capability for officer rate phasing matrix (RPM) templates from Program Management Office (PMO) and approved by N13 to input directly into the RPM system workbook.						Demonstration
Test
Analysis		Contractor

		3.3.4.2.6.2		3.3.6.2.2		The system shall provide the ability for PRIDE Mod HQ users to review and verify officer RPM prior to uploading the system workbook						Demonstration
Test
Analysis		Contractor

		3.3.4.2.6.3		3.3.6.2.3		Once goals from PMO and N13 are accepted, the system shall allow PRIDE MOD HQ users to load goals to Regions.						Demonstration
Test
Analysis		Contractor

		3.3.4.2.6.4		3.3.6.2.4		The system shall allow the appropriate role to load all Goal Group capacity values based on predefined percentages of National totals to the Region by shipping months for a given fiscal year.						Demonstration
Test
Analysis		Contractor

		3.3.4.2.6.5		3.3.6.2.5		The system shall allow the CNRC and Region users to load all Goal Group capacity values based on predefined percentages of Region goals to the Districts within their Region by shipping-months for a given fiscal year.						Demonstration
Test
Analysis		Contractor

		3.3.4.2.6.6		3.3.6.2.6		The system shall allow the user to input and update goaling groups.						Demonstration
Test
Analysis		Contractor

		3.3.4.2.6.7		3.3.6.2.7		The system shall accept spreadsheet-formatted data for automated loading of all Goal Group capacity values.						Demonstration
Test
Analysis		Contractor

		3.3.4.2.6.8		3.3.6.2.8		The system shall allow authorized users to upload National, Region, District, and Station Officer goals.						Demonstration
Test
Analysis		Contractor

		3.3.4.3		3.3.6.3		Incentives

		3.3.4.3.1		3.3.6.3.1		Tracking Incentives

		3.3.4.3.1.1		3.3.6.3.1.1		The system shall track contracts throughout an enlistment and account for individual payment.  (See the Enlisted Incentive Management Flow in section 3.8.)						Demonstration
Test
Analysis		Contractor

				3.3.6.3.2		Incentive Management

		3.3.4.3.1.2		3.3.6.3.2.1		The system shall estimate, on a daily basis, expenditures, based on obligations, for the following Incentive Types based on the criteria found in the reference tables and the data base that utilizes the payment schedules:
• Enlistment Bonus Source Rate (EBSR)
• Enlistment Bonus Source Rate-Navy College Fund (EBSR-NCF)
• Enlistment Bonus for Test Score Category (EBTSC)
• Enlistment Bonus for Delayed Entry Program (EBED)
• Enlistment Bonus for  Physical Screening Test (EBPST)
• Enlistment Bonus for Training (EBTRG)
• Enlistment Bonus for Language Proficiency
• Enlistment Bonus for Reclassification
• Enlistment Bonus for Special Operations
• Enlistment Bonus for Extended Enlistment
• College Credit first Program
• Loan Repayment Program (LRP)
• Navy College Fund (NCF)						Demonstration
Test
Analysis		Contractor

		3.3.4.3.1.3		3.3.6.3.2.2		The system shall provide the ability to manage multiple payments, incentive combinations, type schema based on the criteria for the incentive types.   Payment schedules change over time.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2		3.3.6.4		Manage Enlisted Bonuses and Incentives

		3.3.4.3.2.1		3.3.6.4.1		The system shall allow the user to create a new incentive program or change eligibility for existing programs						Demonstration
Test		Contractor

		3.3.4.3.2.2		3.3.6.4.2		The system shall allow the user to:
• Import a table that is created by the user to change Incentive amounts.
• Change cell within the table of Incentive amounts						Demonstration
Test		Contractor

		3.3.4.3.2.3		3.3.6.4.3		The system shall allow the user, without limitation, to select the effective date or suspension date.						Demonstration
Test		Contractor

		3.3.4.3.2.4		3.3.6.4.4		The system shall keep the suspended or the effected files and the chronological order for 10 years.						Demonstration
Test		Contractor

		3.3.4.3.2.5		3.3.6.4.5		The system shall provide the user the ability to perform “what if” scenarios on rate selection, bonus amounts, and bonus combinations using proposed payment schedules, reference tables, and associated data.  See FRD for business rules for scenarios.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.6		3.3.6.4.6		The system shall be automatically updated daily with changes.   For example, SSN database must reflect the changes (initial reservation in PRIDE through first term of enlistment).						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.7		3.3.6.4.7		The system shall provide the ability to manage estimated expenditure dates by Program, Rate and incentive via a maintenance function.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.8		3.3.6.4.8		The maintenance function shall allow the user to add, deactivate or modify incentives.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.9		3.3.6.4.9		The table will incude forecasted show-up rates to provide estimated payments. 
• Example:  Obligated Incentive times xx% = Estimated payments
• Changes do not impact incentives that have already been offered.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.10		3.3.6.4.10		The system shall capture or provide the data elements identified in Appendix Q of the FRD.						Demonstration
Test		Contractor

		3.3.4.3.2.11		3.3.6.4.11		The system shall collect and provide additional data elements  from NSIPS (ESR) and CeTARS to the tracking process in order to manage changes to contracts.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.12		3.3.6.4.12		The system shall have the ability to contain a drill verification for NAVET applicants.						Demonstration
Test		Contractor

		3.3.4.3.2.13		3.3.6.4.13		The system shall provide and process data elements in the post accession environment in order to project obligations and to append current data with actual changes.						Demonstration
Test		Contractor

		3.3.4.3.2.14		3.3.6.4.14		The system shall project an individual with new data when changes occur to an individual’s data elements.						Demonstration
Test		Contractor

		3.3.4.3.2.15		3.3.6.4.15		The system shall collect and provide school/training course designations and time-to-train data, to include awaiting training, and obtain updates.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.16		3.3.6.4.16		The system shall project the month and year of an incentive payment.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.17		3.3.6.4.17		The system shall account for incentive payments by appending the individual’s record with new payment  data.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.18		3.3.6.4.18		The system shall estimate the probability of an individual successfully completing training using school house completion rate statistics.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.19		3.3.6.4.19		The system shall have the capability to collect and provide periodic RTC training completion rates.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.20		3.3.6.4.20		The system shall have the capability to provide specialized training (“A” and “C” Schools, BUDS, etc) school completion rates.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.21		3.3.6.4.21		The system shall collect and provide training and enlistment data to include enrollment codes, disenrollment codes, class convening dates, enlistment extensions.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.22		3.3.6.4.22		The system shall collect and provide enlistment data to include UIC assignment and lengths of enlistment extensions during first enlistment as indicated by the enlistment contract.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.23		3.3.6.4.23		The system shall contain an audit feature to track and announce variations in planned and actual payments.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.24		3.3.6.4.24		The system shall provide a copy of the current annex in .pdf form in order to reconcile variations in planned and actual payments.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.25		3.3.6.4.25		The system shall capture/provide new data elements, i.e. codes, course numbers to capture attrition and reclassification.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.2.26		3.3.6.4.26		The system shall determine if an individual has received a bonus from a previous enlistment.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.3		3.3.6.5		Reports/Queries

		3.3.4.3.3.1		3.3.6.5.1		The system shall report to the user the daily current status of any SSN in the database during first enlistment as indicated by the enlistment contract.  For example, the system shall provide the current program, rate, and location. (UIC).						Demonstration
Test
Analysis		Contractor

		3.3.4.3.3.2		3.3.6.5.2		The system shall display both obligations and expenditures depending on a given date for any 48-month period.   For example: Nuclear Field (NF) obligations and expenditures in the month of April 2014 or $2.2. Million.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.3.3		3.3.6.5.3		The system shall allow the user the ability to query the database.						Demonstration
Test		Contractor

		3.3.4.3.3.4		3.3.6.5.4		The system shall allow the user to download all reports into a Microsoft ™ Word or Excel document.						Demonstration
Test		Contractor

		3.3.4.3.3.5		3.3.6.5.5		The system shall project anticipated payment date based on the rules for each incentive i.e., if the incentive is due upon graduation from RTC, then the projected payment date will be computed as 66 days after ship date.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.4		3.3.6.6		Incentive Alerts

		3.3.4.3.4.2		3.3.6.6.1		The system shall notify the Incentives Manager when a change to an incentive occurs due to reclassification, rebooking, attrition, or separation.						Demonstration
Test		Contractor

		3.3.3.3.5
3.3.5		3.3.7		Waivers

		3.3.4.3.5.1
3.3.5.1		3.3.7.1		Track Waiver Types and Disposition

		3.3.4.3.5.1.1
3.3.6.1		3.3.7.1.1		The system shall have the ability to receive an optical or PDF file from WebRTools or the capability to upload the documents directly into Pride Modernization Release 2.  Document include the following:
• Birth  
• Advanced pay grade support documents 
• Education   
• SSN 
The following are conditional documents:

•  Waiver Letters - Medical, Full Kit, and Points Program 
• Marriage Certificate   
• Child(ren) Birth Certificate(s) 
• Citizenship  
• DD Form 680 - Prior Service Record   
• College Transcripts / Diploma  
• Legal Name Change documents  
• Parental Consent for Applicants under the age of seventeen years						Demonstration
Test		Contractor

		3.3.4.3.5.1.2		3.3.7.1.2		The system shall have the ability to send these documents via optical or .pdf files to eSOA/MIRS as appropriate. (as listed above)						Demonstration
Test
Analysis		Contractor

		3.3.4.3.5.2
3.3.6.2		3.3.7.2		Waiver Maintenance

		3.3.4.3.5.2.1
3.3.6.2.1		3.3.7.2.1		The system shall allow the user to add, modify, and delete Waiver Approval Authority information.						Demonstration
Test		Contractor

		3.3.4.3.5.2.2
3.3.6.2.2		3.3.7.2.2		The system shall have the ability to add, delete or modify Waiver work flow paths by waiver type.						Demonstration
Test		Contractor

		3.3.4.3.5.2.3
3.3.6.2.3		3.3.7.2.3		The system shall allow the user to route CNRC waivers through an identified  chop chain and allow for initials and the date (yyyymmdd) of the chop.						Demonstration
Test		Contractor

		3.3.4.3.5.2.4
3.3.6.2.4		3.3.7.2.4		The system shall have the ability to add authorized Users for waiver processing as identified by CNRC HQ.						Demonstration
Test		Contractor

		3.3.4.3.5.3
3.3.5.3		3.3.7.3		Create a Waiver Briefing Sheet

		3.3.4.3.5.3.1
3.3.6.3.1		3.3.7.3.1		The system shall allow the user to add, modify, and delete the checklist for the following:
• Recruiter Enlistment/Re-enlistment (NAVCRUIT 1133/9)
• Tattoo Exception
• Dependent Family Member
• Major Misconduct/Civil Conviction
• Re-enlistment code
• Initial Fitness Assessment/Physical Screening
• Program Waiver
• BEERS Basic and Situational						Demonstration
Test		Contractor

		3.3.4.3.5.3.2
3.3.6.3.2		3.3.7.3.2		The system shall allow the user to add, modify, or delete a waiver briefing sheet.						Demonstration
Test		Contractor

		3.3.4.3.5.3.3
3.3.6.3.3		3.3.7.3.3		The system shall allow the user to add and modify routing and approval structure for the waiver request review process. Routing is based on user access.						Demonstration
Test		Contractor

		3.3.4.3.5.3.4
3.3.6.3.4		3.3.7.3.4		The system shall allow the user to select a District by number as a default on the waiver briefing sheet, NAVCRUIT 1133/39
• Recruiting Station by Station ID						Demonstration
Test		Contractor

		3.3.4.3.5.3.5
3.3.6.3.5		3.3.7.3.5		The system shall allow the user to select a Recruiting Station by number as a default on the waiver briefing sheet, NAVCRUIT 1133/39
• Recruiter’s name  
• Applicant’s name (last, first, MI, and suffix)						Demonstration
Test		Contractor

		3.3.4.3.5.3.6
3.3.6.3.6		3.3.7.3.6		The system shall allow the user to select from the following options for a Tattoo Exception to Policy Waiver Request (NAVCRUIT 1133/103):
• Active Duty
• Reserve 
• Prior Service 
• On Deck						Demonstration
Test		Contractor

		3.3.4.3.5.3.7		3.3.7.3.7		The system shall allow the ability to remove documents from the applicant’s file.						Demonstration
Test		Contractor

		3.3.4.3.5.3.8
3.3.6.3.9		3.3.7.4		Manage Waiver Requests

		3.3.4.3.5.3.8.1
3.3.6.3.9.1		3.3.7.4.1		The system shall provide the ability to populate the waiver request form using the applicant information in PRIDE Mod for the following waiver types.
• Recruiter Enlistment / Re-enlistment (NAVCRUIT 1133/9)
• Tattoo Exception
• Dependent Family Member
• Major Misconduct/Civil Conviction
• Re-enlistment Code
• Initial Fitness Assessment/Physical Screening Program 
• BEERS Basic and Situational						Demonstration
Test		Contractor

		3.3.4.3.5.3.8.2
3.3.6.3.9.2		3.3.7.4.2		The system shall provide the ability for the user to enter data directly in a waiver request form.						Demonstration
Test		Contractor

		3.3.4.3.5.3.8.3
3.3.6.3.9.3		3.3.7.4.3		The system shall allow the user to create a file traceable by SSN.						Demonstration
Test		Contractor

		3.3.4.3.5.3.9
3.3.6.3.10		3.3.7.5		Waiver Approval Workflow

		3.3.4.3.5.3.9.1
3.3.6.3.10.1		3.3.7.5.1		The system shall provide the following capabilities:  
• To save a workflow
• To search for a workflow
• To edit a workflow by: 
    o deleting a recipient
    o adding a recipient
    o changing a deadline						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.2
3.3.6.3.10.1		3.3.7.5.2		If a workflow process has already begun, the system shall allow the user to edit the workflow steps that have not been completed
• To apply an existing workflow to a waiver
• To monitor progress of a waiver through workflow						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.3
3.3.6.3.10.2		3.3.7.5.3		The system shall provide the ability for workflow processing waiver requests as follows (Active and Reserve):
Officers
Enlisted						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.4
3.3.6.3.10.3		3.3.7.5.4		The system shall allow the user to add, modify, and delete the type of waiver required for an Applicant and allow for the selection of more than one type of waiver including:
• Dependent Family Member
• ECM
• Major Misconduct / Civil
• Positive DAT (Enlisted)
• RE-Code
• After-the-fact (Enlisted)
• IFA / PST (Enlisted)						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.5
3.3.6.3.10.4		3.3.7.5.5		The system shall allow the user to create and route the following Waivers using workflow:
• Recruiter Enlistment / Re-enlistment (NAVCRUIT 1133/9)
• Tattoo Exception
• Dependent Family Member
• Major Misconduct/Civil Conviction
• Re-enlistment Code
• Initial Fitness Assessment/Physical Screening Program
• BEERS Basic and Situational
• ECM (Enlisted)						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.6
3.3.6.3.10.5		3.3.7.5.6		When multiple waivers are involved, the system shall allow the user to route packages in the following order of precedence:
• ECM (Enlisted)
• Dependent Family Member
• Tattoos (Enlisted)
• RE-Code
• IFA / PST (Enlisted)
• Major Misconduct / Civil						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.7
3.3.6.3.10.6		3.3.7.5.7		The system shall provide the ability for the approving authority to process a waiver request as follows:
• Select a waiver  approval form from a dropdown window
• Enter the appropriate information (such as Approved, Disapproved, and Forward to Higher Authority, the name of District CO and the date (yyyymmdd) etc), on the form and save
• Electronically notify the NLO of the disposition						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.8
3.3.6.3.10.7		3.3.7.5.8		The system shall provide the ability for all authorized users to view documents associated with the waiver.  This will include all WEB RTools scanned documents, Waiver Checklists, Waiver requests, and PRIDE Mod related Forms.						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.9
3.3.6.3.10.8		3.3.7.5.9		The system shall allow the user to select one or more of the following types of waivers:
• DEF 
• DEN 
• DEM 
• Exception to Policy (identify Policy)  
• Medical Data pulled from DD Form 2808: 
    o Height 
    o Weight
    o Body fat
• Lab work cleared by medical: 
    o Human Immunodeficiency Virus (HIV) 
    o DAT						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.10
3.3.6.3.10.9		3.3.7.5.10		The system shall allow the user to add, modify, and delete information concerning the program for which the Applicant is applying.						Demonstration
Test		Contractor

		3.3.4.3.5.3.9.11
3.3.6.3.10.10		3.3.7.5.11		In support of the workflow creation process, the system shall provide the capability to specify the following:
• The name of the resource
• The system location of the waiver to be reviewed
• The notification method, either e-mailed through an external server or available only in the system
• The name or organizational role to notify that the waivr is ready for review
• The order in which reviewers are to be notified
• The deadline for each step in the process, which may be expressed as: 
    o  A specific date
    o  A period of time after notification, in hours, days, or weeks
• The action(s) the system should take if the deadline is not met
    o Individual(s) or organizations(s) to notify of the lack of response
    o  Whether the failure to respond is accepted as “Approved”
• The action(s) the system should take if the resource is not approved
    o Individual(s) or organization(s) to notify
    o  Whether to continue in the workflow
• The action(s) the system should take after the waiver is approved by all reviewers
    o Placement of the approved resource in the library
    o Effective date of the waiver
    o Waiver codes assigned
    o Notification of all individuals involved						Demonstration
Test		Contractor

		3.3.4.3.5.4
3.3.6.3.11		3.3.7.6		Import and Transmit Supporting Documents and Pictures

		3.3.4.3.5.4.1
3.3.6.3.12		3.3.7.6.1		The system shall have the ability to receive and store documents (for a given SSN) submitted by the Recruiter in WEB RTools.  Waiver request final disposition shall be reported back to WEB RTools.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.5.4.2		3.3.7.6.2		The system shall allow the user to add and modify an Applicant’s SSN with corresponding documentation provided to the NLO or EPDS.						Demonstration
Test		Contractor

		3.3.4.3.5.5		3.3.6.7		Display the Status of Waivers

		3.3.1.1.23.2.1
3.3.4.3.5.5.1		3.3.6.7.1		The system shall have the ability display, export and print waiver status reports to include the following data elements:
• SSN
• Waiver Type
• Current approval chain location						Demonstration
Test		Contractor

		3.3.1.1.23.2.2
3.3.4.3.5.5.1.1		3.3.6.7.2		The system shall maintain a log of approved program waivers to include the following information:
• Name (Last, First, and MI)
• SSN
• Date Submitted
• Waiver Type (Text Field)
• Waiver Approved (Yes or No)
• Name of Waiver Processor (Last, First, and MI)
• Job / Program (Text Field)
• Number of Points waived						Demonstration
Test
Analysis		Contractor

		3.3.4.3.5.5.2		3.3.6.7.3		The system shall track the status of all shipping subcategories (e.g., Work Force Attained (WFA), Nuclear Field Attained (NFA), New Contract Attainment (NCA), One Navy shipping).						Demonstration
Test
Analysis		Contractor

		3.3.1.1.23.2.3
3.3.4.3.5.5.3		3.3.6.7.4		The system shall have the ability display all documents associated with an applicant.						Demonstration
Test		Contractor

		3.3.4.3.5.6		3.3.7.8		Alerts (Waiver)

		3.3.4.3.5.6.1		3.3.7.8.1		Waiver Notification shall include:
• Identification of the originating individual, District, Region, or MEPS
• The deadline for the reviewer’s decision
• The method of accessing the waiver under review
• The method for indicating approval and the ability to enter comments
• The method for indicating disapproval and the ability to enter comments						Demonstration
Test		Contractor

		3.3.4.3.5.6.2
3.3.1.1.23.3.2		3.3.7.8.2		The system shall notify the user by waiver type if a waiver package linked to the SSN is already in the system.						Demonstration
Test		Contractor

		3.3.4.3.5.6.3
3.3.1.1.23.3.3		3.3.7.8.3		The system shall alert the NLO that an applicant has a waiver pending and not allow the applicant to ship or confirm						Demonstration
Test		Contractor

		3.3.4.3.5.6.4		3.3.7.8.4		The system shall notify the District of the disposition of an ECM rate and pay grade waiver and allow the District to print an approval or disapproval letter.						Demonstration
Test		Contractor

		3.3.4.3.5.6.5
3.3.1.1.23.3.5		3.3.7.8.5		The system shall notify the District of the disposition of the Dependent waiver and print an approval or disapproval letter .						Demonstration
Test		Contractor

		3.3.4.3.5.6.6		3.3.7.8.6		The system shall notify the District of disposition of the Major Misconduct / Civil waiver and allow the user to print an approval or disapproval letter .						Demonstration
Test		Contractor

		3.3.4.3.5.6.7		3.3.7.8.7		The system shall notify the District of the disposition of the RE-Code waiver and allow the user to print an approval or disapproval letter .						Demonstration
Test		Contractor

		3.3.4.3.6		3.3.7.9		Reclassification/Rebook (NSTC, PMO)

		3.3.4.3.6.1		3.3.7.9.1		The system shall provide functionality that allows the user to reclassify and rebook accessions.  This functionality shall automatically cancel any previous bookings associated with the applicant’s social security number (Cannot use dlayed Entry seats)						Demonstration
Test		Contractor

		3.3.4.3.7		3.3.7.10		Processing (Enlistment)

		3.3.4.3.7		3.3.7.10.1		Prior to the system processing a confirm request the following applicant data elements will be validated:
• Dependency Status 
• Education Code
• NIDT						Demonstration
Test
Analysis		Contractor

		3.3.4.3.7.1		3.3.7.11		Reserve Enlisted Processing

		3.3.4.3.7.1.1		3.3.7.11.1		The system shall be able to receive an alert from NSIPS as soon as a member is gained into the Reserves to better facilitate the Sponsor Program.  The NOSC should then be alerted of the gain.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.7.1.2		3.3.7.11.2		The system shall allow recruiters to complete Reserve Enlisted Bonuses/Incentives forms from authoritative sources/systems.						Demonstration
Test
Analysis		Contractor

		3.3.4.3.7.1.3		3.3.7.11.3		The system shall enable NAVADMINS and other bonus/incentives policy directives to be loaded into the system for recruiters to review in order to provide up-to-date information.						Demonstration
Test		Contractor

		3.3.4.3.8		3.3.7.12		Shipping (Accession

		3.3.4.3.8.1		3.3.7.12.1		The system shall provide electronic notification to the EPDS, Recruiter, RinC, and Classifier of Applicant’s upcoming ship date.   Waiver pending will be included.						Demonstration
Test		Contractor

		3.3.4.3.8.2		3.3.7.12.2		The system shall generate user friendly Standard and Ad hoc reports using the “one click” method and filtering capabilities (for example, which schools produce the most engineers and which schools produce Hispanic Chaplains).						Demonstration
Test		Contractor

		3.3.5		3.3.8		Workflow Management

		3.3.5.1		3.3.8.1		The system shall provide process automation features including tracking and workflow, case management, conflict resolution, routing / scheduling, and correspondence management.						Demonstration
Test		Contractor

		3.3.5.2		3.3.8.2		The system shall alert each organizational code of the workflow should be notified when new documents are available or a new routing occurs.						Demonstration
Test
Analysis		Contractor

		3.3.5.3		3.3.8.3		The system shall provide BUMED and CCPD organizations access to workflow for medical and credential information passing to and from NRC and these organizations.						Demonstration
Test		Contractor

		3.3.5.4		3.3.8.4		The system workflow shall be flexible in nature and distinct based on a program designator i.e. one program designator shall have the ability to select before physical and another shall have the ability to physical before selection or pro-board.						Demonstration
Test		Contractor

		3.3.5.5		3.3.8.5		The system shall allow for simultaneous processing of the medical determinations current with the professional determination for officer applicants.						Demonstration
Test		Contractor

		3.3.5.6		3.3.8.6		The system shall receive from NETC via CeTARS officer applicant graduation, roll back, reclassification and attrition from OCS, ODC, ODS.						Demonstration
Test		Contractor

		3.3.5.7		3.3.8.7		The system shall maintain officer records that have been initiated or declined for a period of 2 years from the last date of submission or processor action (i.e. PMOD II shall have the ability to recreate the record).						Demonstration
Test		Contractor

		3.3.5.8		3.3.8.8		The system shall allow the origination of an officer record to include professional licenses/licensing or professional certifications.						Demonstration
Test		Contractor

		3.3.7		3.3.9		Alerts / Notifications

		3.3.7.1		3.3.9.1		The system shall notify the Classifier to change the DEM status to DEP, DEN, DIR, DER, or DDD once CNRC Medical authorizes a waiver.						Demonstration
Test		Contractor

		3.3.7.2		3.3.9.2		The system shall provide electronic notification to the Recruiter, Classifier, and RinC of Applicant’s upcoming ship date						Demonstration
Test		Contractor

		3.3.7.3		3.3.9.3		The system shall have the ability to allow CNRC to define and modify job goal levels used for flagging.						Demonstration
Test		Contractor

		3.3.7.4		3.3.9.4		The system shall notify the user when a change in applicant status occurs that requires a waiver or additional paperwork.						Demonstration
Test
Analysis		Contractor

		3.3.7.5		3.3.9.5		The system shall notify the user when classifying a prior service Applicant for a Career Progression Division (PERS 8) screening.						Demonstration
Test		Contractor

		3.3.7.6		3.3.9.6		The system shall notify the user when an incentive requires an additional year of obligated service, such as Five-Year Obligation (5YO) and Six-Year Obligation (6YO) programs.						Demonstration
Test		Contractor

		3.3.7.7		3.3.9.7		The system shall alert the classifier daily when an LRP request is over 45 days old (first reservation date to present date).						Demonstration
Test
Analysis		Contractor

		3.3.7.8		3.3.9.8		The system shall display error messages that are in plain language, inform the user as to the problem and recommend an action fix to correct the error.						Demonstration
Test		Contractor

		3.3.7.9		3.3.9.9		The system shall allow the user to set-up alerts by group or code with hierarchical checks.						Demonstration
Test		Contractor

		3.3.7.9.1.1		3.3.9.9.1		The system shall notify the District of the disposition of an ECM waiver and allow the District to print an approval or disapproval letter.						Demonstration
Test		Contractor

		3.3.8		3.3.10		Historical Data

		3.3.8.1		3.3.10.1		The system shall provide the ability to realign all historical data to current territory controlled by District based on assigned ZIP codes for standard, AD-HOC, and OLAP Reports.						Demonstration
Test		Contractor

		3.4		3.4		Supplementary Requirements						Demonstration
Test		Contractor

		3.4.1		3.4.1		Post-Accession Reclassification and Re-designation						Demonstration
Test		Contractor

		3.4.1.1		3.4.1.1		The system shall have a user role for Customer Service Desk (CSD) Great Lakes and PMO to allow for reclassification and rebooking.						Demonstration
Test		Contractor

		3.4.1.2		3.4.1.2		The system shall allow CSD Great Lakes and PMO to request an update of a PMOD II record from NSIPS ESR to ensure a reclassification and rebook contains accurate information on a recruit at the time of CSD Great Lakes and PMO action.						Demonstration
Test		Contractor

		3.4.1.3		3.4.1.3		The system shall support incentives accounting for changes in reclassification made by CSD Great Lakes personnel throughout an applicant’s, recruit’s and Sailor’s first enlistment as identified in the applicant’s contract.						Demonstration
Test		Contractor

		3.4.2		3.4.2		RTC/OTC Arrivals Processing

		3.4.2.1		3.4.2.1		The system shall have a user role for CSD Great Lakes and PMO to electronically review and print hard copy a listing of personnel arriving at RTC by date range, class convening date or alphabetical.						Demonstration
Test		Contractor

		3.4.2.2		3.4.2.2		The system shall provide a user role for CUSTOMER SUPPORT DESK (CSC) GREAT LAKES/RTC to view data on recruits prior to arrival at RTC, OTC, and applicable PSD.						Demonstration
Test		Contractor

		3.4.2.3		3.4.2.3		The system shall give the NSTC user read only access to all forms captured during the applicant recruiting lifecycle (prior to shipping).						Demonstration
Test		Contractor

		3.4.2.4		3.4.2.4		The system shall maintain statistics on the record errors from the night of arrival changes and store the details of those errors in a form so queries can be made on the types of errors, records containing errors and fix by the SAP business objects application.						Demonstration
Test		Contractor

		3.4.2.5		3.4.2.5		The system shall use biometric data or social security number (9 digit masked input screen) to pull up a new recruit’s record at time of arrival.						Demonstration
Test		Contractor

		3.4.2.6		3.4.2.6		The system shall maintain data that will allow for a statistical calculation by Navy Recruiting Command and NSTC all recruits fit for duty status as a result of night of arrival validation of data.						Demonstration
Test
Analysis		Contractor

				3.5		System External Interface Requirements

		3.4.3		3.5.1		Manage Interfaces

		3.4.3.1		3.5.1.1		The system shall interface with and exchange data with systems depicted in the SV-1 diagram (see section 3.8.1 of the FRD for the DoDAF Diagrams).						Demonstration
Test
Analysis		Contractor

		3.4.3.2		3.5.1.2		The system shall maintain messages and transactions sent to interface partner system for 30 days in a transaction suspense file that can be called up by a web service system request.						Demonstration
Test
Analysis		Contractor

		3.4.3.3		3.5.1.3		The system shall provide a daily transaction report to the interface partner systems each day using XML component technology.						Demonstration
Test		Contractor

		3.4.3.4		3.5.1.4		The system shall use long names for data representations consistent with all military service’s agreements, MEPCOM data schemas and Navy partner system data contract agreements.						Demonstration
Test		Contractor

		3.4.3.5		3.5.1.5		The system shall have the ability to automatically and hourly check interface connectivity between all Interface partners and will alert the system administrator user role if connectivity is lost between any interface partner.						Demonstration
Test		Contractor

		3.4.3.6		3.5.1.6		The system shall have the ability to alert the system administrator user role if a notification is sent to an interface partner and anything other than a successful receipt message is returned.						Demonstration
Test		Contractor

		3.4.3.6.1		3.5.2		WebRTools (WRT) and WebRTools Self Service Application (WRT-SSA):

		3.4.3.6.1.1		3.5.2.1		The system shall interface with WRT and WRT-SSA via web services						Demonstration
Test		Contractor

		3.4.3.6.1.2		3.5.2.2		The system shall accept data from WRT to start an officer or enlisted active or reserve processing Kit.						Demonstration
Test		Contractor

		3.4.3.6.1.3		3.5.2.3		The system shall accept applicant personal, medical and scheduling information from WRT for enlisted processing.						Demonstration
Test		Contractor

		3.4.3.6.1.4		3.5.2.4		The system shall accept applicant personal, professional, medical, duty preference, credentialing and orders from WebRTools Self Service Application.						Demonstration
Test		Contractor

		3.4.3.6.1.5		3.5.2.5		The system shall use Adobe Livecycle to fill out, display and digitize forms and documents needed to be signed for Kit processing.						Demonstration
Test		Contractor

		3.4.3.6.2		3.5.3		Mobile Recruiting Input (MRI) Device

		3.4.3.6.2.1		3.5.3.1		The system shall have the capability to initiate an officer and enlisted application or security application request (SF86).						Demonstration
Test		Contractor

		3.4.3.6.3		3.5.4		Navy Standardized Integrated Personnel System (NSIPS)

		3.4.3.6.3.1		3.5.4.1		The system shall provide a report at 0800 each day for the previous day’s transaction that occurred between 0000 and 2400 of how many transactions were sent successfully between the systems.						Demonstration
Test
Analysis		Contractor

		3.4.3.6.3.2		3.5.4.2		The system shall check the validity of the data being sent between the system and NSIPS – any errors reported by NSIPS shall be reported to the end-user via the applicant processing log  i.e. processors, EPDS, MILPO etc.						Demonstration
Test		Contractor

		3.4.3.6.3.3		3.5.4.3		The system shall receive data from SPAWAR NOLA’s Electronic Service Record in support of the Enlisted and Officer PRIDE Mod II incentives accounting module						Demonstration
Test
Analysis		Contractor

		3.4.3.6.3.4		3.5.4.4		The system shall obtain from NSIPS (from officer master file) a list of officers within 6 months of separation (not retiring) from active duty.						Demonstration
Test		Contractor

		3.4.3.6.3.5		3.5.4.5		The system shall display for officers within 6 months of separation (not retiring) from active duty a list annotating if adverse information material is contained in the officer record.						Demonstration
Test		Contractor

		3.4.3.6.3.6		3.5.4.6		The system shall pass to NSIPS agreed upon updates to applicant, recruit or sailors’ personnel record at night of arrival and upon reclassification and rebook.						Demonstration
Test		Contractor

		3.4.3.6.4		3.5.5		Rating IDentification System (RIDE) and Fleet RIDE:

		3.4.3.6.4.1		3.5.5.1		The system shall continue to use the RIDE algorithm for classification of enlisted applicants.						Demonstration
Test		Contractor

		3.4.3.6.4.2		3.5.5.2		The system shall allow Career Transition Office to validate an AC sailor’s rating eligibility for a requested reserve afflilliation						Demonstration
Test		Contractor

		3.4.3.6.5		3.5.6		Corporate enterprise Training Activity Resource System CeTARS

		3.4.3.6.5.1		3.5.6.1		The system shall exchange report date, class convene and completion dates and all person events (PEVT)  by SSN with CETARS.						Demonstration
Test
Analysis		Contractor

		3.4.3.6.5.2		3.5.6.2		The system shall interface with CETARS to provide applicant, medical and emergency contact information.						Demonstration
Test
Analysis		Contractor

		3.4.3.6.5.3		3.5.6.3		The system shall send biometric positive identification data to CeTARS RTM to be used for positive identification of the applicant.						Demonstration
Test
Analysis		Contractor

		3.4.3.6.5.4		3.5.6.4		The system shall have biometric available for data validation on the night of arrival.						Demonstration
Test		Contractor

		3.4.3.6.5.5		3.5.6.5		The system shall have biometric available for data validation on the night of arrival.						Demonstration
Test		Contractor

		3.4.3.6.6		3.5.7		Electronic Military Personnel Record System – EMPRS:

		3.4.3.6.6.1		3.5.7.1		The system shall interface with the Electronic Military Personnel Record System and pass officer and enlisted Kit forms showing an affixed biometric fingerprint.						Demonstration
Test		Contractor

		3.4.3.6.6.2		3.5.7.2		The system shall interface with Electronic Military Personnel Record System and pass officer and enlisted record data (including digital biometric data) when EMPRS is ready to receive.						Demonstration
Test		Contractor

		3.4.3.6.7		3.5.8		Authorized Data Warehouse (Integrated Personnel Pay System – Navy):

		3.4.3.6.7.1		3.5.8.1		The system shall interface with the Authorized Data Warehouse (ADW) by providing strength gain; officer and enlisted digital contract; applicant and medical data schema data.						Demonstration
Test		Contractor

		3.4.3.6.7.2		3.5.8.2		The system shall interface with the ADW to obtain officer and enlisted incentives pay information in support of the incentives accounting module.						Demonstration
Test		Contractor

		3.4.3.6.8		3.5.7		Extracts: MILITAP, NAMIS, NTMPS, WebSTEAM

		3.4.3.6.8.1		3.5.7.1		The system shall support extracts as noted in PRIDE Mod Software Requirements Specifications.						Demonstration
Test		Contractor

		3.4.3.6.8.2		3.5.7.2		The system shall subsume MILITAPS incentives tracking module.						Demonstration
Test		Contractor

		3.4.3.6.9		3.5.8		BUPERS Online – Physical Readiness Information Management System - BOL PRIMS

		3.4.3.6.9.1		3.5.8.1		The system shall, at the time of a recruitment action, obtain officer and enlisted physical readiness data (scores, waivers, and reports) from PRIMS for all prior service Sailors coming back on active duty  and those active component Sailors desiring to affiliate with the reserve component.						Demonstration
Test
Analysis		Contractor

		3.4.3.6.9.2		3.5.8.2		The system shall execute a web service with BOL-PRIMS to obtain data elements requested in line 3.5.8.1 above.						Demonstration
Test		Contractor

		3.4.3.6.10		3.5.10		Applicant Security Form Submission

		3.4.3.6.10.1		3.5.10.1		The system shall allow the user to complete and submit an applicant security form (including SF-86 form data or SF-86 optical form data).

		3.4.3.6.10.2		3.5.10.2		The system shall allow the user to attach / record the biometric information necessary to validate the individual security clearance eligibility.

		3.4.4		3.5.11		Biometrics Exchange

				3.5.11.1		Biometrics Data

		3.4.4.1		3.5.11.1.1		The system shall recall any pre-existing eSOA information regarding an Applicant upon the entry of biometric identifiers.						Demonstration
Test
Analysis		Contractor

		3.4.4.2		3.5.11.1.2		The system shall use biometrics to support virtual enrollment processing.						Demonstration
Test		Contractor

		3.4.4.3		3.5.11.1.3		The system shall use biometrics to conduct entrance processing where available with partner systems.						Demonstration
Test		Contractor

		3.4.4.4		3.5.11.1.4		The system shall maximize the use of virtual processing using biometrics to share information between USMEPCOM, accession stakeholders, and applicants.						Demonstration
Test		Contractor

		3.4.4.5		3.5.11.1.5		The system shall pass biometrics via interface protocols to ensure current technologies are utilized.						Demonstration
Test		Contractor

		3.4.4.6		3.5.11.1.6		The system shall have biometric capability that supports positive identification of the applicant from point of first contact to end of processing by Navy Recruiting.						Demonstration
Test		Contractor

		3.4.4.7		3.5.11.1.7		The system shall have biometric capability that supports fingerprint capture and biometric signature of Navy or DOD forms.						Demonstration
Test		Contractor

		3.4.4.8		3.5.11.1.8		The system shall be able to receive or transmit biometric digital information when passed either from US MEPCOM’s eSOA/MIRS/XRISS system or from WebRTools capturing biometric information during first contact.						Demonstration
Test
Analysis		Contractor

		3.4.4.9		3.5.10.1.9		The system shall capture and sign a Navy or DOD form with a 14 point facial print photo.						Demonstration
Test
Analysis		Contractor

		3.4.4.10		3.5.10.1.10		The system shall embed the 14 point facial print as a digital image into a pdf document.						Demonstration
Test		Contractor

		3.4.4.11		3.5.10.1.11		The system shall embed a biometric fingerprint signature into a pdf document along with a 14 point facial print, and EDIPI.  (pdf documents within Adobe Livecycle™						Demonstration
Test
Analysis		Contractor

		3.4.4.12		3.5.10.1.12		The system shall store the biometric fingerprint and 14 point facial photograph of an applicant along with the EDIPI of a processor, EPDS, or supervisor.						Demonstration
Test		Contractor

		3.4.4.13		3.5.10.1.13		The system shall verify personnel prior to processing their application when applicant appears in person.						Demonstration
Test		Contractor

		3.4.4.14		3.5.10.1.14		The system shall pass the biometric digital signature to all interface partners as positive identification of an applicant.						Demonstration
Test
Inspect		Contractor

		3.4.4.15		3.5.10.1.15		The system shall pass all biometrically signed - 14 point facial print – EDIPI verified pdf forms to all interface partners.						Demonstration
Test		Contractor

		3.4.4.16		3.5.10.1.16		The system shall be web browser agnostic when passing biometric information.						Demonstration
Test		Contractor

		3.4.4.17		3.5.10.1.17		The system shall have the ability to access Army Knowledge Online (AKO)/Defense Knowledge Online (DKO) along with the user’s common Access Card (CAC) for authorization, authentication and digital signing.						Demonstration
Test		Contractor

		3.4.4.18		3.5.10.1.18		The system shall have the ability to allow recruiter/classifiers to have a role in PRIDE Modernization II to validate applicant biometrics with OSD, BIMA or US MEPCOM as required by the customer.						Demonstration
Test		Contractor

		3.4.4.19		3.5.10.1.19		The system shall use biometric to ‘’ search applicant record” from US MEPCOM or Navy PRIDE MOD database.						Demonstration
Test
Analysis		Contractor

		3.4.4.20		3.5.10.1.20		The system shall have the ability to store with a valid “chain of custody” the biometric fingerprints, 14 point facial print, web cam picture and Validators EDIPI (CAC).						Demonstration
Test		Contractor

		3.4.4.22		3.5.10.1.21		The system shall have the ability to search for an Applicant “ON HOLD”, on a “watch list” or an advisory list using a biometric fingerprint.						Demonstration
Test		Contractor

		3.4.4.23		3.5.10.1.22		The system shall have the ability to confirm a biometric print against a valid SSN.						Demonstration
Test		Contractor

		3.4.4.24		3.5.10.1.23		The system shall have the ability to enroll a new applicant using biometric fingerprint, 14 point facial print, verification by verifier using EDIPI and web photo.						Demonstration
Test		Contractor

		3.4.4.25		3.5.10.1.24		The system shall display a verification screen of the biometric print for the index finger and a facial print.						Demonstration
Test		Contractor

		3.4.4.26		3.5.10.1.25		The system shall indicate a successful or failed biometric capture and verification with US MEPCOM.						Demonstration
Test		Contractor

		3.4.5		3.5.12		Business Intelligence (BI)

				3.5.12.1		BI management

		3.4.5.1		3.5.12.1.1		The system shall have the capability to request data from sources for BI using PMOD II SAP Business Objects.						Demonstration
Test
Analysis		Contractor

		3.4.5.2		3.5.12.1.2		The system shall have the capability to create reports from established templates within the BI capability.						Demonstration
Test
Analysis		Contractor

		3.4.5.3		3.5.12.1.3		The system shall have the capability to save ad hoc queries, query results, and reports.						Demonstration
Test		Contractor

		3.4.5.4		3.5.12.1.4		The system shall have the capability to display graphical representations of requested reports.						Demonstration
Test
Analysis		Contractor

		3.4.5.5		3.5.12.1.5		The system shall have the capability to export all reports.						Demonstration
Test		Contractor

		3.4.5.6		3.5.12.1.6		The system shall have the capability to print all reports.						Demonstration
Test		Contractor

		3.4.5.7		3.5.12.1.7		The system shall have the capability to produce customize reports and/or tailored briefs.						Demonstration
Test
Analysis		Contractor

		3.4.5.8		3.5.12.1.8		The system shall have the capability to produce automated notifications.						Demonstration
Test		Contractor

		3.4.5.9		3.5.12.1.9		The system shall have the ability to report key metrics in a visual management reporting tool (i.e. dashboard).						Demonstration
Test		Contractor

		3.4.5.10		3.5.12.1.10		The system shall maintain a data record of an individual at the time of NRC accession separate from NSTC and subsequent A and C school updates.						Demonstration
Test
Analysis		Contractor

		3.4.5.11		3.5.12.1.11		The system shall have the capability to display an applicant, recruit or sailor’s accession record throughout their complete lifecycle.						Demonstration
Test
Analysis		Contractor

		3.4.5.12		3.5.12.1.12		Business rules for business intelligence, OLAP, and ad hoc reports shall be captured in the supporting documentation.						Demonstration
Test
Inspect		Contractor

		3.4.6		3.5.13		Records Management

				3.5.13.1		General Form Requirements

		3.4.6.1		3.5.13.1.1		The system shall have the ability to manage (accept/index/print/version) electronic forms/documents/images as defined in DOD Directive 5015.						Demonstration
Test		Contractor

		3.4.6.2		3.5.13.1.2		The system shall have the capability to store applicant supporting documentation in a manner consistent with DoD mandates (DoD Directive 5015.2, DoD 5400.11).						Demonstration
Test		Contractor

		3.4.6.3		3.5.13.1.3		The system shall have the capability to record receipt and storage of applicant supporting documentation and records.						Demonstration
Test		Contractor

		3.4.6.4		3.5.13.1.4		The system shall have the capability to store entrance processing form templates or access NRC’s Forms Service.						Demonstration
Test		Contractor

		3.4.6.5		3.5.13.1.5		The system shall have the capability to populate entrance processing form templates or access NRC’s Forms Service.						Demonstration
Test		Contractor

		3.4.6.6		3.5.13.1.6		The system shall provide process automation features including tracking and workflow, case management, conflict resolution, routing / scheduling, and correspondence management.						Demonstration
Test
Analysis		Contractor

		3.4.6.8		3.5.13.1.7		The system shall provide the ability for corporate data systems to exchange data in order to auto-populate core data fields.						Demonstration
Test		Contractor

		3.4.6.9		3.5.13.1.8		The system shall follow the following enterprise guidelines:
• Use of a Service Oriented Architecture
• Use of a government provided business intelligence package such as Business Objects.
• Use of Microsoft C# as a development language.
•  C# Coding Standards Version 5.0, EDS Global.Net Capability, 2007-11-28.
•  User of SQL Server 2005 Enterprise Edition as the database and its supporting products such as Reporting Services, Integration Services,  and Analysis Services.
•  Use of Cryptographic Log On and other Information Assurance requirements.
• Provide training module/database to support classroom training functions.
• Provide Computer Based screen capture and animation to demonstrate business/processing functions within system (remedial and self-paced training).						Demonstration
Test
Analysis		Contractor

		3.4.7		3.5.14		Mobile Recruiting Support

		3.4.7.1		3.5.14.1		The system shall enable Recruiters to be able to prospect and classify people when meeting them via an internet connection and CAC.						Demonstration
Test		Contractor

		3.4.7.2		3.5.14.2		The system shall enable Recruiters to process enlisted and officer candidates via mobile recruiting device.						Demonstration
Test		Contractor

		3.4.7.3		3.5.14.3		The system shall provide configurable information screens that are compatible to mobile recruiting devices.						Demonstration
Test		Contractor

		3.4.8		3.5.15		Transactional Reports

		3.4.8.1		3.5.15.1		Standard Reports

		3.4.8.1.1		3.5.15.1.1		The system shall allow the user to generate standard reports .						Demonstration
Test		Contractor

		3.4.8.1.2		3.5.15.1.2		The system shall allow users to generate forms and print them in the proper format.						Demonstration
Test		Contractor

		3.4.8.1.3		3.5.15.1.3		The system shall enable forms to follow the “Disclaimer Privacy Act” on both the paper and computer formats if the form contains a SSN.						Demonstration
Test		Contractor

		3.4.8.1.4		3.5.15.1.4		The system shall have the capability to fully annotate data elements in support of direct line queries (QPRIDE)						Demonstration
Test
Analysis		Contractor

		3.4.8.1.5		3.5.15.1.5		The system shall use comma separated values (CSV), excel or XML to print forms.						Demonstration
Test		Contractor

		3.4.8.1.6		3.5.15.1.6		The system shall use and make available all data elements from WebRTools in the reports SAP Business Objects Universe in order to generate Ad hoc reports.						Demonstration
Test
Analysis		Contractor

		3.4.8.1.7		3.5.15.1.7		The system shall be able to export to Excel, XML, and PDF.  (PDF ensures that some people can’t change a report but can only view it).						Demonstration
Test		Contractor

		3.4.8.1.8		3.5.15.1.8		The system shall allow the user to print reports in the same format as they appear on the screen.						Demonstration
Test		Contractor

		3.4.8.1.9		3.5.15.1.9		The system shall be able to generate Standard reports in “one click”.						Demonstration
Test		Contractor

		3.4.8.1.10		3.5.15.1.10		The system shall provide the flexibility to filter data in forms.						Demonstration
Test		Contractor

		3.4.8.2		3.5.15.2		ADHOC Reports

		3.4.8.2.1		3.5.15.2.1		The system shall allow the user to generate Ad Hoc reports.						Demonstration
Test
Analysis		Contractor

		3.4.8.2.2		3.5.15.2.2		The system shall provide a “drill-down” capability: by headquarters, region, and designator.						Demonstration
Test		Contractor

		3.4.8.2.3		3.5.15.2.3		The system shall provide extensive query capability.						Demonstration
Test		Contractor

				3.5.15.2.4		The system shall have a “privacy sensitive report area” with special access rights.

		3.4.8.2.4		3.5.15.2.5		The system shall provide a Duplicate Reservation Report that displays all applicants that hold more than one reservation regardless of Accession type. The report will include the following Applicant information:
• SSN
• Last Name
• First Name
• Program
• Rating
• Ship Date
• Station ID
• Reservation Date
• Accession Code						Demonstration
Test		Contractor

		3.4.8.2.5		3.5.14.2.5		The system shall allow the user to ad-hoc query the status of a waiver package by the following fields:
• SSN, Last Name, and First Name 
• Waiver packages awaiting chop by specific Approving Authority 
• By date of submission 
• By Recruiting Region 
• By Recruiting District
• By Recruiting Station						Demonstration
Test		Contractor

		3.4.8.2.6		3.5.14.2.6		The system shall allow the user to have real-time ad hoc query capability for predefined historical data for the current year plus the previous fiscal year.						Demonstration
Test		Contractor

		3.4.8.2.7		3.5.14.2.7		The system shall provide the ability for all historical data in PRIDE Mod II to be available for an ADHOC query.						Demonstration
Test		Contractor

		3.4.8.2.8		3.5.6.2.8		The system shall allow the user to define a formatting mask for the following data types:
• Date, including dates formatted as part of a naval message (date / time / group)
• Time
• Currency
• Number						Demonstration
Test		Contractor

		3.4.8.2.9		3.5.6.2.9		The system shall provide a command line type interface that allows the user to enter queries using standard keyboard input.						Demonstration
Test		Contractor

		3.4.8.2.10		3.5.6.2.10		The system shall provide the capability to submit Structured Query Language (SQL) queries on the command line.						Demonstration
Test		Contractor

		3.4.8.2.11		3.5.6.2.11		The system shall generate a printable summary report for each submitted query to include the following:
• Time stamp of last update to each data element
• Name of user creating query
• Time stamp when query was submitted
• Time stamp when query was completed
• Metadata concerning the source of each data element						Demonstration
Test		Contractor

		3.4.8.2.12		3.5.6.2.12		The system shall allow the user to export query results in the following formats:
• Microsoft Word
• Microsoft Excel
• Rich Text Format (RTF)
• Plain text (.txt)
• Delimited text file, based on user’s choice of delimiters
• Hyper-Text Markup Language						Demonstration
Test		Contractor

		3.4.8.2.13		3.5.6.2.13		The system shall allow the user to define data relationships.						Demonstration
Test		Contractor

		3.4.8.2.14		3.5.6.2.14		The system shall allow multiple wild card characters within one data element.						Demonstration
Test		Contractor

		3.4.8.2.15		3.5.6.2.15		The system shall allow querying based upon the use of a wild card character and a minimum of one data element character.						Demonstration
Test		Contractor

		3.4.8.2.16		3.5.6.2.16		The system shall allow the user to query based upon a “sounds-like” type   function  (e.g., a query on “Whinn” would return When, Win, Nguyen)						Demonstration
Test		Contractor

		3.4.8.2.17		3.5.6.2.17		Metadata shall be displayed and presented via mouse-over or same screen display for each element in the business objects universe to allow for visual and data report construction.						Demonstration
Test		Contractor

		3.5		3.6		OLAP Reports

		3.5.1		3.6.1		Officer Processing Reports

		3.5.1.1		3.6.1		The system shall enable the user to generate the following reports for officer processing:
• Officer QPRIDE Report
• Officer Application Report
    o Campus data notebook
    o CARIT PAC
    o CTO
    o Requesting Removal
    o Reserve NAVET
• Officer ORD-PRO Application Report
• Officer Production Report
• Officer One Navy Production Report
    o Selections
    o Enlistmenets
    o Attainments
    o SEAs
    o Out Year Enlistments
    o WOT by Navy Listing
• Officer Goal Attainment Report
• Officer Shipping Report (by Program)
• Officer Diversity Report
    o Summary
    o Designator Report
    o NRD AC OP Application
    o NRD Contracts
    o Historical Selects
    o All ORDPRO Appl-Contracts
    o Nuclear Totals
    o Nuclear Designators
    o BDCP
    o CEC Collegiates
    o HSCP
    o HPSP						Demonstration
Test
Analysis		Contractor

				3.6.1 (Con't)		• Officer Program Report
    o Reserve Component Officer Recruiting NRC Totals
    o Reserve Component Region Production 
    o Region East Goals
    o Region West Goals
    o AC Component Master
    o Reserve Component Officer Recruiting –DCO
    o Reserve Component NAVET
    o Reserve Component CTO
• End Strength
    o Current
    o Enlisted
    o Officer
    o Discharged
• Quality Q Award Tracker
    o FY Total
    o RTC Graduation Rate
    o OCS Graduation Rate
    o In-month Loss Rate
    o Officer Kit Fatal Error Rate
    o PFA Pass Rate
    o Enlisted Accession HSDG Rates
    o Enlisted NCO TTCU Rate
    o RQAT Disclosure Rate
    o Advancement Exam Pass Rate
    o Fiscal Execution Spend Plan						Demonstration
Test
Analysis		Contractor

				3.6.1 (Con't)		• Officer Training Center Newport CNRC Attrition Report 
    o Attrition Drill Down Data
    o Summary OCS Production
    o CNRC Goal vs FY11 grads
    o FY-11 Starts
    o FY11 Grads
    o FY11 CeTARS Grads
    o FY-11 Non-grads by Category
    o FY-11 Non-grad by Class
    o SAC Categories
    o Fleet vs Street						Demonstration
Test
Analysis		Contractor

				3.6.1 (Con't)		• Gate Report
    o Stats based on the recruiters number
    o M-Q Stats
    o Eaches Stats
    o Big Four (AC GenOff, AC Medical, RC GenOff, RC Medical)
    o Overall Status
    o Nuke
    o IY OtherOCS
    o OY OtherOCS
    o AC JAG
    o AC CEC
    o AC Chaplain
    o AC MC/DC
    o AC MSC
    o OY MC
    o OY DC
    o AC Nurse
    o RC SWO SUB HR
    o RC Aviation
    o RC EDO IP IW
    o RC Intel MMR METOC
    o RC MC DC
    o RC MSC JAG NC
    o RC Supply
    o RC Chap CEC						Demonstration
Test
Analysis		Contractor

				3.6.1 (Con't)		• Collegiate – OC Report
    o SSN
    o Name
    o NRD
    o Designator
    o OIS Ship Date
    o OIS/OCS
    o CCPO DT
    o Program issues
• Processing Time and Metrics Report						Demonstration
Test
Analysis		Contractor

		3.5.2		3.6.2		OLAP Tool Requirements

		3.5.2.1		3.6.2.1		The system OLAP tool shall have all elements for Officer OLAP tool show business rules for how the element was built.						Demonstration
Test
Inspection		Contractor

		3.5.2.2		3.6.2.2		The system OLAP tool shall contain metadata using mouse-over or a similar method that shows the element general information.						Demonstration
Test		Contractor

		3.6		3.7		Applicant Security Form Submission Requirements

		3.6.1		3.7.1		User Roles and Access Permissions

		3.6.1		3.7.1.1		The primary Users’ functions and abilities are as follows: 
• NRC Administrator 
• Provides support to all other Users
• Is able to perform all actions available to this role and all other roles
• NRD Administrator – able to perform all actions of all roles except those exclusive to NRC Administrator
• Officer Processing Lead / Officer Programs Officer (OPL / OPO) – provides support to Officer Recruiters and submits PSI requests for Officer Candidates
• Military Entrance Processing Station (MEPS) Personnel – provides support to Enlisted Recruiters and submits PSI requests for Enlisted Candidates
• Officer Recruiter – submits PSI requests for Officer Candidates
• Enlisted Recruiter-in-Charge (RinC)
• Sends PSI requests for Enlisted Applicants to MEPS
• Provides support for Recruiters at the Recruiting Stations
• Enlisted Recruiter – Sends PSI requests for Enlisted Applicants to MEPS
• Applicants – access personal record to enter information required for the investigation request						Demonstration
Test		Contractor

		3.6.2		3.7.2		Basic Search

		3.6.2.1		3.7.2.1		The system shall provide the User a basic search form containing the following fields:
• Applicant’s last name – text-entry field
• Applicant’s first name – text-entry field
• Applicant’s Social Security Number (SSN) – numeric-entry field capable of accommodating nine characters without dashes.						Demonstration
Test		Contractor

		3.6.2.2		3.7.2.2		The system shall require at least two characters in the last name field in order to perform a search.						Demonstration
Test		Contractor

		3.6.2.3		3.7.2.3		If the User desires to search by first name, the system shall require at least two characters in the last name field and at least one character in the first name field.						Demonstration
Test		Contractor

		3.6.2.4		3.7.2.4		If the User desires to search by SSN, the system shall require at least four digits in the SSN field in order to perform a search.						Demonstration
Test		Contractor

		3.6.2.5		3.7.2.5		The system shall provide the ability to search by the last four digits of the User’s SSN						Demonstration
Test		Contractor

		3.6.2.6		3.7.2.6		The system shall provide the User the ability to opt for an advanced search.						Demonstration
Test		Contractor

		3.6.2.7		3.7.2.7		The system shall provide the User the ability to execute the search based upon the entered search criteria or to cancel the search as described in section 5.3.3 Cancelling Basic and Advanced Searches and section 5.3.4 Executing Basic and Advanced Searches.						Demonstration
Test		Contractor

		3.6.3		3.7.3		Advanced Search

		3.6.3.1		3.7.3.1		The system shall provide the User an advanced search form containing all of the components of a basic search and the following additional fields when the advanced search option is selected:
• Record status – selection list containing the following options:
o Archived successful
o Declined further processing
o Expired
o eQIP
o MEPS
o No longer qualified
o Open
o OPM Received
o OPM Scheduled
o OPM Unacceptable
o PSI Not Required (NR)
o Recalled
o Rejected
o Req. by other command
o Returned
o Terminated						Demonstration
Test
Analysis		Contractor

		3.6.3.2		3.7.3.2		The system shall display the following text instruction near this field: Press the Ctrl key to select multiple values.
• Submitting Office Number (SON) – check-box to indicate the option is desired and a selection list containing all SONs listed as follows:
• SON name followed by the OPM-assigned SON (e.g., Seattle NRD – 960B)
• Sorted in ascending numerical order by SON
• Recruiter’s Recruiting Station Identification (RSID) – numeric-entry field capable of accommodating six digits
• Recruiter last name – text-entry field requiring at least two characters in order to perform a search based upon a Recruiter’s last name
• OPM request ID - numeric-entry field capable of accommodating seven digits.						Demonstration
Test
Analysis		Contractor

		3.6.3.3		3.7.3.3		The system shall provide the User the ability to opt for a basic search.						Demonstration
Test		Contractor

		3.6.4		3.7.4		Cancelling Basic and Advanced Searches

		3.6.4.1		3.7.4.1		The system shall provide the User the ability to cancel a search.						Demonstration
Test		Contractor

		3.6.4.2		3.7.4.2		The system shall stop any search currently in progress and clear all search parameter fields when the cancel option is selected.						Demonstration
Test		Contractor

		3.6.5		3.7.5		Executing Basic and Advanced Searches

		3.6.5.1		3.7.5.1		The system shall provide the User the ability to execute a search based upon the entered search criteria.						Demonstration
Test		Contractor

		3.6.5.2		3.7.5.2		The system shall display a message in the display results area indicating that no records have been found if no matching records are found.						Demonstration
Test		Contractor

		3.6.5.3		3.7.5.3		The system shall display the following message in the display results area if more than 300 matching records are found: Search has returned too many results. Only the first 300 are available.  Please narrow your search criteria.						Demonstration
Test
Analysis		Contractor

		3.6.6		3.7.6		Search Results Display

		3.6.6.1		3.7.6.1		The system shall display the results of the search in an adjacent display area with the following columns of information for each Applicant:
• Record status – status term displayed (For a listing of status types, see Table 5-1 
   Recruiter Actions by Record Status in section 5.4.1 Recruiter Links – Applicant.)
• Applicant name in the following format: Last, First
• Component – may be one of the following: 
   o Active-Component (AC) Officer 
   o Reserve-Component (RC) Officer
   o AC Enlisted
   o RC Enlisted
• Investigation – one of the following investigation types:
  o NACLC (08B)
  o Single Scope Background Investigation (SSBI) Nuclear (NUC) Power (PWR) Officer
     (OFF) (30C)
  o SSBI Cryptology (CRYPTO) OFF (30C)
  o SSBI Intelligence (INTEL) OFF (30)
• SSN – Nine characters without dashes – the first 5 characters shall be masked
• Recruiter – assigned Recruiter’s title, first name, and last name
• RSID – six-digit RSID to which the Recruiter is assigned						Demonstration
Test		Contractor

		3.6.6.2		3.7.6.2		The system shall sort the listed results in ascending numerically order by RSID.						Demonstration
Test		Contractor

		3.6.6.3		3.7.6.3		The system shall provide the ability to sort the display by each of the columns in ascending alphabetical order.						Demonstration
Test		Contractor

		3.6.6.4		3.7.6.4		The system shall display only twenty-five Applicant records at a time.						Demonstration
Test		Contractor

		3.6.6.5		3.7.6.5		The system shall provide a selection list indicating the current results display page number and provide preceding and succeeding results display page numbers for the User to select.						Demonstration
Test		Contractor

		3.6.6.6		3.7.6.6		The system shall automatically display the results page that corresponds with the selected option when the User selects a page number from the selection list.						Demonstration
Test		Contractor

		3.6.6.7		3.7.6.7		The system shall provide the ability to view the current Applicant Access Status.  When the user selects this option the system shall display the search results display with the additional items:
• Account status indicator – icon displayed to indicate the current account status for the Applicant						Demonstration
Test		Contractor

		3.6.6.7.1		3.7.6.7.1		The system shall display a legend defining the account status icons as follows:
• Applicant can login – icon is a solid green circle
• Applicant’s password will expire in less than ten days – icon is a solid yellow triangle
• Applicant’s access is locked – icon is a solid red circle
• Applicant’s password has expired – icon is a solid red diamond
• Applicant cannot log in due to the NASIS record status – icon is a solid red square
• Applicant cannot log in due to existing valid electronic signatures – icon is a solid red triangle						Demonstration
Test		Contractor

		3.6.7		3.7.7		Change Investigation

		3.6.7.1		3.7.7.1		The system shall display the following selection lists with associated options when the User selects this action:
• Component – options as follows:
   o RC Enlisted (default)
   o RC Officer
   o AC Enlisted
   o AC Officer
• Investigation Type – based upon selected component, options are as follows:
   o RC Enlisted or RC Officer investigation type – options as follows:
       o NACLC (08B) (default)
   o AC Enlisted investigation type – options as follows:
      o NACLC (08B) (default)
• AC Officer investigation type – options as follows:
   o  NACLC (08B) (default)
   o SSBI NUC PWR OFF (30C)
   o SSBI CRYPTO OFF (30C)
   o SSBI INTEL OFF (30C)						Demonstration
Test		Contractor

		3.6.7.2		3.7.7.2		The system shall provide the ability to apply the investigation change and close the investigation change tool.						Demonstration
Test		Contractor

		3.6.7.3		3.7.7.3		The system shall provide the ability to cancel the investigation change and close the change investigation tool.						Demonstration
Test		Contractor

		3.6.8		3.7.8		Receive Check Investigation Status

		3.6.8.1		3.7.8.1		The system shall initiate a web service call in order to query the eQIP fax server when the User selects the check the investigation status.						Demonstration
Test		Contractor

		3.6.8.2		3.7.8.2		The system shall display the message when a return message from the Facsimile (Fax) server is sent.						Demonstration
Test		Contractor

		3.6.8.3		3.7.8.3		The system shall perform one of the following actions based on the response from the eQIP Fax server:
• Approved – the system shall archive the record as Successful
• Terminated – the system shall change the status of the record to Terminated
• Pending one or more signature pages – the system shall not perform any action at this time						Demonstration
Test		Contractor

		3.6.9		3.7.9		Edit Record

				3.7.9.1		The Edit Record action is used by Recruiters to view and edit an Applicant’s record.						Demonstration
Test		Contractor

		3.6.9.1		3.7.9.2		The system shall generate and display the Identifying Information portion of the Applicant’s record, as described in section 6.5.5.1 Identifying Information Subgroup when the User selects this action.						Demonstration
Test		Contractor

		3.6.10		3.7.10		Submit to eQIP

		3.6.10.1		3.7.10.1		The system shall open a separate browser window and perform the following functions when the User selects this action:
• Determine if the record has already been successfully submitted to eQIP and perform
   associated actions as follows:  
   o If yes and the submission was conventional (without signature pad), the system shall
      discontinue the submission process and shall retrieve the three signature pages from
      eQIP Request ID and the Data Hash Code and display the three signature pages
       onscreen.
   o If yes and submission was with Signature Pad the system shall discontinue the
      submission process and shall retrieve the locally generated signature pages and 
      display the three signature pages onscreen.
   o If no, the system shall continue the submission process.
• Determine if the User submitting the request has selected a default SON and perform
   associated actions as follows:
   o If yes, the system shall continue the submission process.
   o If no, the system shall discontinue the submission process and display the following
      error message: A default SON has not been selected.  
• Determine if the record passes local validation and perform associated actions as
   follows:
   o If yes, the system shall continue the submission process.
   o If no, the system shall discontinue the submission process and display all errors that 
      were found.
• If the record satisfies the requirements of the previous functions, submit the
   investigation request to eQIP.						Demonstration
Test
Analysis		Contractor

		3.6.10.2		3.7.10.2		The system shall perform one of the following actions depending upon the record’s eQIP acceptance status when the return message is received by the system from eQIP:
• If the record is accepted by eQIP, the system shall display the three signature pages
   and update the status of the record to eQIP.
• If the record is rejected by eQIP, the system shall update the status of the record to 
   Rejected and display an error message from eQIP:
   o This system shall display the following statement: An error occurred in submission 
      data. Please correct and resubmit.
   o The system shall display the reason for the error as received from eQIP.						Demonstration
Test
Analysis		Contractor

		3.6.10.3		3.7.10.3		The system shall submit information to eQIP with a Sig Pad.						Demonstration
Test		Contractor

		3.6.10.3.1		3.7.10.3.1		The system shall open a separate browser window and perform the following functions when the User selects this action:
• Determine if the record has already been successfully submitted to and perform
   associated actions as follows:  
   o If yes and the submission was conventional (without signature pad), the system shall
      discontinue the submission process and shall retrieve the three signature pages from 
      eQIP Request ID and the Data Hash Code and display the three signature pages
      onscreen.
   o If yes and submission was with Signature Pad the system shall discontinue 
      submission process and shall retrieve the locally generated signature pages and
      display the three signature pages onscreen.
   o If no, the system shall continue the submission process.
• Determine if the User submitting the request has selected a default SON and perform 
   associated actions as follows:
   o If yes, the system shall continue the submission process.
   o If no, the system shall discontinue the submission process and display the following
      error message: A default SON has not been selected.  
• If the record satisfies the requirements of the previous functions shall display each of
   the four signature pages one at a time with the following options:						Demonstration
Test
Analysis		Contractor

		3.6.10.3.1.1		3.7.10.3.2		The system shall display the following under the word NASIS: Signature Pages for [Name].  Format for name shall be First Middle Initial and Last Name.						Demonstration
Test		Contractor

		3.6.10.3.1.2		3.7.10.3.3		The system shall provide the ability for the applicant to sign and date the page using the electronic signature pad						Demonstration
Test		Contractor

		3.6.10.3.1.3		3.7.10.3.4		The system shall provide the following options:
• Back – this action shall move back to the previous signature page.  This option shall be
   disabled if the user is viewing the Certification signature page
• Sign – this action shall focus the action on the Signature field
• Date – this action shall focus the action on the Date field
• Clear – this action shall clear the Signature or Date field depending on which field has
    been selected by the user
• Next – this action shall move forward to the next signature page.  This option shall be
   disabled if the user is viewing the Fair Credit Reporting signature page
• View Pages – this action shall display the three signature pages in PDF with the
   electronic signatures and dates
• Submit to eQIP – this action shall perform the following actions:
   o Save all electronics signatures and dates
   o Begin the process of submission to eQIP
• Save – this action shall save all electronic signatures and dates						Demonstration
Test		Contractor

		3.6.10.3.2		3.7.10.3.5		The system shall display the instructions for each of the signature pages onscreen.						Demonstration
Test		Contractor

		3.6.10.3.2.1		3.7.10.3.5.1		The system shall open a separate browser window and perform the following functions when the User selects the Submit to eQIP action:						Demonstration
Test		Contractor

		3.6.10.3.2.1.1		3.7.10.3.5.1.1		The system shall determine if the record has already been successfully submitted to eQIP and perform associated actions as follows:						Demonstration
Test		Contractor

		3.6.10.3.2.1.1.1		3.7.10.3.5.1.1.1		The system shall discontinue the submission process if yes and the submission was conventional (without signature pad).						Demonstration
Test		Contractor

		3.6.10.3.2.1.1.2		3.7.10.3.5.1.1.2		The system shall retrieve the three signature pages from eQIP Request ID and the Data Hash Code and display the three signature pages onscreen if yes and the submission was conventional (without signature pad).						Demonstration
Test		Contractor

		3.6.10.3.2.1.1.3		3.7.10.3.5.1.1.3		The system shall discontinue the submission process if yes and submission was with Signature Pad						Demonstration
Test		Contractor

		3.6.10.3.2.1.1.4		3.7.10.3.5.1.1.4		The system shall retrieve the locally generated signature pages and display the three signature pages onscreen if yes and submission was with Signature Pad.						Demonstration
Test		Contractor

		3.6.10.3.2.1.2		3.7.10.3.5.1.2		The system shall continue the submission process if no.						Demonstration
Test		Contractor

		3.6.10.3.2.1.2.1		3.7.10.3.5.1.2.1		The system shall determine if the User submitting the request has selected a default SON and perform associated actions as follows:						Demonstration
Test		Contractor

		3.6.10.3.2.1.2.2		3.7.10.3.5.1.2.2		The system shall continue the submission process if yes						Demonstration
Test		Contractor

		3.6.10.3.2.1.2.2.1		3.7.10.3.5.1.2.2.1		The system shall discontinue the submission process and display the following error message if no: A default SON has not been selected.						Demonstration
Test		Contractor

		3.6.10.3.2.1.2.3		3.7.10.3.5.1.2.3		The system shall determine if the record passes local validation and perform associated actions as follows:						Demonstration
Test		Contractor

		3.6.10.3.2.1.2.3.1		3.7.10.3.5.1.2.3.1		The system shall continue the submission process if yes						Demonstration
Test		Contractor

		3.6.10.3.2.1.2.3.2		3.7.10.3.5.1.2.3.2		The system shall discontinue the submission process and display all errors that were found if no.						Demonstration
Test		Contractor

		3.6.10.3.2.1.2.4		3.7.10.3.5.1.2.4		If the record satisfies the requirements of the previous functions, submit the investigation request to eQIP						Demonstration
Test		Contractor

		3.6.10.3.2.1.2.5		3.7.10.3.5.1.2.5		The system shall perform one of the following actions depending upon the record’s eQIP acceptance status.						Demonstration
Test		Contractor

		3.6.10.3.2.1.3		3.7.10.3.5.1.3		The system shall update the status of the record to Successful if the record is accepted by eQIP.						Demonstration
Test		Contractor

		3.6.10.3.2.1.4		3.7.10.3.5.1.4		The system shall update the status of the record to Rejected and display an error message from eQIP if the record is rejected by eQIP:						Demonstration
Test		Contractor

		3.6.10.3.2.1.4.1		3.7.10.3.5.1.4.1		This system shall display the following statement: An error occurred in submission data. Please correct and resubmit.						Demonstration
Test		Contractor

		3.6.10.3.2.1.4.2		3.7.10.3.5.1.4.2		The system shall display the reason for the error as received from eQIP.						Demonstration
Test		Contractor

		3.6.11		3.7.11		Submission Test

		3.6.11.1		3.7.11.1		The system shall do the following when the user selects this action (submission test):						Demonstration
Test		Contractor

		3.6.11.1.1		3.7.11.1.1		The system shall determine if there is an address history record where the end date is “Present”.						Demonstration
Test		Contractor

		3.6.11.1.1.1		3.7.11.1.1.1		The system shall discontinue the Submission Test process and shall display the following message if no:  Residence history must have a record with an end date of “Current”.						Demonstration
Test		Contractor

		3.6.11.1.1.2		3.7.11.1.1.2		The system shall change the end date for the address record in the xml to the current system date if yes.  This action introduces a “known flaw” in the record.						Demonstration
Test		Contractor

		3.6.11.1.1.3		3.7.11.1.1.3		The system shall submit the record to eQIP without performing a local validation.						Demonstration
Test		Contractor

		3.6.11.1.1.3.1		3.7.11.1.1.3.1		The system shall display an error message from eQIP if the record is rejected by eQIP for any other reason other than the address history error where no record exists with a “To Present” date						Demonstration
Test		Contractor

		3.6.11.1.1.3.2		3.7.11.1.1.3.2		The system shall display the following message if the record is only rejected by eQIP for the address history error where no record exists with a “To Present” date: Submission Test is Successful.  This record passes eQIP and OPM Validation.						Demonstration
Test		Contractor

		3.6.12		3.7.12		Update Status

		3.6.12.1		3.7.12.1		The system shall display the words “Update Application Status” under the system name of NASIS when the User selects this action.						Demonstration
Test		Contractor

		3.6.12.2		3.7.12.2		The system shall also display the Update Status tool containing a selection list of the following statuses in descending alphabetical order:
• Archived successful
• Declined further processing
• Expired
• eQIP
• MEPS
• No longer qualified
• OPM Received
• OPM Scheduled
• OPM Unacceptable
• PIR opened
• PSI NR
• Recalled
• Rejected
• Requested by other Command
• Returned
• Terminated						Demonstration
Test		Contractor

		3.6.12.2.1		3.7.12.2.1		The system shall provide the ability for the user to add the following information if the user selects to update the status to eQIP:
• OPM Request ID – text entry field – 9 characters - numeric
• SON submitter number – selection list						Demonstration
Test		Contractor

		3.6.12.3		3.7.12.3		The system shall require the above information in order to save the changes						Demonstration
Test		Contractor

		3.6.12.4		3.7.12.4		The system shall provide the ability to submit and apply the status change.						Demonstration
Test		Contractor

		3.6.12.5		3.7.12.5		The system shall provide the ability to cancel the status change prior to the change being applied.						Demonstration
Test		Contractor

		3.6.13		3.7.13		View JPAS History (This will change to eQIP once JPAS is turned off)

		3.6.13.1		3.7.13.1		The system shall display the words “JPAS Submission History” below the system name of NASIS when the User selects this action.						Demonstration
Test		Contractor

		3.6.13.2		3.7.13.2		The system shall also display a summary of all submission attempts and investigation status checks containing the following columns of information for each item:
• Status – indicates the status of the submission or investigation checks as follows:
• JPAS – indicates the record was successfully submitted to JPAS
• JPAS -error – indicates that the submission was rejected by JPAS
• JPAS-check – indicates the Check Investigation Status action was performed on a 
   record with the status of JPAS
• JPAS-Exp – indicates the action of Update Status to Expired was performed where the
   previous status of the record was JPAS
• ACL – indicates the record was successfully submitted to JPAS using the electronic 
   signature pad
• OPM Received – indicates that OPM has received the investigation request
• OPM Scheduled – indicates that OPM has opened or “Scheduled” the investigation 
   request
• OPM Unacceptable – indicates that OPM has closed the investigation as unacceptable
• Submission Type – indicates the type of submission and shall be either:
   o Signature Pad
   o Submission Test
   o Conventional
• Submission date – the date and time of the action displayed in the following format: 
   YYYYMMDD HH:MM:SS, with the time using the 24-hour clock
• Submitted by – the name of the person performing the submission displayed in the 
   following format: title, first name, middle name, last name (e.g., IC1 Barry M. 
   Hardcharger)
• RSID – the six-digit RSID of the User performing the action
• Station name – the Station name of the person performing the action
• SON – the SON used to perform the submission attempt. If the action was an 
   investigation status check, this field shall be blank.

The list shall be sorted in descending order by the submission date.						Demonstration
Test		Contractor

		3.6.13.3		3.7.13.3		The system shall provide the User the ability to select an item from the eQIP Submission History list in order to view details concerning the history entry.						Demonstration
Test		Contractor

		3.6.13.4		3.7.13.4		The system shall display the record in another window with the following information when the User selects a record from the displayed list:
• Applicant – first, middle, and last name
• Submit date – formatted as follows: YYYYMMDD HH:MM:SS AM/PM
• Submission type – type of submission performed
• Status – current status of the record
• Request Identification (ID) – the OPM request ID returned if the submission attempt was successful
• Submitted by – title, first, middle, and last name of User who performed the submission attempt
• RSID – six-digit RSID of the Recruiter who is the owner of the record
• Station name – the station name for the Recruiter
• SON – Four-character SON for the person who performed the submission attempt
• OPM Case Number –case number received from OPM
• OPM Case Name – case name received from OPM
• OPM Case Type – case type received from OPM
• OPM Date – date the action was performed by OPM
• eQIP response – scrolling text box detailing the information received from eQIP						Demonstration
Test		Contractor

		3.6.14		3.7.14		Recruiter Links – Maintenance

		3.6.14.1		3.7.14.1		The system shall provide the User with action options concerning Maintenance as described in FRD section 6.4.2.1 Change My Password through section 6.4.2.9 User Preferences.						Demonstration
Test		Contractor

		3.6.15		3.7.15		Selection Maintain Locations

		3.6.15.1		3.7.15.1		The system shall display the words “Maintain Locations” under the system name of NASIS when the User selects the Maintain Locations link.						Demonstration
Test		Contractor

		3.6.15.2		3.7.15.2		The system shall also display the Maintain Locations tool that provides the User a selection list containing the following location options, which are described in greater detail in section 5.4.2.4.1 City through 5.4.2.4.4 Zip Code:
• City
• County
• ZIP Code						Demonstration
Test		Contractor

		3.6.15.3		3.7.15.3		The system should allow NRC to receive confirmation and develop a report outlining selection information for NROTC.  Currently the data is contained in CeTARS.						Demonstration
Test		Contractor

		3.6.15.4		3.7.15.4		The system shall have the capability to change MEPS preference for the SF86 submission.						Demonstration
Test		Contractor

		3.6.15.5		3.7.15.5		When the User selects the MEPS Preferences option, the system shall display the words “MEPS Preferences” under the system name of NASIS when the User selects the MEPS Preference option.						Demonstration
Test		Contractor

		3.6.15.6		3.7.15.6		The system shall provide the User the ability to select a default and up to 4 alternate MEPS.						Demonstration
Test		Contractor

		3.6.15.7		3.7.15.7		The system shall display the following fields and options when the User opts to update their USMEPCOM Preferences:						Demonstration
Test		Contractor

		3.6.15.7.1		3.7.15.7.1		The system shall display the following instruction – Select a default MEPS where applicants will be sent to, and up to four alternate MEPS.
• Select the Default MEPS – selection list with the following options:
o RSID of the MEPS
o Name of the MEPS (e.g. NRPS Portland or MEPS Columbia)
o Sort the list by RSID in ascending order						Demonstration
Test		Contractor

		3.6.15.7.1.1		3.7.15.7.1.1		The system shall display the following instruction - To select alternate MEPS double click on the MEPS in left most list or select the MEPS and click the "→" button.						Demonstration
Test		Contractor

		3.6.15.7.1.2		3.7.15.7.1.2		The system shall display a list of all of the MEPS with the following options:
• RSID of the MEPS
• Name of the MEPS (e.g. NRPS Portland or MEPS Columbia)
• Sort the list by RSID in ascending order						Demonstration
Test		Contractor

		3.6.15.7.1.3		3.7.15.7.1.3		The system shall display another list of the right containing up to 4 alternate MEPS selected by the user.						Demonstration
Test		Contractor

		3.6.15.7.1.4		3.7.15.7.1.4		The system shall provide the ability to add and remove MEPS from the alternate list.						Demonstration
Test		Contractor

		3.6.15.7.1.5		3.7.15.7.1.5		The system shall provide the ability for the User to save their changes.						Demonstration
Test		Contractor

		3.6.15.7.2		3.7.15.7.2		The system shall send notice to WRT SSA that the applicant needs to fix data on SF86 and resubmit if the SF 86 contains errors.						Demonstration
Test		Contractor

		3.7		3.8		Medical Waivers

		3.7.1		3.8.1		The system shall subsume all functions of the current Medical Waivers application.						Demonstration
Test		Contractor

		3.7.1.1		3.8.1.1		The system shall perform all functions of the current MedWaivers application within PRIDE MOD II.						Demonstration
Test		Contractor

		3.7.1.2		3.8.1.2		The system shall provide the capability for processors at MEPS and NRDs to upload (scan to PRIDE MOD II) all medical documents in support of a Medical Waiver’s request.						Demonstration
Test		Contractor

		3.7.1.3		3.8.1.3		The system shall provide for encryption of all medical notes and forms within the database to protect DBA access to sensitive information.						Demonstration
Test		Contractor

		3.7.1.4		3.8.1.4		The system shall provide workflow strictly within the medical organization and protection against inadvertent routing of medical related data.						Demonstration
Test		Contractor

		3.7.1.5		3.8.1.5		The system shall restrict certain forms from routing outside of the medical chain of command as specificed by N3M Director.						Demonstration
Test		Contractor

		3.7.1.6		3.8.1.6		The system shall track timeliness of workflow within N3M for execution of the waiver determination.						Demonstration
Test		Contractor

		3.7.1.7		3.8.1.7		The system shall allow N3M to set the workflow routing for the medical waiver including a timer on each waiver in case the review is not completed in a timely fashion by the reviewer.						Demonstration
Test		Contractor

		3.7.1.8		3.8.1.8		The system shall use the results of the medical waiver determination to allow the applicant either officer or enlisted to continue with the application process or end the application process.						Demonstration
Test		Contractor

		3.7.1.9		3.8.1.9		The system shall allow N3M to use an evaluation sheet for determination of the final dispensation of the waiver application.						Demonstration
Test		Contractor

		3.7.1.10		3.8.1.10		The system shall allow N3M to make notes on the evaluation sheet in the margin that only designated N3M personnel may read, review and update.						Demonstration
Test		Contractor

		3.7.1.11		3.8.1.11		The system shall provide capability for N3M Director or designated representative to electronically and biometrically sign the waiver approval or denial documents.						Demonstration
Test		Contractor

		3.7.1.12		3.8.1.12		The system shall medical personnel to upload documents to an already existing waiver process.						Demonstration
Test		Contractor

		3.7.1.13		3.8.1.13		The system shall give N3M the capability to tag all documents as N3M sensitive documents to force the system to only release viewing, update and printing for N3M personnel only.						Demonstration
Test		Contractor

		3.7.1.15		3.8.1.14		Medical Data

		3.7.1.15.1		3.8.1.14.1		The system shall pass DD Form 2807-2 to MEPSCOM eSOA/MIRS/XRISS application for a preliminary read of the medical information from the applicant to determine eligibility for full physical.						Demonstration
Test		Contractor

				3.9		System Internal Data Requirements

				3.9.1		Data

				3.9.1.1		Accessibility		MEPCOM Datqa Standards

				3.9.1.1.1		Data, supporting PRIDE Modernization, shall be provided in a standard and accessible manner, in accordance with DOD/DON standards.  Decisions about internal data will be made during the design phase.						Demonstration
Test
Analysis		Contractor

				3.10		Adaptation Requirements

				3.10.1		Rapid Implementation Capability

				3.10.1.1		Policy Changes

				3.10.1.1.1		The system shall have the capability for rapid implementation of system changes to support changing requirements including legislative and policy changes.						Demonstration
Test		Contractor

				3.10.2		Allow Creation of Data Elements

				3.10.2.1		Level of Effort (LOE)

				3.10.2.1.1		The system shall create, at the HQ level, data elements for specific Command mission and personnel management, which automatically propagate throughout the system requiring a LOE not to exceed two mandatory days per data element.						Demonstration
Test		Contractor

				3.10.3		Allow Ability to Modify/Expand Data Collection

				3.10.3.1		Storage Capacity

				3.10.3.1.1		The system shall have a scalable solution which allows the ability to modify / expand the data collection capability and data storage capacity of the system by 20% per year for the life cycle.						Demonstration
Test		Contractor

				3.10.4		Support Wartime Surge Scenarios

				3.10.4.1		Surge

				3.10.4.1.1		The system shall have a rapidly scalable or extensible system to support wartime surge scenarios limited only by the amount of time to procure and install necessary additional hardware components.						Analysis		Contractor

				3.11		Safety Requirements

				3.11.1		Tactical or Mission Critical Systems

				3.11.1.1		Non-tactical Network

				3.11.1.1.1		The system shall reside on a non-tactical network and will not interfere with any tactical or mission critical systems.						Test		Government

		3.8		3.12		Technical Constraints

		3.8.1		3.12.1		Security and Privacy Requirements

		3.8.1.1		3.12.1.1		Auditing

		3.8.1.2		3.12.1.2		Individual Accountability

		3.8.1.2.1		3.12.1.2.1		The system shall assure individual accountability whenever either a mandatory or discretionary security policy is invoked.  To assure accountability, the system shall only allow authorized and competent agents to access and evaluate accountability information by a secure means, within a reasonable amount of time, and without undue difficulty.						Demonstration
Test		Contractor

		3.8.1.3		3.12.1.3		User Association

		3.8.1.3.1		3.12.1.3.1		The system shall be able to associate each auditable event with the identity of the user that caused the event.						Demonstration
Test		Contractor

		3.8.1.4		3.12.1.4		Authorized Administrators

		3.8.1.4.1		3.12.1.4.1		The system shall allow authorized administrators to read all audit information from the audit records.						Demonstration
Test		Contractor

		3.8.1.5		3.12.1.5		Modification and Destruction

		3.8.1.5.1		3.12.1.5.1		The system shall have safeguards in place to detect, minimize, and prevent inadvertent modification or destruction of data.						Demonstration
Test		Contractor

		3.8.1.6		3.12.1.6		Interpretation

		3.8.1.6.1		3.12.1.6.1		The system shall provide the audit records in a manner suitable for the user to interpret the information.						Demonstration
Test		Contractor

		3.8.1.7		3.12.1.7		Access

		3.8.1.7.1		3.12.1.7.1		The system shall limit access to audit records by role and permission.						Demonstration
Test		Contractor

		3.8.1.8		3.12.1.8		Query

		3.8.1.8.1		3.12.1.8.1		The system shall provide the ability to query and sort audit data.						Demonstration
Test		Contractor

		3.8.1.9		3.12.1.9		Filters

		3.8.1.9.1		3.12.1.9.1		The system shall allow the user to filter auditable events.						Demonstration
Test		Contractor

		3.8.1.10		3.12.1.10		Store

		3.8.1.10.1		3.12.1.10.1		The system shall protect the stored audit records from unauthorized deletion.						Demonstration
Test		Contractor

		3.8.1.11		3.12.1.11		Prevent Modification

		3.8.1.11.1		3.12.1.11.1		The system shall prevent modifications to the audit records.						Demonstration
Test		Contractor

		3.8.1.12		3.12.1.12		Restrict Modification

		3.8.1.12.1		3.12.1.12.1		The system shall restrict the ability to modify or observe the set of audited events to authorized administrators.						Demonstration
Test		Contractor

		3.8.1.13		3.12.1.13		Journal

		3.8.1.13.1		3.12.1.13.1		The system shall keep a journal (e.g., log-in, accesses, etc.) and provide interactive query and report generation functions to assist in reviewing the journal.						Demonstration
Test		Contractor

		3.8.1.14		3.12.1.14		Audit Trail

		3.8.1.14.1		3.12.1.14.1		The system shall be able to create, maintain, and protect from modification, unauthorized access, or destruction an audit trail of accesses to the protected objects.  The audit data will be protected by the PRIDE Modernization Trusted Computing Base (TCB) so that read-access to the system is limited to those authorized for audit data.						Demonstration
Test		Contractor

		3.8.1.15		3.12.1.15		Identification and Authentication

		3.8.1..15.1		3.12.1.15.1		The system shall be able to record the following types of events: 
• Use of identification and authentication mechanisms 
• Introduction of objects into a user’s address space (e.g., file open, program initiation) 
• Deletion of objects 
• Actions taken by computer operators, system administrators, and/or system security officers 
• Other security-relevant events 
• For each recorded event, the audit record shall identify the following information: 
• Date and time of the event
• User
• Type of event
• Success or failure of the event						Demonstration
Test		Contractor

		3.8.1..15.2		3.12.1.15.2		For identification / authentication events, the origin of request (e.g., terminal identification) shall be included in the audit record.  For events that introduce an object into a user’s address space and object deletion events, the audit record shall include the name of the object.						Demonstration
Test		Contractor

		3.8.1.16		3.12.1.16		User Administration

		3.8.1.16.1		3.12.1.16.1		The system shall allow the administrator to selectively audit the actions of any one or more users based on individual identity.						Demonstration
Test		Contractor

		3.8.1.17		3.12.1.17		Mediated Access

		3.8.1.17.1		3.12.1.17.1		The auditing mechanism shall have the capability of auditing all mediated accesses which are visible to users, meaning each discretionary access control policy decision shall be auditable.  Individual operations performed by trusted software, if totally transparent to the user, need not be auditable.  If the total audit requirement is met by the use of more than one audit log, a method of correlation shall be available.						Demonstration
Test		Contractor

		3.8.1.18		3.12.1.18		Document Event

		3.8.1.18.1		3.12.1.18.1		The system shall have a manual or automated audit trail to document the following information:
• Date and time of the event
• Type of event
• Subject identity
• Success of the event						Demonstration
Test		Contractor

		3.8.1.19		3.12.1.19		Start-up and Shutdown

		3.8.1.19.1		3.12.1.19.1		The system shall have a manual or automated audit trail to document start-up and shutdown of the audit functions.						Demonstration
Test		Contractor

		3.8.1.20		3.12.1.20		User Identification

		3.8.1.20.1		3.12.1.20.1		The system shall have a manual and/or automated audit trail to document all use of the user identification mechanism, including the identity provided during successful attempts.						Demonstration
Test		Contractor

		3.8.1.21		3.12.1.21		Origin

		3.8.1.21.1		3.12.1.21.1		The system shall have a manual or automated audit trail to document the origin of the attempt (e.g., terminal identification).						Demonstration
Test		Contractor

		3.8.1.22		3.12.1.22		Binding User Security Attributes

		3.8.1.22.1		3.12.1.22.1		The system shall have a manual or automated audit trail to document success and failure of binding user security attributes to a subject (e.g., success and failure to create a subject).						Demonstration
Test		Contractor

		3.8.1.23		3.12.1.23		Security Attributes

		3.8.1.23.1		3.12.1.23.1		The system shall have a manual or automated audit trail to document all modifications of the values of security attributes.						Demonstration
Test		Contractor

		3.8.1.24		3.12.1.24		Permissive or Restrictive Rules

		3.8.1.24.1		3.12.1.24.1		The system shall have a manual or automated audit trail to document modifications of the default setting of permissive or restrictive rules.						Demonstration
Test		Contractor

		3.8.1.25		3.12.1.25		Modifications

		3.8.1.25.1		3.12.1.25.1		The system shall have a manual or automated audit trail to document all modifications of the security attributes.						Demonstration
Test		Contractor

		3.8.1.26		3.12.1.26		Modification of Data

		3.8.1.26.1		3.12.1.26.1		The system shall have an automated audit trail to document all modifications to the values of the PRIDE Modernization data.						Demonstration
Test		Contractor

		3.8.1.27		3.12.1.27		DIACAP Guidelines

		3.8.1.27.1		3.12.1.27.1		The system shall comply with DoD Information Assurance Certification and Accreditation Process (DIACAP) guidelines, reference DODI 8510.01.						Demonstration
Test		Contractor

		3.8.2		3.12.1.28		Information Assurance

		3.8.2.1		3.12.1.28.1		The DoD information system security design shall incorporate best security practices such as single log-in, Public Key Infrastructure (PKI), smart card, and biometrics.						Demonstration
Test		Contractor

		3.8.2.2		3.12.1.28.2		A DoD reference document, such as a Security Technical Implementation Guide (STIG) or Security Recommendation Guide (SRG), shall constitute the primary source for security configuration or implementation guidance for the deployment of newly acquired IA- and IA-enabled IT products that require use of the product’s IA capabilities. If a DoD reference document is not available, the system owner will work with Defense Information System Agency (DISA) or National Security Agency (NSA) to draft configuration guidance for inclusion in a Departmental reference guide.						Demonstration
Test
Inspection		Contractor

				3.12.1.29		IA Planning

				3.12.1.29.1		PRIDE shall perform Information Assurance (IA) planning in accordance with the Department of the NAVY IA policy per SECNAVINST 5239.3A.						Inspection 
Test		Government

				3.12.1.30		IA Strategy

				3.12.1.30.1		PRIDE has a DON CIO approved IA strategy on file per the Clinger-Cohen Act.  Any changes to security environment require an amendment to the current SSAA and the IA Strategy.						Inspection 
Test		Government

				3.12.1.31		SSAA

				3.12.1.31.1		PRIDE shall prepare an amendment to the existing System Security Authorization Agreement (SSAA) in accordance with DODI 8510.01 as a result of any changes to the security environment.						Inspection 
Test		Government

				3.12.1.32		IA Coordination

				3.12.1.32.1		PRIDE shall coordinate with the appropriate Approving Authority, NETWARCOM DAA, through the entire IA process.						Inspection 
Test		Government

		3.8.3		3.12.1.33		User Roles

		3.8.3.1		3.12.1.33.1		After login authentication, the system shall present users with interfaces, functionality, and data as appropriate to that user's assigned permissions						Demonstration
Test		Contractor

		3.8.3.2		3.12.1.33.2		The system shall provide the capability to assign permissions to user groups or to individuals.						Demonstration
Test		Contractor

		3.8.3.3		3.12.1.33.3		The system shall provide secure access control allowing permissions to be set at the database row and field level and at the module level.						Demonstration
Test		Contractor

		3.8.3.4		3.12.1.33.4		The system shall provide the following permission levels for each resource as follows:
• Execute, then read only
• Execute, then create, replace, update and delete
• Execute (apply equations or operate other functionality)
• The system shall only display functionality and data users are authorized to access						Demonstration
Test		Contractor

		3.8.3.5		3.12.1.34		Administration

		3.8.5.1		3.12.1.34.1		The system shall allow for one or more users to be designated as an administrator.						Demonstration
Test		Contractor

		3.8.5.2		3.12.1.34.2		The system shall provide secure access control allowing permissions at the database row and field level and at the module level.						Demonstration
Test		Contractor

		3.8.5.3		3.12.1.34.3		The system shall allow administrators to designate a user as owner of a specific resource.						Demonstration
Test		Contractor

		3.8.5.4		3.12.1.34.4		The system shall allow the owner to exercise administration rights over the owned resource.						Demonstration
Test		Contractor

		3.8.5.5		3.12.1.34.5		The system shall allow the system administrator to override access assigned by a subordinate unit administrator.						Demonstration
Test		Contractor

		3.8.5.6		3.12.1.34.6		The system shall provide the capability for administrators to create, delete, and modify individual user profiles and associated permission assignments.						Demonstration
Test		Contractor

		3.8.5.7		3.12.1.34.7		The system shall provide the capability for administrators to create, delete, and modify user groups / roles and associated permission assignments.						Demonstration
Test		Contractor

		3.8.5.8		3.12.1.34.8		The system shall provide the capability for administrators to assign an individual user to one or more user groups / roles.						Demonstration
Test		Contractor

		3.8.5.9		3.12.1.34.9		The system shall provide the capability for one or more users to be designated as a user group administrator.						Demonstration
Test		Contractor

		3.8.5.10		3.12.1.34.10		The user group administrator shall have the capability to create, delete, and modify user profiles and associated permission assignments only in the user’s own group.						Demonstration
Test		Contractor

		3.8.5.11		3.12.1.34.11		The user group administrator shall have the capability to create, delete, and modify user sub-groups / sub-roles and associated permission assignments to be contained within the user’s own group.						Demonstration
Test		Contractor

		3.8.5.12		3.12.1.34.12		The system shall provide the capability for administrators to assign users to one or more user sub-groups / sub-roles.						Demonstration
Test		Contractor

		3.8.5.13		3.12.1.34.13		The system shall provide the capability for administrators to define or create new data sources based on functional owner approval.						Demonstration
Test		Contractor

		3.8.5.14		3.12.1.34.14		The system shall provide the capability for administrators to cancel any query request in the system queue regardless of status.						Demonstration
Test		Contractor

		3.8.5.15		3.12.1.34.15		The system shall provide the capability for administrators to set defaults for all user configurable items including:
• Number of data elements within one query
• Number of elements returned in query result
• Number of elements to query in a non-optimized query
• Number of allowable query returns						Demonstration
Test		Contractor

		3.8.5.16		3.12.1.34.16		The system shall permanently remove all non-shared queries associated with users who have been deleted from the system.						Demonstration
Test		Contractor

		3.8.5.17		3.12.1.34.17		The system shall allow the administrator to transfer ownership of data and resources from one user to another.						Demonstration
Test		Contractor

		3.8.5.18		3.12.1.34.18		The system shall allow the administrator to view and print all or part of the permission assignments including a list of resources assigned to each user and a list of users assigned to each resource.						Demonstration
Test		Contractor

		3.8.3.6		3.12.1.35		Buffer Overruns

		3.8.3.6.1		3.12.1.35.1		Software quality requirements and validation methods that are focused on the minimization of flawed or malformed software that can negatively impact integrity or availability (e.g., buffer overruns) are specified for all software development initiatives.						Demonstration
Test
Inspection		Contractor

				3.12.1.36		Partitions and Domains

				3.12.1.36.1		The security support structure is isolated by means of partitions, domains, etc., including control of access to and integrity of hardware, software, and firmware that perform security functions. The security support structure maintains separate execution domains (e.g., address spaces) for each executing process.						Demonstration
Test		Contractor

				3.12.1.37		Shutdowns and Aborts

				3.12.1.37.1		System initialization, shutdown, and aborts are configured to ensure that the system remains in a secure state. Tests are provided and periodically run to ensure the integrity of the system state.						Demonstration
Test		Contractor

		3.8.3.7		3.12.1.38		Public Key Infrastructure Certificates

		3.8.3.7.1		3.12.1.38.1		Identification and authentication is accomplished using the DoD PKI Class 3 or 4 certificates and a hardware security token. This statement deviates from the original DoDI per Joint Task Force – Global Network Operations (JTF-GNO) Communications Tasking Order (CTO) 06-02.						Demonstration
Test		Government

		3.8.3.8		3.12.1.39		On-Line monitoring and Audit Trail Creation

		3.8.3.8.1		3.12.1.39.1		An automated, continuous on-line monitoring and audit trail creation capability is deployed with the capability to immediately alert personnel of any unusual or inappropriate activity with potential IA implications and with a user configurable capability to automatically disable the system if serious IA violations are detected.						Demonstration
Test		Government

		3.8.3.9		3.12.1.40		Access Control

		3.8.3.9.1		3.12.1.40.1		Access control mechanisms exist to ensure that data is accessed and changed only by authorized personnel and systems. Access and changes to the data are recorded in transaction logs that are reviewed periodically or immediately upon system security events. Users are notified of the time and date of the last change in data content.						Demonstration
Test		Government

		3.8.3.10		3.12.1.41		Database Management

		3.8.3.10.1		3.12.1.41.1		Transaction-based systems (e.g., database management systems, transaction processing systems) implement transaction roll-back and journaling or technical equivalents.						Demonstration
Test		Government

		3.8.3.11		3.11.1.42		Intrusion Detection

		3.8.3.11.1		3.12.1.42.1		Host-based Intrusion Detection Systems (IDS) are deployed for major applications and for network management assets, such as routers, switches, and Domain Name Servers (DNS).						Demonstration
Test		Government

		3.8.3.12		3.12.1.43		Instant Messaging

		3.8.3.12.1		3.12.1.43.1		Instant messaging traffic to and from Instant Messaging (IM) clients that are independently configured by end users and that interact with a public service provider is prohibited within DoD information systems. Both inbound and outbound public service IM traffic is blocked at the enclave boundary. This does not include IM services that are configured by a DoD AIS application or enclave to perform an authorized and official function.						Demonstration
Test		Government

		3.8.3.13		3.12.1.44		Routers, Switches, and Firewalls

				3.12.1.44.1		An effective network device control program (e.g., routers, switches, firewalls) is implemented and includes: 
• Instructions for restart and recovery procedures
• Restrictions on source code access, system utility access, and system documentation
• Protection from deletion of system and application files 
• A structured process for implementation of directed solutions (e.g., Information Assurance Vulnerability Alert [IAVA]) 
• All configurations shall be in accordance with Navy Firewall Policy as approved by the Operational DAA.						Demonstration
Test		Government

				3.12.1.44.2		Audit or other technical measures are in place to ensure that the network device controls are not compromised. Change controls are periodically tested.						Demonstration
Test		Government

		3.8.3.14		3.12.1.45		Role-Based Access

		3.8.3.14.1		3.12.1.45.1		All privileged user accounts are established and administered in accordance with a role-based access scheme that organizes all system and network privileges into roles (e.g., key management, network, system administration, database administration, web administration). The Information Assurance Manager (IAM) tracks privileged role assignments.						Demonstration
Test		Government

		3.8.3.15		3.12.1.46		Programmer Privileges

		3.8.3.15.1		3.12.1.46.1		Application Programmer privileges to change production code and data are limited and reviewed every three months.						Demonstration
Test		Government

				3.12.1.47		Audit Records

				3.12.1.47.1		Tools are available for the review of audit records and for report generation from audit records.						Demonstration
Test		Government

				3.12.1.48		Audit Records Back-Ups

				3.12.1.48.1		Audit records are backed up no less than weekly into a different system or media than the system being audited.						Demonstration
Test		Government

				3.12.1.49		Modification or Deletion of Audit Trails

				3.12.1.49.1		The contents of audit trails are protected against unauthorized access, modification, or deletion.						Demonstration
Test		Government

		3.8.3.16		3.12.1.50		Label Information

		3.8.3.16.1		3.12.1.50.1		The PRIDE Modernization will label information exempt from disclosure to reflect sensitivity. For example, “FOR OFFICIAL USE ONLY,” “PRIVACY ACT SENSITIVE: DISCLOSE ON A NEED-TO-KNOW BASIS ONLY” or some other statement will alert individuals to the sensitivity of the records.  The system will provide a warning banner that includes this information during log-in. Printed output will include the label.						Demonstration
Test		Contractor

				3.12.1.51		Enclaves and AIS Applications

				3.12.1.51.1		For Enclaves and AIS applications, all DoD security configuration or implementation guides have been applied.						Analysis
Test		Government

				3.12.1.52		Integrity of all Transmitted Information

				3.12.1.52.1		Mechanisms are in place to assure the integrity of all transmitted information (including labels and security parameters) and to detect or prevent the hijacking of a communication session (e.g., encrypted or covert communication channels).						Analysis
Test		Government

				3.12.1.53		Information Assurance: Virtual Private Network

				3.12.1.53.1		All Virtual Private Network (VPN) traffic is visible to network IDS.						Demonstration
Test		Government

				3.12.1.54		Information Assurance: Screen-Lock

				3.12.1.54.1		Unless there is an overriding technical or operational problem, workstation screen-lock functionality is associated with each workstation. When activated, the screen-lock function places an unclassified pattern onto the entire screen of the workstation, totally hiding what was previously visible on the screen. Such a capability is enabled either by explicit user action or a specified period of workstation inactivity (e.g., fifteen minutes). Once the workstation screen-lock software is activated, access to the workstation requires knowledge of a unique authenticator. A screen lock function is not considered a substitute for logging out unless a mechanism actually logs out the user when the user idle time is exceeded.						Demonstration
Test		Government

		3.8.3.17		3.12.1.55		Training

		3.8.3.17.1		3.12.1.55.1		Employees receive initial and periodic training in the operation of environmental controls.						Inspection		Government

		3.8.3.18		3.12.1.56		Restoration Site

		3.8.3.18.1		3.12.1.56.1		An alternate site is identified that permits the restoration of all mission or business essential functions.						Analysis
Test		Government

				3.12.1.57		Physical and Technical Protection

				3.12.1.57.1		Procedures are in place to assure the appropriate physical and technical protection of the backup and restoration hardware, firmware, and software, such as router tables, compilers, and other security-related system software.						Analysis
Test		Government

		3.8.3.19		3.12.1.58		Data Backup

		3.8.3.19.1		3.12.1.58.1		Data backup is accomplished by maintaining a redundant secondary system, not co-located, that can be activated without loss of data or disruption to the operation.						Analysis
Test		Government

		3.8.3.20		3.12.1.59		Disaster Plan

		3.8.3.20.1		3.12.1.59.1		A disaster plan exists that provides for the smooth transfer of all mission or business essential functions to an alternate site for the duration of an event with little or no loss of operational continuity. Disaster recovery procedures include: 
• Business recovery plans
• System contingency plans
• Facility disaster recovery plans
• Plan acceptance						Inspection
Test		Government

		3.8.3.21		3.12.1.60		Enclave Boundary

		3.8.3.21.1		3.12.1.60.1		Enclave boundary defense at the alternate site must be configured identically to that of the primary site.						Analysis
Test		Government

		3.8.3.22		3.12.1.61		Identify Priority Restoration

		3.8.3.22.1		3.12.1.61.1		Mission and business-essential functions are identified for priority restoration planning along with all assets supporting mission or business-essential functions (e.g., computer-based services, data and applications, communications, physical infrastructure).						Analysis
Test		Government

		3.8.3.23		3.12.1.62		Uninterrupted Power

		3.8.3.23.1		3.12.1.62.1		Electrical systems are configured to allow continuous or uninterrupted power to key IT assets and all users accessing the key IT assets to perform mission or business-essential functions. This may include an uninterrupted power supply coupled with emergency generators or other alternate power source.						Analysis
Test		Government

		3.8.3.24		3.12.1.63		Recovery Procedures

		3.8.3.24.1		3.12.1.63.1		Recovery procedures and technical system features shall exist to ensure that recovery is done in a secure and verifiable manner. Circumstances that can inhibit a trusted recovery are documented and appropriate mitigating procedures have been put in place as defined in the Risk Management Plan.						Inspection
Test		Government

		3.8.3.24.2		3.12.1.63.2		The physical PRIDE Modernization system must be deployed in a DIACAP approved facility.  The network and servers must have Authority To Operate approval before operations may commence.						Analysis
Test		Government

		3.8.3.24.3		3.12.1.63.3		PRIDE Modernization contains Sensitive but not Classified information.  As a result all User access will be authenticated and audited to provide a Trusted Computing Base (TCB) for Recruiting processing.						Analysis
Demonstration
Test		Government

		3.8.3.24.4		3.12.1.63.4		Backup and auditing processes will accompany the authentication and authorization processes to minimize the threat of modification and deletion.						Analysis
Demonstration
Test		Government

		3.8.4		3.12.1.64		Privacy

		3.8.4.1		3.12.1.64.1		PRIDE shall adhere to the Department of Navy’s Privacy Policy per SECNAVINST 5211.5E.						Demonstration
Test		Contractor

		3.8.5		3.12.1.65		Security

		3.8.5.1		3.12.1.66		Authentication

		3.8.5.1.1		3.12.1.66.1		PKI will be used for authentication of identity, access control, non-repudiation, data integrity, and information confidentiality IAW DODD 8520.2.						Demonstration
Test		Contractor

		3.8.5.1.2		3.12.1.66.2		The system shall allow for log-on authentication where the target population does not have a means to obtain PKI certificates.						Demonstration
Test		Contractor

		3.8.5.2		3.12.1.67		Password Security

		3.8.5.2.1		3.12.1.67.1		Password security for users and administrators shall be IAW the Chairman of the Joint Chiefs of Staff Manual (CJCSM) 6510.01, Information (IA) and Computer Network Defense (CND).						Demonstration
Test		Contractor

		3.8.5.3		3.12.1.68		Information Management

		3.8.5.3.1		3.12.1.68.1		The system shall adhere to the Privacy Act of 1974 (5 USC 552a).  The Privacy Act of 1974, as amended, is the statutory basis for the Navy Privacy Program.  Within the DOD, the Act is implemented by DODD 5400.11 and DOD 5400.11-R.						Demonstration
Test		Contractor

				3.13		System Environment Requirements

				3.13.1		Shared Services

				3.13.1.1		Navy Regional Data Center

				3.13.1.1.1		The PRIDE Modernization system is designed to run within a Navy Regional Data Center utilizing Shared Services.						Demonstration
Test		Government

				3.13.1.2		Navy Computing Centers

				3.13.2.1		Connections to other Navy computing centers are expected to be high speed.   All connections to locations outside of the Navy Regional Data Center are expected to respond at NMCI SPE and bandwidth.						Demonstration
Test
Analysis		Government

				3.14		Computer Resource Requirements

				3.14.1		Computer hardware requirements

				3.14.1.1		Computer Hardware Parameters

				3.14.1.1.1		The system shall provide a hardware architecture that supports meeting the system reliability, Mean Time Between Operational Mission Failure (MTBOMF), and MCMTOMF constraints.						Analysis
Test		Government

				3.14.1.1.2		The system shall provide a hardware architecture that permits the system to be available per readiness constraints as defined in Section 4.4 Quality Factors including non-principal the periods of operation defined in that section except for scheduled backup and maintenance time.						Analysis
Test		Government

				3.14.1.1.3		The system shall provide a hardware architecture that allows for daily backup.						Analysis
Test		Government

				3.14.1.1.4		The system shall provide a hardware architecture that permits data in the system to be recovered and restored in the event of damage or destruction to individual facilities.						Analysis
Test		Government

				3.14.1.1.5		The system shall consider server hardware within the proposed architecture that is extensible and scalable to meet requirements and provide for a growth path.						Analysis
Test		Government

				3.14.1.1.6		The system shall provide the ability for client hardware to interface with optical scanners, digital cameras, and printers (network and non-network).						Analysis
Test		Government

				3.14.1.1.7		The system shall provide the ability to interface with telephones, mobile phones, and Personal Digital Assistants (PDAs).						Analysis
Test		Government

				3.14.1.2		Warranties

				3.14.1.2.1		All commercial hardware and software shall be procured and installed in compliance with manufacturers’ warranties.						Analysis
Test		Government

				3.14.1.3		Licenses

				3.14.1.3.1		The Vendor shall provide to the Program Manager (PM) the appropriate licenses for operating systems, applications, interface engines, etc., procured for the PRIDE Modernization development and developmental testing.  Provision must be made for maintaining a record of such actions.						Analysis
Test		Government

				3.14.2		Computer hardware resource utilization requirements

				3.14.2.1		Virtual hardware environment

				3.14.2.1.1		The PRIDE Modernization system runs within a virtual hardware environment provided by Navy Shared Services.						N/A		Contractor

				3.14.2.1.2		Provide an initial hardware specification for the PRIDE Modernization System which will be hosted by the Government. The initial specification will be used to estimate additional Government hardware requirements for the Test and Production environments for PRIDE Modernization in a Shared Services Environment.						Inspection
Test		Government

				3.14.2.1.3		The hardware performance requirements will be patterned after the existing Production system.  All hardware will support 64 bit processing.						Analysis
Test		Government

				3.14.3		Computer software requirements

				3.14.3.1		Electronic Forms and Workflow

				3.14.3.1.1		The system shall provide process automation features including tracking and workflow, case management, conflict resolution, routing / scheduling, and correspondence management.						Demonstration
Test		Contractor

				3.14.3.1.2		The system shall provide fillable PDF forms, electronic form management, creation, and modification.						Demonstration
Test		Contractor

				3.14.3.1.3		The system shall provide the ability for corporate data systems to exchange data in order to auto-populate core data fields.						Inspection		Contractor

				3.14.3.1.4		All software within the system shall be registered in the DON Application and Database Management System (DADMS).						Inspection
Test		Contractor

				3.14.3.1.5		The system shall be able to execute from a client workstation that has, at a minimum, the applications listed in Table 3-13 :						Analysis
Demonstration
Test		Contractor

				3.14.3.1.6		No PRIDE module shall require a version of software greater than the version numbers listed in table 3.1 (Client Workstation Supporting Applications)						Inspection
Test		Contractor

				3.14.4		Computer communications requirements

				3.14.4.1		Computer Communications Parameters

				3.14.4.1.1		The PRIDE Modernization shall be adaptable to future changes in the communications infrastructure.						Analysis		Contractor

				3.14.4.1.2		The PRIDE Modernization servers shall reside within the NMCI network.						Analysis		Contractor

				3.14.4.1.3		From a preliminary design perspective, PRIDE Modernization communicates on a system to system basis as described in the SV-2 Regional System Communication Description diagram, with three different geographically dispersed computing centers:
• Great Lakes
• New Orleans
• Pensacola						Demonstration
Test
Analysis		Contractor

				3.14.4.1.4		The system shall communicate via Unclassified Trusted Network (UTN) compliant internet protocols for all infrastructure data transfers.						Demonstration
Test
Analysis		Contractor

				3.14.4.1.5		The system shall be in compliance with Navy Firewall Policy as directed by the Navy Operational DAA.						Demonstration
Test		Contractor

				3.14.4.1.6		It is expected that there are high speed connections between each of computing centers that PRIDE Modernization will leverage.						N/A		Contractor

				3.14.4.1.7		PRIDE Modernization desires all communication links to be through web services.  Additional plans may be considered if supporting computing are unable to provide web services.		Refer to the individual ICDs				Demonstration
Test
Analysis		Contractor

				3.14.4.1.9		PRIDE Modernization expects NMCI quality communication lines between the Millington Shared Services Center and each of the individual Military Entrance Processing Stations (MEPS).						Demonstration
Test
Analysis		Contractor

				3.14.4.2		Web Services

				3.14.4.2.1		User interface services (e.g., web services) are physically or logically separated from data storage and management services (e.g., database management systems). Separation may be accomplished through the use of different computers, different Central Processing Units (CPU)s, different instances of the operating system, different network addresses, combinations of these methods, or other methods as appropriate.						Analysis		Contractor

				3.14.4.3		Freeware

				3.14.4.3.1		Binary or machine-executable public domain software products and other software products with limited or no warranty, such as those commonly known as freeware or shareware, are not used in DoD information systems unless necessary for mission accomplishment and no alternative IT solutions are available. Such products are assessed for IA impact and approved for use by the Designated Accreditation Authority (DAA) prior to development. The assessment addresses the fact that such software products are difficult or impossible to review, repair, or extend given that the Government does not have access to the original source code and no owner exists who could make such repairs on behalf of the Government.						Analysis		Contractor

				3.14.4.4		Ports, Protocols and Services

				3.14.4.4.1		DoD information systems comply with DoD ports, protocols, and services guidance.  Navy Firewall approved ports and protocols shall be allowed for use. Automated Information System (AIS) applications, outsourced IT-based processes, and platform IT identify the network ports, protocols, and services used as early in the life cycle as possible and notify hosting enclaves. Enclaves register all active ports, protocols, and services in accordance with DoD and DoD Component guidance.						Analysis		Contractor

				3.14.4.5		System Libraries

				3.14.4.5.1		System libraries are managed and maintained to protect privileged programs and to prevent or minimize the introduction of unauthorized code.						Analysis		Contractor

				3.15		System Quality Factors

				3.15.1		Timeliness

				3.15.1.1		Transition Time		Refer to the individual ICDs

				3.15.1.1.1		System timeliness is measured by the time required for a remote user transaction to update the corporate database and provide feedback to the originator.  Goal of end to end transmission time per transaction of less than one minute with adequate infrastructure support.						Demonstration
Test
Analysis		Contractor

				3.15.2		Response Time

				3.15.2.1		System response time

				3.15.2.1.1		The system response time will support an experienced classifier making at least ten classifications per hour.						Demonstration
Test
Anaysis		Contractor

				3.15.3		Accuracy

				3.15.3.1		Correctness of Transactions

				3.15.3.1.1		Accuracy is measured by the correctness of all transactions transmitted to the corporate systems with a quality assurance goal of 98%.  The PRIDE Modernization edit failures, vice users input errors, in transmitted data that are not detected automatically and require field level manual intervention to correct (e.g., are not corrected by an automatic procedure such as retransmission) will be + / - 2% of all transactions.  System Accuracy (SA) equals the total number of transactions minus the total number of application errors divided by the total number of transactions times 100.						Demonstration
Test		Contractor

				3.15.4		Maintainability

				3.15.4.1		Mean Corrective Maintenance Time for Operational Mission Failures (MCMTOMF).

				2.14.4.1.1		The MCMTOMF for the PRIDE Modernization is two hours (threshold) / one hour (objective).						Demonstration
Test		Contractor

				3.15.4.2		Documentation

				3.15.4.2.1		Delivery of the system shall include instructions for installation, un-installation, and upgrade of each application.						Inspection		Contractor

				3.15.4.2.2		Delivery of the system shall include documentation for both users and administrators.						Inspection		Contractor

				3.15.4.2.3		Delivery of the system shall include all source code for the system, and will be owned by the government.						Inspection		Contractor

				3.15.5		Serviceability

				3.15.5.1		Source Code

				3.15.5.1.1		All application source code shall be available.						Inspection		Contractor

				3.15.5.1.2		All application source code shall be documented with comments.						Inspection		Contractor

				3.15.5.1.3		All application processes shall be debuggable.						Demonstration
Test		Contractor

				3.15.6		Reliability/Availability

				3.15.6.1		Access

				3.15.6.1.1		Sailors shall have the ability to access the system 24x7.						Demonstration
Test		Contractor

				3.15.6.1.2		The system shall be available to users an acceptable amount of time, except during scheduled maintenance and refresh cycles.						Demonstration
Test		Contractor

				3.15.6.1.3		The system shall provide for a fail-over method that redirects requests from the failed or down system to a backup system that fulfills all of the operations of the primary system.						Demonstration
Test		Contractor

				3.15.7		Simple Queries

				3.15.7.1		Simple Query Respones Time

				3.15.7.1.1		The system shall have the ability to perform simple queries and present data to the user within five seconds upon submission.  Simple queries are defined as queries that are built with five or fewer parameters.						Demonstration
Test		Contractor

				3.15.8		Complex Queries

				3.15.8.1		Complex Query Respones Time

				3.15.8.1.1		The system shall have the ability to perform complex queries and present data to the user within ten seconds upon submission.  Complex queries are defined as queries that are built with six or more parameters.						Demonstration
Test		Contractor

				3.15.9		Screen Refresh

				3.15.9.1		Refresh time

				3.15.9.1.1		The system shall have the ability to perform a screen refresh invoked by the user within two seconds of submission.						Demonstration
Test		Contractor

				3.15.10		Complex Reports

				3.15.10.1		Response time

				3.15.10.1.1		The system shall have the ability to generate and populate complex reports within fifteen seconds.						Demonstration
Test		Contractor

				3.15.11		Generate and Populate Forms and Letters

				3.15.11.1		Form response time

				3.15.11.1.1		The system shall have the ability to generate and populate forms and letters within fifteen seconds.						Demonstration
Test		Contractor

				3.15.12		Generate and Populate Simple Reports

				3.15.12.1		Report response time

				3.15.12.1.1		The system shall have the ability to generate and populate simple reports within five seconds.						Demonstration
Test		Contractor

				3.15.13		System File Maintenance

				3.15.13.1		Backup

				3.15.13.1.1		The system shall allow dynamic, on-line backup and file maintenance without interruption or degradation to required system performance.						Demonstration
Test		Government

				3.16		Design and construction constraints

				3.16.1		Data Migration

				3.16.1.1		Migration Parameters

				3.16.1.1.1		The system shall migrate essential data from legacy systems that is no more than two years old.						Demonstration
Test		Contractor

				3.16.1.1.2		The system shall archive all legacy data not migrated.						Demonstration
Test		Contractor

				3.16.1.1.3		The data migration process shall provide for error trapping, logging, and exception identification.						Demonstration
Test		Contractor

				3.16.1.1.4		The data migration process shall be able to be rerun and restarted.						Demonstration
Test		Contractor

				3.16.1.1.5		The PRIDE Modernization migration strategy shall not cause increased workload for any segment of the user community.						Demonstration
Test		Contractor

				3.16.1.1.6		The data migration shall include migrating projected applicants from WebRTools based on functionality provided by WebRTools.						Demonstration
Test		Contractor

				3.16.2		Performance Parameters

				3.16.2.1		Parameters

				3.16.2.1		The system shall provide the same functionality for all activities responsible for recruiting Prospects into and classifying Applicants for the Navy.						Demonstration
Test		Contractor

				3.16.2.2		The system shall provide an integrated access to a single logical set of data and provide for a single log-in.						Demonstration
Test		Contractor

				3.16.2.3		The system shall provide information produced at the NRC field level to the corporate level.						Demonstration
Test		Contractor

				3.16.2.4		The system shall provide information produced at the NRC corporate level to the field level.						Demonstration
Test		Contractor

				3.16.2.5		The system shall provide a data repository with decision-making tools for on-line analytical processing.						Demonstration
Test		Contractor

				3.16.2.6		In the design of PRIDE Modernization II the following design guidance is being followed:
• Use of a Service Oriented Architecture.
• Use of a government provided business intelligence package such as Business Objects.
• Use of Microsoft™ C# as a development language .
o C# Coding Standards Version 5.0,  Global.Net Capability, 2007-11-28.
• User of SQL Server 2005 Enterprise Edition as the database and its supporting products such as Reporting Services, Integration Services,  and Analysis Services.
• Use of Cryptographic Log On and other Information Assurance requirements.						Demonstration
Test
Analysis		Contractor

				3.16.2.7		Additional information on design and development guidance is provided in the TV-1 identified in the FRD.						N/A		Contractor

				3.16.2.8		Web development and interfacing shall be in accordance with the DON CIO Web policy and XML standards as described in the policy.						Demonstration
Test		Contractor

				3.16.2.9		Email interfaces and services using LDAP shall be in accordance with and use the NMCI LDAP services and User services in compliance with DKO.						Demonstration
Test		Contractor

				3.16.2.2		Use of Commercial Off-The-Shelf Components

				3.16.2.2.1		Commercial Off-The-Shelf (COTS) hardware and software shall be used where cost, schedule, and performance dictates, and in accordance with DADMS and ODAA approval.						Inspection		Contractor

				3.16.2.2.2		PRIDE shall ensure any COTS software procured for the implementation of the PRIDE Modernization Information System, that requires Public Key Enabling, has passed interoperability testing performed by a DOD PKI Program Management Office (PMO) approved testing facility prior to procurement.  (DODI 8520.2 paragraph 4.6)						Inspection		Contractor

				3.16.3		Use of Non-Developmental Items

				3.16.3.1		Non-developmental items shall be used where cost schedule and performance dictates.  Non-developmental items are defined as items that have been previously developed and are used exclusively for governmental purposes by a Federal agency, a state or local government, or a foreign government with which the United States has a mutual defense cooperation agreement (i.e., Government Off-The-Shelf (GOTS)).						Analysis		Contractor

				3.16.2.4		Use of Existing Resources

				3.16.2.4.1		The system shall use existing resources where cost schedule and performance dictates.						Analysis		Contractor

				3.16.2.4.2		A thorough analysis shall be accomplished prior to the determination of additional resources being added.						Analysis		Contractor

				3.16.2.5		User Characteristics

				3.16.2.5.1		Users shall have a valid CAC to authenticate with the system.						Demonstration
Test		Contractor

				3.16.2.6		Rehabilitation Act of 1973, 5 United States Code 794d

				3.16.2.6.1		The PRIDE Modernization implementation shall follow the accessibility requirements of Section 508 of the Rehabilitation Act of 1973.						Demonstration
Test		Contractor

				3.16.2.7		Assumptions and Dependencies

				3.16.2.7.1		The users are either Active or Reserve Component enlisted Sailors, or are in a supporting role to the Sailors.						N/A		Contractor

				3.16.2.7.2		The users have physical internet access to the system.						N/A		Contractor

				3.16.2.7.3		The users have a valid CAC or unique login credentials.						N/A		Contractor

				3.16.2.7.4		All the connections between the system and other systems and data sources are active.						N/A		Contractor

				3.16.2.8		Quality Requirements

				3.16.2.8.1		To ensure quality data and operation of the system, the PRIDE Modernization shall follow the configuration management plan outlined in the PRIDE Configuration Management Plan.						Inspection		Contractor

				3.16.2.9		Software Exception Conditions/Exception Handling

				3.16.2.9.1		The system shall provide proper handling of all exceptions.						Demonstration
Test		Contractor

				3.16.2.9.2		Any exception thrown by the system shall not affect the operations of any other system.						Demonstration
Test		Contractor

				3.16.2.9.3		All exceptions shall be logged in a plain text log within a specified directory.						Demonstration
Test		Contractor

				3.16.2.9.4		All exceptions logged shall include a timestamp of when the exception occurred, a unique identifier that identifies the nature and severity of the exception, a description of the exception, and any other information that is needed to handle and recover from the exception condition.						Demonstration
Test		Contractor

				3.17		Personnel-Related Requirements

				3.17.1		Section 508

				3.17.1.1		508 Compliance

				3.17.1.1.1		Section 508 and similar references provide guidelines for Human Systems Integration and Human Factors concerns. The level of compliance with Section 508 is typically driven by the As-Is and To-Be user community. For other  application development projects for Navy MPTE where users are on Windows / Internet Explorer platforms as will be the case for PRIDE Modernization, Section 508 compliance has been established at the level supported by the operating system (i.e. at the level provided by Windows Control Panel – Accessibility Options).						Demonstration
Test
Analysis		Contractor

				3.17.2		Reduce Costs

				3.17.2.1		Design Costs

				3.17.2.1.1		The system shall be designed to reduce maintenance as well as operational and training costs.						Analysis		Contractor

				3.17.3		Total Ownership Cost Analysis

				3.17.3.1		Total Ownership Cost (TOC) analysis

				3.17.3.1.1		The system shall be optimized to function within existing manpower constraints.  Additional military specialties or limitations will be needed to operate or maintain the PRIDE Modernization.  The roles of the NRC will remain unchanged with the deployment of the PRIDE Modernization.  Alternatives that result in reduced manpower and personnel requirements will be reflected in the Total Ownership Cost (TOC) analysis.						Demonstration
Test
Analysis		Contractor

				3.17.4		Personnel Engineering

				3.17.4.1		User skill level

				3.17.4.1.1		The system shall be engineered for use by personnel with limited computer skills and appropriate functional training dealing with Recruiting and Accessions management.						Demonstration
Test		Contractor

				3.17.5		Navigation

				3.17.5.1		Ease of Use

				3.17.5.1.1		User interfaces shall be designed according to industry best practices to provide ease of use for all tasks.						Demonstration
Test
Analysis		Contractor

				3.17.6		Consistency

				3.17.6.1		Consistency Validation and Omission errors

				3.17.6.1.1		The system shall validate the accuracy of local and field data entry and provide near real-time notification to the user of consistency validation and omission errors where possible.						Demonstration
Test		Contractor

				3.17.7		Embedded Help

				3.17.7.1		Context and Tutorial Help

				3.17.7.1.1		The system shall include context-sensitive help. The help features will be context sensitive and will facilitate new user indoctrination and recurring training ne.						Demonstration
Test		Contractor

				3.17.7.1.2		The system shall include an on-line instructional tutorial in the application.						Demonstration
Test		Contractor

				3.17.8		Documents

				3.17.8.1		Manuals

				3.17.8.1.1		User manuals shall be written at a ninth-grade reading level and be comprehensive enough for knowledgeable field-level operators to resolve problems relying only on the user manuals.						Inspection		Contractor

				3.17.8.1.2		The System Administrator manual shall be comprehensive enough for knowledgeable system administrators to maintain and resolve system related issues.						Inspection		Contractor

				3.17.8.1.3		The user shall have on-line access to all user manuals and system documentation.						Demonstration		Contractor

				3.17.9		HIPAA

				3.17.9.1		Compliance

				3.17.9.1.1		The system shall comply with the applicable sections of the Health Insurance Portability and Accountability Act (HIPAA).						Demonstration
Test		Contractor

				3.17.10		DON Personnel Policy

				3.17.10.1		Compliance

				3.17.10.1.1		The system shall comply with the applicable sections of the DON Personnel Policy Manual.						Analysis		Contractor

				3.17.11		MILPERS

				3.17.11.1		The system shall comply with the applicable sections of the MILPERS Manual.						Analysis		Contractor

				3.17.12		Human Resources Standards

				3.17.12.1		Federal Laws and Statutes

				3.17.12.1.1		The system shall conform to Federal Laws and statutes that govern the hiring and management of personnel, including U.S. Code Title 10, Armed Forces, and the Uniform Guidelines on Employee Selection Procedures (1978).						Analysis		Contractor

				3.18		Training-Related Requirements

				3.18.1		Training

				3.18.1.1		Training Requirements

				3.18.1.1.1		The formal training shall include :
• Business Objects User Training
• Work Flow (Form Flow) Administrator/User Training
• Standard and AdHoc Reports
• System Operation						Demonstration		Contractor

				3.18.1.1.2		Training implemented for PRIDE Modernization shall adhere to the plan outlined in the Training Plan.						Demonstration		Contractor

				3.18.1.1.3		Provide Online Help and tutorials for system familiarization (on-line help and tutorial of system operation).						Demonstration		Contractor

				3.18.1.1.4		Provide Computer Based screen capture and animation to demonstrate business/processing functions within system (remedial and self-paced training).						Demonstration		Contractor

				3.19		Logistics-related requirements

				3.19.1		Logistics Plan

				3.19.1.1		Integrated Logistics Support Plan

				3.19.1.1.1		Logistics for the PRIDE Modernization shall adhere to the plan outlined in the Integrated Logistics Support Plan (ILSP ).						Inspection		Contractor

				3.20		Packaging requirements

				3.20.1		Software Distribution

				3.20.1.1		Configuration Management

				3.20.1.1.1		Distribution of software will follow the PRIDE Modernization Configuration Management Plan, Version						Inspection		Contractor

				3.20.2		Release Numbering

				3.20.2.1		Numbering

				3.20.2.1.1		Application release numbering shall use industry best practices.						Inspection		Contractor

				3.21		Precedence and criticality of requirements

				3.21.1		Releases
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